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Welcome

Thank you for using our Digital Surveillance System (DSS) Pro!
This user’s manual is designed to be a reference tool for operation of your system.
Here you can find detailed operation information about DSS.



Important Safeguards and Warnings

Please read the following safeguards and warnings carefully before using the product in order to
avoid damages and losses.

Note:

Warning:

Do not expose the device to lampblack, steam or dust. Otherwise it may cause fire or
electric shock.

Do not install the device at position exposed to sunlight or in high temperature.
Temperature rise in device may cause fire.

Do not expose the device to humid environment. Otherwise it may cause fire.

The device must be installed on solid and flat surface in order to guarantee safety under
load and earthquake. Otherwise, it may cause device to fall off or turnover.

Do not place the device on carpet or quilt.

Do not block air vent of the device or ventilation around the device. Otherwise,
temperature in device will rise and may cause fire.

Do not place any object on the device.

Do not disassemble the device without professional instruction.

Please use battery properly to avoid fire, explosion and other dangers.
Please replace used battery with battery of the same type.
Do not use power line other than the one specified. Please use it properly. Otherwise, it

may cause fire or electric shock.

Special Announcement

Xi

This manual is for reference only.

All the designs and software here are subject to change without prior written notice.

All trademarks and registered trademarks are the properties of their respective owners.

If there is any uncertainty or controversy, please refer to the final explanation of us.
Please visit our website for more information.



1 Overview

1.1 Product

DSS Professional is an importance surveillance platform product of Dahua Security Software family. It is
designed for medium-large project. DSS Professional can effectively combine business of surveillance
and user-friendly method to complete video view, PTZ control, talk, record play, event link and etc. DSS
Professional has is simple, reliable, expansible, and other features. It provides users with HD, intelligent,
secure and other terrific experiences. Meanwhile, DSS Professional adopts B/C, C/S structures taking
into account needs of different users. It supports multi-point operation and management.

1.2 Highlight

Brand new web manager operation interface, control client interface. Easier to use. User-friendly.
Control client supports two types of skin (deep and light colors), and user can select accordingly.
Hardware decoding, output more HD videos by maximizing PC performance.

Import domain user, batch import corporate users.

Find device, quickly add device, quickly manage device.

Lock user when password input is wrong. Find back password.

https certificate import.

Remote disaster recovery and backup (DRB).

ONVIF protocol device import, provide secondary development SDK matching to improve product
expansibility.

-12 -



2 Overall Flow Word

start »» €e;

Configure Server Install DSS Server Launch DSS Server Add device
parameters (' encoder/decoder/alarm host )

——
O ©

Add and format Net Disk Add user Add role

Addrecord plan ~ Add video wall Add alarm scheme

(alternative) (alternative) (alternative)
Configure Map

(alternative)

Operation Login DSS
(Privew/Playback) Control Client
(Map/Alarm/Video wall)
(Smart track/Bl)

Figure 2-1
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3 DSS Server Installation and Uninstallation

3.1 Server Config Requirement

Recommend

CPU:

E5-2640 v3@2.60GHz 2.60GHz 8core
RAM: 16GB

Ethernet port: 1Gps

System Disk: 1TB, 500G free for DSS.

Low-end

CPU:

E3-1220 v5 @3.00GHz 3.00GHz 4core
RAM: 8GB

Ethernet port: 1Gps

System Disk: 1TB, 500G free for DSS.

3.2 Installation

Step 1. Double click

1Y DSS server

| have read and agree the

Chart 3-1

to enter installation mode, see Figure 3-1.

Figure 3-1

Step 2. Check | have read and agree the agreement, click Next.

-14 -



Step 3. Select installation path, and you can use the default path, or customize path..

Y DSS server

Installation path: Meed Space:1942M Free Space:l28 GB

CADSE ProfessionaltServers Browse

M Generate shartcuts Back Install

Figure 3-2

]: DSS Server

Installation path: Meed Space:1f42M Free Space:367 GB

DADSS Professional\Servers Browse

M Generate shortcuts Back Install

Figure 3-3
Note:
® After you select path, it will show space required to install and available space in the selected path,
see Figure 3-2

-15-



® [f “Install” button is grey, please check if installation path is correct, or if space available in
installation path is enough.

Step 4. Customize installation path, click Install to start installation.

Step 5. It shows progress bar of installation and this takes about 3-5 minutes, please wait.

ii: DSS Server

Install component......

Figure 3-4
Step 6. Installation is complete, click Start New to enable DSS Pro, see Figure 3-5.

1Y DSS server

<"

Start Now

Figure 3-5
Step 7. Open DSS Server shortcut icon to check server status which is normally running.

- 16 -



/LB D33 Server LSRN
< C | ® 127.0.0. 1/confiz/serviceConfiz_index. action i
DSS Server » RESTARTDSS
Senice Name Senvice Port Sats Hit
DS amn @ Online r
MTS 100 #® Online rd
55 9320 @ Online rs
ADS 9600 # Online r
ARG 8500 @ Online rs
PCPS 14509 # Online r
MW 090 @ Online r
Ma EIE1E # Online r
WEE 20 @ Online r

3.3 Uninstall

Step 1. Click Start>All Programs, select DSS Professional folder, click Uninstall DSS Professional.

; D53 Professional
; D53 Serwver
ﬂ D55 Server
D DES Web Manager

Uninstall 0SS Frofessional

Figure 3-6
Step 2. Click Uninstall button in Figure 3-7.

-17 -



1Y DSS server

Figure 3-7
Step 3. After uninstallation is complete, if you see the pop-up, click OK.

This programme has been uninstalled from your

carmputer!

Figure 3-8

Cancel

Uninstall

-18 -



4 Distributed Deployment

4.1 Slave Server Installation

Step 1. Double click s : to enter installation mode, see Figure 4-1. Check “I have read and agree

the agreement”. Click Next to enter installation mode.
Step 1. Note:
Step 2. Program name includes version no. and date, please check it before installation.

]: DSS server

| have read and agree the

Figure 4-1
Step 2. Select installation mode, see Figure 4-2.Master is master mode, slave is slave mode. Set Https
port, click Next to enter installation directory.

-19-



1% DSS server

Figure 4-2

Step 3. Select storage path, you can use system default installation directory, as well as click
Browse 1, customize installation directory. After you select installation directory, it shows space

required and available path, see Figure 4-3.

1% DSS server

Installation path:

| C:\DSS Professional\Servers

™ Generate shortcuts

Figure 4-3

-20-



Step 4. Select storage path, you can use system default installation directory, as well as click

Browse 4, customize installation directory. It shows space required for installation and available

space in the path, see Figure 4-4.

1% DSS server

Installation path:

| C:\DSS Pro Browse

Figure 4-4
Note:
® If “Install” button is grey, please check if installation directory is correct, or space of installation
directory is enough for the installation.
Step 5. Customize the installation directory, click “Install”, see Figure 4-5.

-21 -



1% DSS server

| D:\DSS Pro Browse

M Generate shortcuts Back Install

Figure 4-5
Step 6. Installation is complete, click “Start Now” to enable the program, see Figure 4-6.

1Y DSS server

<"

Start Now

Figure 4-6
Step 7. Open “DSS Server” to check server status, see Figure 4-7.

-22 -



[al=]=] =

/ 1» DSS Server L\
C | @ 127.0.0.1/config/serviceConfig_index.action T
DSS Server F RESTART DSS L sTOPDSS o

Service Mame Service Port Status Edit

DMS{ Device Management Service) 9200 # Online rd

MTS{Medium Transfer Service) 9100 #® Online rFa

S5(Storage Service) 9320 # Online F

ARS{Active Register Service] 9500 ® Online £

PCPS{ProxyList control Proxy Service) 14509 # Online &

PTS{Picture Transfer Service) 8081 # Online rs

Figure 4-7

4.2 Slave Server Config

Slave server only configures master server’s IP and port as to register on master server.
Step 3. Open DSS Server system on slave server, see Figure 4-8. Click the config button, and in
pop-up interface, set master server IP address and port, default port is 80.

-23 -



EEEE

/ b DSS Server x W
<« C | ® 127.0.0.1/config/serviceConfig_index.action T
DSS Server b RESTART DSS L STOPDSS o
Service Name Service Port Status Edit
DMSi{Device Management Service) 9200 & Online rFd
MTS(Medium Transfer Service)
! ! Settings x 4
55{Storage Service) p)
ARS{Active Register Service) 2 F
Master ip * 172.10.1.201
PCPS(ProxyList control Proxy Service) ra
Master port = 80
PTS{Picture Transfer Service) rs

Mappng IP

3 conee

Figure 4-8

Step 4. Set server IP and port, click OK button. System will auto check master server IP and port for
validity. If valid, it will auto reboot each server of slave server. DSS Server system will re-load. If
invalid, then it pops up Figure 4-9, and you must set again.

Prompt b 4

@ Server connection abnormal, please
check IP or port.

Figure 4-9

4.3 Slave Server Status Display

Registration and operation status shall be viewed on master server manager, detailed path is: master

server manager—operation and management statistics.
Step 1. Log in master server manager, enter operation and maintenance statistical module. In status

info module, you can see quantity and status of all server, see Figure 4-10.
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7:. DSS Fro Home Statistics x  + Hi, system v

Running Status Status Information

® Online « Offiine

+ 13.0mos ’61 05
/ 4 2.8 wors

CPU(1%) Storage(43%) Bandwidth Service Device User

Device Health Report

Event Information Source Information
277 v
® Processed © Total
Quantity Quantity
sk 1,800
e 1,500
12
3k
90
2k
1k
0 ———! 0
0102 0304 050607 08091011 12 13 14 15 16 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31 Encode Channel Alarm Channel

Figure 4-10
Step 2. Click Service to view server details, see Figure 4-11. Device ID is master as master server, and
others are slave servers.
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7: DSS rro Home Statistics x  + Hi , system +

Server Status Server Status

& Device Status

0

R Userstatus Name IP Address Server Status Device ID

Type:Home Server

Device Health Report
» Center Server 172101177 Running Status: g Running master

Enable Status'® Enable

Type Home Server
> 172101172 172101172 Running Status. 3 Running e8B81:1114:2d:a%
Enable Status:® Enable

Figure 4-11

Step 3. Click P 1o expand server details of this server, see Figure 4-12.



Server Status

Name IP Address Server Stafus Device ID
Type:Home Server
» Center Server 172101477 Running Status: $ Running master
Enable Status: @ Enable
Type:Home Server
L 172.10.1.172 172.10.1.172 Running Status: ? Running eB8:61:11:14:2d:a9
Enable Status:# Enable
Video Unit Name Sermvice Type Status
ARS(3001) ARSE(Aclive Register Service) ® Online
MTS(2001) MTS(Medium Transfer Service) # Cnline
DMS(4001) DMS{Device Management Service) @& Cnline
PCPS(5001) PCPS(ProxyList Control Proxy Service) ® Online
MCDRADAR(48001) MCDORADAR(Radar Management Service) #® Cnline
MCDPCS(39001) MCD_POS{Multi-Control Device) & Cnline
S5(1001) 55(Sforage Service) & Online
FTS(13001) FTS(Picture Transfer Service) # Cnline
Figure 4-12
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5 Enable/Disable Server

5.1 Stop Server

Warning:

For security reason, DSS Server only can be opened on DSS server.

To stop server:

Step 1. Login DSS installation server, double click DSS Server desktop shortcut.
Step 2. Click STOP DSS button, see Figure 5-1.

[lall=l@] s
/ 1P D35 Server b4 "\:\__
DSS Server b RESTARTDSS
Service Name Service Port Status Edit
DmMs 9200 & Online ,
TS 9100 & Online ,
35 9320 & Online ,
ADS 9600 & Online ,
ARS 9500 & Online ,
PCP3 14509 & Online ,
MGEW 9050 & Online ,
[ [s} 61616 & Online ,
WEE 80 ® Online rs
Figure 5-1
Step 3. In pop-up box below, click “ to stop server.
Warning x

Areyou sure to stop DSS Service?

Figure 5-2

5.2 Enable Server
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Step 1. Login DSS installation server, double click DSS Server desktop shortcut.
Step 2. DSS server needs a few minutes to boot up, please wait. It will show Figure 5-3.

[a]l=]=] 3=
/ [ Loading *® \\_
c (Dfile:///D:/DSS%EOPIofessional/Servers/W'EBCLIENT/webc:lient/apache—tomcat/webapps/loading/index.html hd
D
DSS Serv
Figure 5-3
Step 3. Successfully boot system, see Figure 5-4.
[a]l=@] =
/LD D33 Server LAV
&« C | @ 127.0.0.1/config fserviceConfiz_index. action T
DSS Server »  RESTART D55 ———
Senvice MName Service Port S@ns Edit
DS 9200 ® Online #
TS 9100 #® Online F
55 93210 ® Online #
ADS 9600 # Online ra
AR5 9500 ® Online #
PCPS 14509 # Online ra
HEW 2090 ® Online #
[0 61616 # Online ra
WEE 20 ® Online #
Figure 5-4

5.3 Reboot DSS Server

Step 1. Login DSS Server, double click @ Dss server desktop shortcut.

= RESTART D55

Step 2. Click button to reboot all DSS servers, see Figure 5-5.
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/1P DSS Server LR

(— G @ 127.0.0. 1/config//serviceConfig_index. action i
DSS Server
Senvice Mame Senvice Port Satuws Edit
DM 9mM2 @& Online &
MTS 9100 # Online #
55 830 # Online rs
ADS 9600 ® Online &
ARS 9500 & Online ra
PCPS 14509 # Online #
MGW 8040 # Online rs
Ma B1616 ® Online &
WEB 30 & Online ra
Figure 5-5

Step 3. In figure below, click “ button to reboot all servers.

Warning x

Arevyou sure to reboot ?

Figure 5-6
Step 4. Double click to open @ Dss server desktop shortcut to confirm all boot up statuses.




6 Change Server Port
6.1 Change CMS Port

Step 1. Login DSS installation server, double click to open & Dss server desktop shortcut.
Step 2. Click Config button at the upper-right corner, seeFigure 6-1.

{é‘ o | Bl %
/1P D53 Server x '\__\_‘_
&« C | ® 127.0.0.1/confiz/serviceConfiz_index. action W
DSS Server
Sernvice Name Service Port B30 Edit
DMs 920 @ Online r
TS 29100 @ Online #
55 9320 ® Online rd
ADS 9600 ® Online rd
AR5 9500 #® Online ra
PCPS 14509 @ Online r
MGW 2080 @ Online #
MQ Bl515 @ Online #
WEE 80 ® Online rd
Figure 6-1

Step 3. Fillin CMS port value, see Figure 6-2. Click “ button and system will reboot server.

Sethngs x

ChS 1P 172101201

CWS Port: | 9001

Mapping IP:

Figure 6-2
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6.2 Change Other Server Port

Step 1.
Step 2.

Login DSS installation server, double click to open DSS Server desktop shortcut.
Click # , to modify corresponding server port info. If it has LAN/WAN setup, you shall change

LAN and WAN to a identical customized value by user. See Figure 6-3.

DSS Ser'ver p RESTARTDSS

Senvice Name Service Port St Edit
sl 2200 # Online rd
MTS 2100 @ Online +F
55 as:0 # Online F
ADS 600 # Online rd
ARS 8500 @ Online #
PCPS 14509 @ Online ra
MG 090 # Online ra
Ma B1616 @ Online #
WEE 20 @ Online +F

Figure 6-3

For example to change DMS server port to 9201.

Step 3.

Step 4.

Click ¢ button of DMS server, and fill in port value.

EditServer x

Service Name ;. DRSS

Senvice Port : Q9201 ‘

Figure 6-4

Click “ button to save config. If the port is occupied, you will see Figure 6-5.
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Warning x

A The port is already used!

Figure 6-5

Step 5. Click “ to modify port again. If you change to 9202, you can confirm it in server list

after being successfully modified.

Service Hame Senvice Port Satw Edit

DMS 922 ® Online 4

Figure 6-6
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7 LAN/WAN Mapping
Warning:

Current DSS Server config system does not differentiate LAN and WAN, and their port config are
the same.

7.1 Flow

start > W

Setserver LANIP Install DSS Server  Launch DSS Server Login router to set
DMZ Mapping

Save Add mapping IP Login DSS Server
Login Web Manager and Client through WAN

Figure 7-1
7.2 Router Config

We recommend DMZ mapping. If it is not supported by the environment, you need to open the following
ports: 80, 61616, 9090, 14509, 9500, 9600, 9320, 9100, 9200. Please see appendix 1.

If port is occupied already, for example port 80 has been occupied and instead to use port 81, see Ch
4.2., and add mapping rule on router.

7.3 DSS Platform Config

Step 1. Login DSS installation server, double click DSS Server desktop shordcut.
Step 2. Click Config button at the upper-right corner, see Figure 7-2.
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/ (D 1SS Server x \\_
6 c @ 127.0.0. 1/confizg/serviceConfig_index. action
DSS Server
Service MName Service Port
DS [0
TS 5100
35 95m
ADS Se00
ARS 9500
PCPS 14509
RGW s090
M B1E16
WEE g0

St it
® Online &
® Online &
& Online &
® Online &
® Online &
& Online &
® Online &
® Online &
® Online &

Figure 7-2

Step 3. Fillin WAN address, which is mapping address, see Figure 7-3. Click “ to complete

server config and reboot.

Setongs

CMS [P :

CMIS Part :

Mapping IP:

17210.1.201

Eliu]

£0.191.54.12 |

Figure 7-3
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8 Login to the DSS Manager

For login to the DSS PROFESSIONAL platform, IE9 and higher, Google Chrome, or Firefox is required.

8.1 Login Web

Step 1. Input the IP address of the DSS platform in IE and click “Enter”, The system will display the

“Login” interface as shown in Figure 8-1. Click E to download the Client

Voos P = lajlsl@l x]

€ C O | © F22 | 17210.1.201/3dmin/login_jogin.action i

S DSS ™.

Figure 8-1
Step 2. Enter username and password, default is system and 123456 respectively. For the homepage
pops up after logging in. See Figure 8-2.
ﬂ;ﬂl Note
When logging in with the initial password, a dialogue box for changing the password will pop up. In order
to continue logging in, users must change the initial password.

If it's your first-time logging into the DSS system, then please add this IP to the trust list.
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 Dss x W\
&~ C | ® 172.22.100.249/admin/login_login.action
]) DSS Fro Home +
Device

i

)

User

Add user, and authorize the user

Event

Add device or system events, and

=

Storage

[a]l=[=] =
7

Hi, system

Configure the record plan of

with system permission onfigure the corresponding link cameras.
actions.
Device User Event Storage

Server Statistics License Help
Status. Oniine Offline Date: Unauthorized. Details of license User Manual
Device: 8 2975 FAQ

Step 1. Export license request file
User 2 10

Step 2. Contact sales person for license E-Maildss_support@dahuatech.com
Service: 28

S nport license file
HDD tep 3: Import nse fil

In order to change the password or log out, click username on the right upper corner.

Quick entry of commonly used modules are displayed on the interface. To display all functional

modules or open a new one, click the E on the right of the Home button.

Overview: For displaying the online/offline status of devices, users, services, etc., as well as the
occupied space on the hard discs.

Authorization: To view the authorization details, and purchase the license file by following related
procedures if necessary.

Help: To view the user guide, operation manual for mobile clients, FAQ files, etc.

8.2 System Configuration

For the first-time login to the DSS system, please configure the system parameters first to ensure a
normal operation.Steps for configuring system parameters:

Step 1. Click on the right side of the “Home” button,All functional blocks will be displayed on the

interface, as shown in Figure 8-3.
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<«

/3 pss

X

C | ® 172.10.1.177/admin/login_login.action

]: DSS Fr°

| Business Configuration

Device

Video Wall
| system Maintenance

System

Home

Bind Resource

'

User

L9

Map

Backup and Restore

ﬁ:;;n
W

Organization

Bind Resource

Event

-

Target Management

Statistics

Hi, system ~

Storage

o A

Vehicle Blacklist

Step 2. Click “System”, The system will display the interface as shown in Figure 8-4.

Figure 8-3
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]’: DSS rro Home

#2  Message Storage Time Setup

2 Time Interval

B FTP

&  Time Sync

Mail Server

& Active Directory

q

HTTPS

= PosEnd

System x

Message Storage Time Setup

Log: =30

Alarm Infer | = 30

GPSinfo: = 30

POS. =30

Healmap: = 30

Time Interval

3G Flow Search

Time:

GPS Upload

Time:

FTP

Hi, system v

LAN Path - = ftp:#172.10. 11774 Username: = dss

Figure 8-4

Lo Set the maximum retention time for logs. The
9 default retention period is 30 days.
Info Alarm Info Set the maximum retention time for Alarm Info.
. The default retention period is 30 days.
Retention
-SF'QE GPS Info Set the maximum retention time for GPS Info.
P The default retention period is 30 days.
Set the maximum retention time for Heatmap
Heatmap Info. The default retention period is 30 days.
3G Flow Search Check to enable the item, and set up time
Setup interval for querying 3G flow consumption.
Time
Interval Check to enable the item, and set up time
Setup interval at intervals. The GPS Info will be
GPS Upload Setup uploaded to the platform at intervals of the
setting value.
ETP LAN Path LAN path of the ftp server for placing files.
Setup WAN Path WAN path of the ftp server for placing files.
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Username and password used for login to the

Username/Password fip server.
. Check the item to enable the Device Sync
Device Sync .
function.
Start Time Set up ‘ghe start time for device
synchronization.
Taking the time of the server as standard,
synchronize the device with the server.
The default value is 2 hours, which means that
the system will, taking the time of the server as
sync Interval standard and synchronize the device with the
Time server at intervals of 2 hours.
Interval M Note
Setup

SDK is used to synchronize devices with the
server.

Server Sync

Check the item to enable the Server Sync
function.

Set up IP and update period for the server,

Server IP which is taken as standard to synchronize
other servers.
. Click this button to start the synchronization
Sync Time

immediately.

Mail Server Setup

Enter information including IP and port of the
mail server, cipher mode,
username/password, sender, test recipient,
etc.

Active Directory Setup

Configure domain information.

HTTPS Setup

Enable HTTPS Secure Validation.

Step 3. Configure relevant parameters.
Step 4. Click “Save”.

Table 8-1
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9 Add Organization and Login Users

Directly enter IP address of the DSS platform in IE address bar, to login to the DSS Manager.

9.1 Add Organization

For the sake of management, adding organizations to deploy, organize, and manage layers of users and
devices. Or put the newly added users and devices under the default organization without adding a new
organization.

The first level organization defaults to “Root”; newly added organizations will be placed on the next level
subordinated to “Root”.

Detailed steps are listed below:

Step 1. Click on the right side of the “Home” button.

All functional blocks will be displayed on the interface, as shown in Figure 9-1.

13 DSS Fro Home NewTab x  + Hi, system v

I Business Configuration

a 2 | S

Device User Organization Event Storage
o e o
s | 9 | L] o —
pes 24 - =
Video Wall Map Bind Resource Target Management Vehicle Blacklist
| system Maintenance

System Backup and Restore Log Statistics

Figure 9-1
Step 2. Click “Organization”.
The organization management interface will be displayed as in Figure 9-2.
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13 DSS Home Organization x  + Hi , system v

+ Add T Delete <~ Move To

Device Name Encode IP Address Type Video Server Port Status

v oot 10.33.10.27 1000035 10.33.10.27 DVR Center Server 7777 ® Oniine

ipe IPC112abe

moniqi-ns 1000033 10.33.10.135 IPC Center Server 3T ® Online
nvr
New Organizationd monigies 1000032 10.33.10.85 DVR Center Server 37777 ® Online
nvdog 1000031 17210163 NVD 3T ® Online
nvdd1 1000030 172.10.1.61 NVD 37777 ® Online
1033107 1000028 10.33.10.7 DVR Center Server 3T & Online
onvif 88 1000024 172.10.3.68 IPC Center Server a0 ® Cnling
7040 1000020 172.103.70 Smart IPC Center Server 3T & Online
HIKS7.7 1000017 1727577 IPC Center Server 5000 ® Cnling

Figure 9-2
Step 3. Choose the root organization, and click + Add

Add new organizations under the root level, as shown in Figure 9-3.

S . )
1> DSS Home Org x + Hi, system ~
& Add I Delete “» Move To
Device Name Encode IP Address Type Video Server Port Status
root
L4 0
NewGroup0

Figure 9-3
Step 4. Enter organization name, for example, NewGroup1, then press “Enter”.

-'0

Step 5. Check devices under the root organization, click ™ "°*¢ ™ choose “NewGroup1”, and click “OK”.

Devices then will be added under the new organization, as shown in Figure 9-4.

S . :
1> DSS Home Og * + Hi , system
+ Add T Delete <~ Move To
Device Name Encode IP Addrass Type Video Server Port Status
oot autoDVR 1000005 DVR Center Server ® Online
» 0
NVD1 1000008 5151 NVD 37777 Offline

NewGroup1 ¢

Figure 9-4

® Click # beside the organization name to change the name.

- 42 -



L ) m Delete .
® Select the organization and click a to delete the organization.

9.2 Add User Role

It's supported by the DSS platform to create user roles and then add users. The created users can login
as Administrator as well as Client. User permission varies depending on the user role.

Permissions of a user role includes Device Rights, Administrator Menu Rights and Operator Menu
Rights. A user needs to be granted with these rights before performing corresponding operations.

Detailed steps are listed below:

Step 1. Click on the right side of the “Home” button.

All functional blocks will be displayed on the interface, as shown in Figure 9-5.

IE DSS Home New Tag * + Hi , system v

| ® 3 0
e f"‘."f.

b "

Device Account QOrganization Event

) = 82 43

Storage Video Wall Map System

o

Backup and Restore Logs Statistics

Figure 9-5
Step 2. Click “Account”.
Account management interface will be displayed, as in Figure 9-6.
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i: DSS Home Account x  + Hi, system ~

e @ ceee

R User Role Remark Operation

Figure 9-6

Step 3. Click * Add jn the “Role” interface.

An “Add Role” dialogue box will pop up.
Step 4. Input “Role Name”.

(O Note

For a quick configuration, check “Copy Role” next to “Name” and select one role from the Dropdown list,
then the information of the selected role will be copied to the new role.

Step 5. Check “Device Rights”, “Control Rights”, and select “Users”.

The system will display the interface as shown in Figure 9-7.

Add Role x
Base Info
Name: = all Copy Rale
Memo:
Device Rights Control Rights Users
4 [ AllRights Username
4 4 Contol
’ roet system
» 0 Record
wytest
3 NewGroup1 PTZ
4 HOVR Talk 111
v 3777 Snapshat |
» 37778 Record Lock
dsx
3 37779 Record Tips
Figure 9-7
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(O Note

For device rights or control rights that are not checked, users with this role have no such corresponding

device rights or control rights.
Step 6. Click “OK” to finish adding the role.

9.3 Add User

If a user role has been added, you can add users with this role.

Detailed steps are listed below:

Step 1. Click “User” tab to show the interface as in Figure 9-8.

]: DSS Home Account x  +

Role =+ Add T Delete

_ peemane R

Is Is
sC Administrator, Cperator.cxy,12..
1t t
test test

Figure 9-8
Step 2. Click ¥ Add

An “Add User” dialogue box will pop up.

Status

Offline

Cfline

Offline

Cfline

Offline

User Type

System User

System User

System User

System User

System User

Hi, system ~

Operation

Step 3. Configure “User Name”, “Password”, “Confirm Password”, “Expiry(Days)”, “Email Address”,
“PTZ Control Permission” and so on. Check the roles below, then device rights and control rights of

the corresponding roles will display on the right.
The system will display the interface as shown in Figure 9-9.
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Add User

(O Note

Base Info
UserName: = sds Fassword Expiry(Days):
FPassword: | = seessses Email Address:
Confirm Password: | = ssssssss FTZ Control Permission: | = 5
MAC Address: Memao:
Roles Device Rights Control Rights
Rolename 4 All Rights
4 Contol
Administrator ‘ root
4 NewGroup 1 Record
Cperatar
3 HDVR FTZ
» 37777 Talk
v 37778 Snapshot
» 37770 Record Lock
v 1 Record Tips
Figure 9-9

e If norole is selected, then the user has no “Device Rights” or “Control Rights”.

e You can select multiple roles at a time.
Step 4. Click “OK” to add the user.

Click ' to freeze the user, then the user will be signed out from the client.

Click # to change user information other than username/password.

Click x to delete the user.
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10Domain User
10.1 Scene

For application of a company with domain information and want to set domain user as login user, this

function can simplify project deployment.

10.2 Domain Info Setup

Step 1. Click next to Home.

Step 2. Select System tab, see Figure 10-1.

| Business Configuration

® 2

Device User
- 9
puy 3 4
Video Wall Map

| System Maintenance

System Backup and Restore

o]

javascript:openNewTabSelf(001008" 'System’, /admin//config_listaction’'0%;

L
NP,

L]
L]

Organization

Bind Resource

Event

=
-

Target Management

Statistics

[S][= e
» Dss x W8
< C | ® 17210.1.177/admin/login_login.action P o
1: DSS Pro Home New Tab =+ Hi, system v

L

Storage

o —

Vehicle Blacklist

Figure 10-1

Step 3. Click Active Directory Setup tab, see Figure 10-2.
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73 DSS Home System x  + Hi, system »

& Message Storage Time Setup

Time Interval Active Directory

& Fre SSL Encrypt
Domain Name: |« www. ch.com Username: = 11443
Time Sync
IP Address: |+ 10.1.2.80 Password: | « sesseses Test
Mail Server
Port |+ 380 Base DN: bec= 7,DC=com Get DN
@ HTTPS
HTTPS
Enable
Impaort SSL Certificate. Password,
Figure 10-2
o ) Get DN )
Step 4. After you set domain info, click to auto get Base DN info.
. - TE St . . . . - - .
Step 5. After you get DN info, click to test if domain info it valid, and you will receive a

prompt if OK. See Figure 10-3.
Prompt x

@ Test Successiul.

Figure 10-3
Step 6. Click m to save. See Figure 10-4.

Prompt x

@ Saved Successfully.
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Figure 10-4

Then you can import domain user in Account management, see next Ch.

10.3 Import Domain User

ﬁ

et

Step 1. Click to open new tab, click  Account to enter Account interface. See Figure 10-5.

7:. DSS Fro Home NewTab x  + Hi, system +

| Business Configuration

= ] 25 [ )

L
Device User Organization Event Storage
.=- ' 9 ‘ L) o ——
— - ==
Video Wall Map Bind Resource Target Management Vehicle Blacklist

| system Maintenance

System Backup and Restore Log Statistics

Figure 10-5

Step 2. Select m tab, on the right click &, Import Domain User to import domain user, see
Figure 10-6.

Role & Add T Delete &, Import Damain User
_ Username Role Status User Type Qperation
ystem Administrator & (Cnline System User
Figure 10-6

Step 3. In list of gotten user, select user info to import, see Figure 10-7.
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Import Domain User

x
1.Domain user import u 2.Assign Role
Searc
j=2=3 Username

25 10005
26 10008
27 10007

28 10007-WIN1405%
29 10008
a0 10009

# 2000 SRS E Esnu\z\ \E\
Figure 10-7
You also can search keyword in search field, see Figure 10-8.
Import Domain User
1.Import domain user “ 2.Assign Role
‘ Q 11443 ‘
SN Username

1 11443

2 pus1394114435

3 WIN1846114435

4 pvs1144312315

5 WIN1144310220%

Total 5 record(s) 11

Figure 10-8
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-
Step 4. Click to enter next step.

Step 5. Select corresponding permission group for the selected user. After you check, on the right it

shows device info and function right info of this permission group, click “ see Figure

10-9.

Import Domain User

2.Assign Role

Role Device Permissions

Rolename search

- ~
Administrator i root

1.Import domain user“

Control Permissions

¥ All Permissions

¥ Control Permissions

» B3 Device 37777 Record
Operator
» B3 device 37778 Record Lock
for wy b B3 face Record Tag
for domain users > & NVD Fie
Audio Talk
¥ Menu Permissions
¥ Administrator Menu
Back “ Cancel
Figure 10-9
Step 6. In user info, confirm that domain user has been successfully imported, see Figure 10-10.
Role = Add O Delete &, Import Domain User
_ Usemname Role Status User Type Operation
10007 for domain users Offline Domain User
10006 for domain users Offline Domain User
10005 for domain users Ofline Domain User
11443 for domain users Offline Domain User
wyl forwy Offine Basic User
wy forwy Offine Basic User
system Administrator ® Online Basic User
Figure 10-10

You can login Client with domain username, see next Ch.

10.4 Domain User Login
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Step 1. In Client login interface, user type dropdown list, select , see Figure 10-11.

Y DSS ™o ..

Basic User

a.llllll.l

Figure 10-11
Step 2. Enter domain username, password, server address, port and ert., click Login, see Figure 10-12.

¥
12 DSS ...

Domain User

|P 172.10.1.209

g 80

Figure 10-12
After you log in, the interface is the same with login as general user, so here skip introduction.
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11Device

11.1 Device Initialization

Since newly manufactured devices do not have default username and password, therefore uninitialized
devices cannot use this function. Device initialization function is mainly designed to create device
username and password. Default username is admin and cannot be changed. A user can initialize
device one by one or as a batch.

Step 1. Login DSS Manager, enter device module, see Figure 11-1. In auto search, find a device to

() Initialize Device

check one or more devices for initialization. Click button.
[Bf[=[ET =]
 Dss x W\
&~ C | ® 172.22.100.249/admin/login_login.action T %
1: DSS Fro Home Device x  + Hi, system +
=7 Connect 3 Refresh (3 Initialize Device # Change IP @ Network Segment Config Pack Up &
Init Status IP Address & Type # Port MAC Address
@ uninitialized 172220142 Unknown 37T 3cefdc0a2a?s3
@ uninitialized 192.168.1.110 Unknown 37777 3cef8c27:27ba
® initialized 10.18.143.143 IPC T 4cii1iblec:18:07
® inftialized 1018 143 220 IPC 37T 3crefBefa 1146
=+ Add i Delets B Reset Password Org root A
Al Encoder  Decoder ANPR Intelligent Device Matrix POS Radar
Device ID P/Domain ¢ Device Name ¢ Type ¢ org Status ¢ Offiine Cause Operation
1003017 1034264 1034264 ODVR root Offline Network anomaly.
1003015 10.18.145.14 POS-Jerry POS Box root Offline
1003014 172.22.151.137 matrix Matrix reat Offline Network anomaly.
1003013 1112 11.12 NVD root Offline
1003011 1034235 Is_radar B100 root Offline
1003010 10.11.16.61 618 8100 root Offline
1003002 172.22.151.140 NVD-2 NVD TvVWwall Offline
Total 2983 record(s) ‘Zl |E| |Z‘ ‘E‘ - ‘El |Z| Goto page |I‘ |§|

Figure 11-1
Step 2. In pop-up box, enter password you are going to set (mush match rule of password). Default

username is admin, which cannot be changed, after setup is complete click

button.
See Figure 11-2.
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1» Dss x N

& C |® Fg22 | 172.10.1.44/admin/login_login.action

1S DSS Fro Device X+

Initialize Device

1.Set Password _ 2.Password Secure | 3.Change IP

Usemame: -
© Please input New Password.

New Password: \:I 3 Passward contains 8 - 16 characters

& Password cannot contain spaces.

€ Password must contain English letters and Numbers.

Password Secure - Cancel

Figure 11-2
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Initialize Device x

1.Set Password _ 2.Password Secure  3.Change IP

Jsername: admin

Mew Paseword: | = sessssas

Cﬂnﬁrm: 4 EERREEEE

Password Secure -+ Cancel

Figure 11-3

Step 3. In the interface, enter email address for password security. Click Change P = to enter IP

modification interface.
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Initialize Device x

2.Password Secure 1.Set Password_ 3.Change IP

Bind Email Address: | = wang_'-.-'ing1@dahuatech.cnm|

Back ChangelP = Cancel

Figure 11-4

Step 4. In the interface, fill in modified IP address. This is optional, if you do not change IP, just click OK.

Initialization is complete.
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Initialize Device x

3.Change IP 1.Set Password | 2.Password Secure [SChangERy

NEW IP : |

Subnet Mask:

Default Gateway:

Figure 11-5

11.2 Modify Device IP Address

Step 1. Login DSS Manager, enter device management module, see Figure 11-6. In auto search device,
check device IP you want to modify, and click “Change IP” button.
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—
/ (» pss x \\

]E DSS Fro Home

+ Add o3 Refresh

Init Status

initialized

initialized

initialized

initialized

+ Add i Celete B Res

Al Encoder POS

Device ID

1000507

1000506

1000430

1000372

1000021

1000016

1000014

<« C | © 172.10.1.201/admin/login_login.action

et Password

IP Address ¢

10.33.10 65

17210379

10.33.10.65

1921681213

1111

17210366

IP Address  +

172101119

17210.1.123

172101132

172101141

Device Name ¢

pos_652

12434

ipe-79

pos_651

192 1681213

Type =

NVR

unknown

Unknown

Type ¢

PCS Box

Smart IPC

POS Box

NVR

Smart IPC

NVR

37T

3123

T

T

Slatus ¢

Offline

Offline

Offiine

Offline

Offine

Offline

Offline

® Device Network

MAC Address

4o 11D 1677c8

90:02:39:42:7:07

4c11:bfdedf0b

3cef8cad1db?

Offline Cause: Operation

Main connection failed.

The account is in the blac

Main connection failed.

Main connection failed.

Main connection failed.

Hi, system

PackUp &

Figure 11-6

Step 2. In the figure, fill in correct username and password of login device, click “Change IP” button.

Modify Device IP

1.Validate

Username:

Fassword:

= gdmin

X

m Z.Change IP

.....|

Change IP =+ Cancel
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Figure 11-7
Step 3. In the pop-up figure, enter IP address, subnet mask and gateway info, click OK.

Modify Device IP

2.Change IP 1."u"alidatem

MEWIF: |« 172.101.204 ‘

Subnet Mask: = 285.255.0.0

Default Gateway: = 172.10.01

Figure 11-8

11.3 Modify Device Password

Device password modification function is for device added on platform only, including online and offline

devices.

1. Inunit device display area in Manager device, see Figure 11-9 and check device you want to modify

K B Reset Password

password, clic , fill in new password.
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@ Network Segment Config PackUp

3 Connect & Refresh () Initialize Device # Change P
Init Status 1P Andress ¢ Type ¢ Port MAC Address
® Uninitialized 172220142 Unknown 37777 3cef8c:0a2a23
@ Uninitialized 192.168.1.110 Unknown 37777 3cef8c27:27:ba
@ Inifialized 10.18.143.220 IPC 37777 3cef8efa4s
® Inifialized 172220127 IPC 37777 4c711°bFh3:35:4F
& Add o Delete P Modify Password Org root v Se:
A Encoder
Device ID IPDomain ¢ Device Name  # Type ¢ org Status ¢ Offine Cause Operation
1000000 1722215172 1722215172 smart IPC root # Onine n £ %
Total 1 record(s) n Gotopage | 1 Go

Figure 11-9
In new pop-up interface, enter device existing password and new password, click OK. See Figure

11-10.

Bulk Reset Password x

Fassword:
MNew Password: | =

Confirm: | =

Figure 11-10
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12Installation and Uninstallation of the Client

12.1 Requirement for PC

To install the DSS Client, the PC must meet the requirements as shown in Chart 12—1.

Recommend

CPU: Intel Core i5, 64 bits 4 Core Processor
Memory@8GB

Graphics Card: NVIDIA® GeForce®GT 730

Ethernet port@1000Mbps

Hard Drive Capacity: 200G free for DSS Control Client

Low-end

CPU: Intel Core i3, 64 bits 4 Core Processor
Memory@4GB

Graphics Card: Intel® HD Graphics 4400

Ethernet port@1000Mbps

Hard Drive Capacity: 100G free for DSS Control Client

12.2 Installation

Chart 12-1

Steps to install the DSS Client:

Step 1. Download and install the software.
1. InputIP address of DSS in IE.

The login interface of the DSS Manager will be displayed as shown in Figure 12—1.
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]: Ds 'Fﬁ?!dr:qr—r

Figure 12—1 Login Interface of Manager

2. Click E to download the C/S Client.
System pops up the “File Downloads” dialogue box.
3. Click “Save” to download and save the DSS client software on the PC.

Step 2.

Install the client program and check “Auto Run”, as shown in Figure 12—-2.
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1D DSS 9.....

<"

Start now

Figure 12-2
Step 3. Click “Finish”.

12.3 Uninstall
Step 1. Select “All programs > DSS Control Client > uninstall DSS Control Client”. See

, DSS Control Client
@ Dss Control Client
E Uninstall 0SS Control Client

Uninstallation interface will pop up, as shown in Figure 12-3.
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1) DSS ...

We're really sorry for any inconveniences while you use DSS PROFESSIONAL. Please close the service before
you unistall it. Wish we could bring you value service again!

Uninstall Cancel

Figure 12-3
Step 2. Click “Uninstall”.
Then the uninstallation starts, when it's completed, the message box “Successfully removed from your
computer!” will pop up.

Step 3. Click “OK”.
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13Login to the Client
13.1 Logging In

Login interface of DSS Client is shown in Figure 13-1.

3
12 DSS ...

Figure 13-1
Step 1. Enter “User Name” and “Password”.
Step 2. Input “Server IP” and “Port”.

“Server IP” means the IP address of the DSS platform Manager, while “Port” defaults to “80”.

Step 3. Click “Sign in”.
A “Preview Page” shows as the default page. See Figure 13-2.
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Figure 13-2

m: Turn on/off the alarm sound.

E: Click and jump to the “Alarm Center” page to see details of alarms.

E: Click to show login username and server IP. You can also change the password, lock the client,

view the Help section and the Version, and log off here.
. Unfold “Local Config”.

@ view system conditions, including network, CPU, and usage of the internal memory.

13.2 Local Configuration

After logging into the client for the first time, you need to configure the system parameters, including
General setup, and setup of Video, Playback, Snapshot, Record, Alarm and the Shortcut Key.

Detailed steps are listed below:

Step 1. Click & on the right upper part of the “Preview Page” on the Homepage.
Then “Local Config” interface will be displayed, as shown in Figure 13-3.
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Local Config

-n- General General

Lan;

@ video

(Become activated after restart)

Skin Set

© Playback Screen Resolution

Time Format

Enablenettime (SameasD

Auto Login
Show Last Livel When Login

idio Talk Paramete

maodel

open assist strea

Default 5 Cancel

Figure 13-3

Basic

setup

Choose the language for the interface, including Chinese, English,

Language _

Spanish, Portuguese, etc.
Theme Choose between Dusty Blue and White Blue.

Choose the resolution for DSS client, either 1024*768, 1024*800,
Resolution

1280*1024, 1440*900, etc.

Enable net time

Check or not to determine whether to respond to net time.

e If checked, then the client will start net time when services initiate
net time.

e If not checked, then the client will not perform net time when
services initiate net time.

Auto Login

If checked, auto login is allowed when Client starts running.
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Auto Reboot If checked, auto reboot of the Client is allowed when the PC power is on.
Display
Previous live If checked, it would revert to the last Live video played automatically

Image when it after rebooting the client.

boots

Self-adaptive
If checked, the system will adapt to “Sampling Frequency”, “Sampling

Audio Talk
Bit”, and “Audio Format” to the device automatically during audio talk.
Parameter
Show Device If checked, device tree will display both device and path, or only the path
Node will be displayed.
Default Split Set number of splits for the initial screen of the “Live Preview”.
Defines bit stream type for video transmission. With main bit stream as
Stream type default, the auxiliary bit stream will be used when number of window
splits is greater than the value selected here.
Play mode to be selected as required, including “Real Time Priority”,
Play Mode _
“Fluency Priority”, “Balance Priority”, as well as user-defined modes.
Video
Instant ) . _
Setup Select time for the real time playback of the video.
Playback Time

If auxiliary bit stream is used in the RT video, double click on the window

Double click on to switch to main bit stream.

RT window to LI;IJ Note
switch to main If the number of the window split is greater than 9, double clicking one
bit stream the window will maximize the window and switch the bit stream of the

channel to the main bit stream, whatever the previous bit stream is.
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Default Split Set number of splits for the initial screen of the “Record Playback”.
Playback Records playback is at 8-times speed, for HD video with high bit stream,
Enable high
Setup definiti the playback stream is even higher with 8-times speed. To mitigate
efinition
pressure of decoding, bandwidth, and forwarding on the Client during
adjustment o
playback, frame extracting is used to play back HD record.
Format Picture storage format, including BMP and JPEG.
Picture Path Storage path for pictures got from local snapshot.
Picture Name Set standards for naming pictures to be stored.
Snapshot
setup Snapshot o )
_ Set time interval for continuous snapshot, at least 1s.
interval
Continuous Set number of captures for continuous snapshot, with a minimum of 2
Amount and a maximum of 10.
Record path Storage path for local records.
Record Record Name Set rules for naming records to be stored.
setup
Max Size of
Maximum size of single record when videotaping locally.
Record g ping y
Play alarm
Enable audio alarm when alarm occurs.
sound
Alarm Loop Check to loop the alarm sound.
Input _ _ _
Alarm Type Select different alarm types and assign corresponding alarm sound to
each alarm type.
Sound Path Upload audio files from the path and play.
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Select and check various types of alarm, when such alarms occur, the
Map Flashes ) ) ) N
map will flash in corresponding positions of the alarms.
Play Video If a video shall be played, when an alarm occurs.
. Choose to play the alarm linked video in a client pop-up or open it in the
Display Type o
preview interface when an alarm occurs.
Shortcut Key Set shortcut keys for various functions of various preview interfaces.
Table 13-1
Table 13-2
Step 2. Configure the basic information, and the information of Video, Playback, Snapshot, Record and
Alarm, etc.

Step 3. Click “Save”.
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14Video Preview
14.1 Flow

start »>>

Login Web Manager Add encoder Create role Add user
(Auto Search/Add manully)

Preview Login DSS Control Client

Save view (alternative) (drag org/devices/channel)

Configure Previg

open talk

play mode local record remote record

switch stream type  switch play mode video split capture pic

Tour by Org
Device
start >
. . Favorite
Login DSS Control Client View in device tree
view

14.2 ADD General Encoding Device

14.2.1 Add Manually
Before using various functions of the Client, add organizations and devices from the Manager.
Directly enter IP address of the DSS platform in IE address bar, to login to the DSS Manager.

Detailed steps to be followed:



Step 1. Click . on the right side of the “Home” button.

All functional blocks will be displayed on the interface, as shown in Figure 14-1.

Video Wall

| system Maintenance

System

| Business Configuration

Backup and Restore

javascript:openNewTabSelf( 001001 Device', fadmin//device/encoder.init.action’, 0');
e o T T T

ﬁ:-_:ii

Organization

Bind Resource

Log

Event

Target Management

Statistics

[af=]a] =
3 Dss x WY
& C | ® 172.10.1.177/admin/legin_login T %
1:. DSS Pro Home Hi , system v

-

Storage

Vehicle Blacklist

Step 2. Click “Device”.

Device management interface will be displayed, as shown in Figure 14-2.

¥ DSS

+ Add £ Refresh

& Add T Delete

Al Encoder  Decoder
Encode
1000010
1000005
1000002
1000035

1000033

Home

P Address ¢

172.10.1.30

17210134

172.10.1.40

17210162

IP Address  #

172.10.3.102

172101123

172.10.366

10331027

103310135

Device x  +

Device Name  #

MDVR102

172101123

172.10.3.66

10331027

monigi-ng

™ ™ e

Figure 14-1

Type =
DVR
NVR
Unknown
NVD
Type 4 Org
MDVR root
DVR root
SmartIPC ipc IPC112abet
DVR root
IPC root

Figure 14-2

Status

offine

Cfline

offine

® Online

® Online

@ Device Network PackUp a

7T

37734

7T

37777

Offline Cause Operation

MMain connection failed.

Main connection failed.

MMain connection failed.




Step 3. Click ¥ Add

A dialogue box of “Add All” pops up, see Figure 14-3.

Add All x
1. Login Information. m 2.Device Information
Adding Protocaols: DAHUA v
Manufacturer: DAHUA M
Add Type: IP Address M
Device Category: Encader v
IP Address: |=

Device Port: | = 37777

Username: | = admin

Password: | ssse
Org: root r
Video Server: Center Server v
Figure 14-3

Step 4. Select “Adding Protocols”, “Manufacturer”, “Add Type”, “Device Category”, “Org” and
“Video Server”, and input “IP Address”, “Device Port” and “Username/Password”, then click
“Add”.

System continues to add encoder, as in Figure 14—4.



Add All x

2. Device Information. 1.Login Information m

Device Name: =
Device Type: VR -
Device SN:
Video Channel: =1
Alarm Input Channel:

Alarm Cutput Channel:

Back Add More “

Figure 14-4

Ways to add devices. Parameters and descriptions:

e |P Address: If a device has static a IP, then users can add it by adding the IP.

e |P Segment: For a number of devices with successive IPs (for example,
192.168.1.50 to 192.168.1.100), if, excluding IP, all the other parameters (e.g.,
Device Port, Channel Amount and Org) of these devices are the same, then you
can batch adding these devices by entering the start IP and end IP.

Add Type e Domain Name: Add device by adding the domain name. As the domain name of

a device is unigue, you can add a device via adding its domain name when the
IP of the device is unknown.

e Auto Register: If a device has dynamic IP or it's in LAN, “Auto Register” is
needed to add it in the DSS device list. For example, add on-board equipment by
auto register.

e ONVIF: For device supportive of ONVIF protocol, add the device via ONVIF.

Server to which the video belongs.

Video Server i ) o )
Click text box to select corresponding center server or distribution unit from the

dropdown list.

Device types supported by the system include: DVR, IPC, NVS, MDVR, NVR, Smart

Device type
Vi yp NVR, MPT300, EVS, Smart IPC, VTT and Thermal Camera.

Zero Channel

. Mix multiple windows into one channel for transmission.
Coding

Step 5. Choose “Device Type” and input “Device Name”, “Video Channel”, “Alarm Input / Output
Channel”, etc.

Step 6. Click “OK”.

If you want to continue adding devices, click “Add More”.

When adding device completed, the interface is shown as Figure 14-5.



& Add T Delete

Encoder  Decoder

Encode IP Address 2 Device Name Type 4 Org Status ¢ Offline Cause Operation
1000006 51561 NVD1 NVD NewGroup1 Cffline Main connection failed £
1000004 1231 1 DVR raot Cffiine Main connection failed

1000005 autoDVR DVR NewGroup1 @ Online

1000003 172.10.1.201 37779 DVR raot @ Online

1000002 172.10.1.201 37778 DVR root @ Online

Figure 14-5 Adding Completed

14.2.2 Auto Search Encoder

“Auto Search” can be used to add device when channel of the device is in the same LAN as the
platform server.

Steps to automatically add encoder by system:

Step 1. Click PackDownr ;n the ypper part of “Device Management” interface.

System will automatically search devices. See Figure 14—6 for the search results.

1} DSS Home Account Device x  + Hi, system v
& Add £ Refresh @ Device Network PackUp .
IP Address = Type = Port
172.10.0.111 Unknown 7T
17210127 EVS 37777
172,10.1.30 DVR 7777
17210133 NVR 37777
=+ Add T Delete

Encoder  Decoder

Encode IP Address  # Device Name Type 3 org Status & Offline Cause Operation
1000006 5151 NVD1 NVD NewGroup1 Cffine Main connection failed.

1000004 1231 1 DVR root Offline Main connection failed

1000005 autoDVR ODVR NewGroup1 @ Online

Figure 14-6

® Device Network

Step 2. You can reconfigure IP by clicking ,orclick & Refesh 4 qearch

devices of IP within the range.

(L Note

Devices on the same network segment are to be searched by default.

Step 3. Check devices to be added, and click + Add

A dialogue box “Batch Add” pops up. See Figure 14-7.



Batch Add X

Crg: root A
Video Server: Center Server A
Username: = admin

FPassword: = weses

Figure 14-7
Step 4. Select “Org” and “Video Server” from the dropdown list, and input “Username” and
“Password”.

“Username” and “Password” are username and password to login to device, default values being
both “admin”.

Step 5. Click “OK”.

System will add device into corresponding organization.

14.3 Live Preview
Login to DSS Client and “Preview” interface will be displayed by default.

14.3.1 Organization Preview

Device Tree on the left side counts number of total devices and online devices by category of
organization. See Figure 14-8.

b NewGroupl (1/1)
= HDVERE
B3 simulato

simulato

[— |
B simulato
=}

fake

Figure 14-8
Right click Organization, as shown in Figure 14-9.



11 root (4/4)

Tour
B w _| B E:iEF:L:';-' T';.' pe
B3 monid Sort

- Hide Offline Made
B3 moni3. .. :

Figure 14-9
Video Tour can be enabled by right-click, with Tour intervals selected from 10s, 30s, 1min, 2min,
5min and 10min.

Device Tree is supported to display by name or by IP.
Device Tree is supported to display in an ascending, descending, or default order.

Right click to hide offline node.

14.3.2 Device Preview

From “Local Config > General”, check “Device Tree display model”. See Figure 14-10.

Local Config

-n- General General

Language Set English ¥ [Become activated after restart)
@ video

Skin Set DustyBlue

® Playback Screen Resolution

Q FrEvIim Time Format

Enable nettime (Sa
@M Record

Auto Login

,‘ Alarm

Show Last Livel When Login

) Talk Parameter

ay madel

Cancel

Figure 14-10
Then Device Tree in the Preview interface shows devices and channels, as in Figure 14-11.
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Wt channel2

Bt chanr

Figure 14-11
Right click device, as shown in Figure 14-12.



1> DSS Pre

Resources

w

™ ;- PR
* un Video (6/11)

Panoramic (2,/3)

30s

1rmin
2min
Smin

10min

Figure 14-12

Video Tour can be enabled here by right-click, with Tour intervals selected from 10s, 30s, 1min,
2min, 5min and 10min.

14.3.3 Channel Preview

Uncheck “Device Tree display model” from “Local Config > General”, then device tree in the
preview interface will be displayed by channel. See Figure 14-13.



Wt channel2
Wt channel3
Wt channel4
@t channel5

Bt channel6

@t channel7

Figure 14-13
Right click Channel to add it to the favorite.

14.3.4 Display Previous live Image when it boots

Check “Show Last Live When Login” from “Local Config > General”.See Figure 14-14.
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Local Config

£} General General

Language English (Effective after reboot)

@ videa

Theme

edsthreshold, initat.

Default

Figure 14-14

Open live video from the “Preview” interface, and click E at the bottom of the interface to save
the video as View. You can open the video by directly clicking view channel on the left.

Shut down the client and restart it, then the Client will restore the video saved as View before
shutdown.

14.3.5 Preview Display

Step 1. Choose channel from the device list on the left side of the “Preview” interface, and
double click, or drag it to video window. If you double click device, then all channels of the
device will be opened.

Real time monitoring interface is displayed in the video window, as in Figure 14-14.
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377771

H.264,1920°10

Figure 14-14

Here displays encoding format, bit stream info and quick-start
buttons. Description for quick-start buttons:

e B turn on/off Instant Playback, playback time can be set in
“Local Config”. There shall be center record or device record
for instant playback as precondition, center record be played

Bit Stream and back with priority.

1 Quick Start o LB Tum on/off Audio.

e B Tum on/off Device Audio Talk. Check “Self-adaptive Audio
Talk Parameters” from “Local Config > General”; when audio
talk is on, it will automatically adapt to various parameters
without showing a pop-up box.

e [T Turn on/off Local Record.

e [Bl Launch Snapshot.

e Search is supported by input device name or channel name in

Favorite and | Q [

2 Device Tree
Search ° ﬂ: Add, Delete or Rename Favorite. Favorite Tour

supported.
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Map can be opened in preview window, both GIS map and Raster
3 Map Resource P P P P
map.
Live video window can be saved as View. Three-level directory is
adopted for view, with level one as root node, level two for group
4 View and level three for view. Video Tour is supported from root node
and group node, with tour intervals selected from 10s, 30s, 1min,
2min, 5min and 10min. Maximum of 100 views can be created.
5 PTZ More info about PTZ of Speed Dome, see “14.5 PTZ Setup”.
6 E Live video can be saved as view.
. Aspect ratio of the video window, selected from two modes for
7 Aspect Ratio . e
video play: actual scale and fit in window.
g Window Split Select from modes among 1 to 64 to set window split mode, or
Mode click 2 to define split mode.
Switch the video window to “full screen” mode. To exit “full screen”,
9 Full Screen i . . )
press the Esc key, or right click to select “exit full screen”.

Step 2. To configure active video window, right click preview window. See Figure 14-15.

Figure 14-15

Close Video Close active video window.
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Close All Close all video windows.

Videos

Audio Enable | same as KB, to enable or disable camera audio.

Audio Talk Same as &, to enable or disable audio talk of corresponding

Enable device. Check “Self-adaptive Audio Talk Parameters” from “Local
Config > General”; when audio talk is on, it will automatically adapt
to various parameters without showing a pop-up box.

Start Local Same as [, to record audio/video of the active video window

Record and save them in local PC.

Snapshot Same as @ to save image of the active video window as picture
(one picture for each snapshot).

Continuous To save image of the active video window as picture (three

Snapshot snapshots each time by default).

Set Alarm Turn on/off alarm output.

Window

Switch Bit Switch among “Main stream”, “Sub stream” and “Third stream”.

Stream ([ Note
If selecting “Sub stream” or “Third stream”, you need to check
“enable Sub Stream” and “enable Third Stream” in the “Bit Stream”
dropdown list when adding encoder from the Manager.

Play Mode Switch between the modes of “Real Time Priority”, “Fluency
Priority”, “Balance Priority” and custom defined mode.

Video Perform video adjustment and video enhancement.

Adjustment

Screen Mode

Three modes supported: Standard mode, 1+3 mode and 1+5
mode.

Fisheye Supporting wall mount, in-ceiling mount and ground mount.
Installation

Mode

Fisheye View For different fisheye installation modes, there are different views:

Panoramic View: 360-degree panoramic view
Double Panoramic View: Two 180-degree panoramic views

Four Splits: Split the whole window into 4 parts in vertical and
horizontal direction, allowing direction adjustment for each part
separately

Single Window: only one single window

Add To Favorite

You can add the active channel or all channels into Favorite.

Full Screen Switch the video window to “full screen” mode. To exit “full screen”,

double click video window, or right click to select “exit full screen”.
Switch to You can switch between live preview interface and playback
Playback interface quickly, without going back to homepage first.

14.4 Electronic Focus

Devices with electronic focus function can focus automatically.
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Step 1. In the interface shown when the device adding is completed, click # tothe right of the

device with the electronic focus function, as in Figure 14-16.

]: DSS Home Device x  + Hi  system v
& Add 3 Refresh ® Device Network Pack Up
IP Address + Type = Port
172.10.1.119 NVR 3
& Add T Delete
All Encoder Decoder Matrix Device
Encode IP Address  # Device Name Type ¢ org Status ¢ Offine Cause Operation
1000073 172.10.3.55 50-55 DVR DVR ® Online
1000067 172.10.1.129 Hikenvit DVR Hik ® Online
1000086 172.10.3.13 monigi DVR monigi ® Online
1000064 172.40.163 nvd0g NVD Tvwall ® Online
1000080 192.166.1.60 192.166.1.60 IPC neiwang ® Online
1000059 172.10.4.34 NVR34 NVR NVR ® Online
1000058 172.10.357 357 Smart IPC Smart IPC ® Online o x

Total 61 record. E‘ |T‘ ‘T‘ |T| n |E| |E| B Go to page ‘ 4 HE‘

Figure 14-16
Step 2. Select “Video Channel” tab from “EditDevice” interface, then select “Support Electronic
Focus” from “Function” dropdown list. See Figure 14-17.

EditDevice x

Basic Info Channel amount: Record Stream: Third Stre... ¥

Video Channel Name Function Camera Type SN FPeople Count

* IPC172.10.3.57 Support Electric... ¥ Fixed Camera ¥

Alarm Input Channel

Alarm Output Channel

Total 1 record(s) 11

Get Info “ Cancel

Figure 14-17
Step 3. Click “OK”.
Step 4. Login to DSS Client.
Step 5. In the “Preview” interface, open the video of channel with electronic focus function, as in
Figure 14-18.
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Figure 14-18

Drag to zoom in/out video window.
Drag - to adjust screen focus.

REST
Click =

to reset the window to the initial image, as in Figure 14-19.

1> DSS P*°

Figure 14-19

]
Click - to automatically focus to get clear image, as in Figure 14-20.
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> DSS Pr

¥ IPC172.10.3.57

Figure 14-20

14.5 PTZ Setup

Step 1. In the interface of adding device completed, click # tothe right of the speed dome

device, as in Figure 14-21.

S . -

15 DSS Home Device *  + Hi , system
& Add ) Refresh ® Device Network Find Dev... v
& Add T Delete

Encoder Decoder VideoWall  Matrix Device

Encade IP Address Device Name 3 Type # Org Status & Offline Cause Operation
1000020 17210363 PTZ83 IPC PTZ ® Online D
1000017 17210357 IPCS7 IPC Onvif ® Online

1000015 172101129 HIK129 IPC Hik ® Online

1000013 17210371 IPC71 SmartIPC IFC ® Online

Figure 14-21
Step 2. Select the “Video Channel” tab from the “Edit Device” interface, then select “Speed
Dome” from the “Camera Type” dropdown list, as in Figure 14-22.
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EditDevice

x

Basic Info Channel amount: Record Stream: | Third Stre.. ¥
Video Channel Name Function Camera Type SN
Alarm Input Channel - (L PTE Speed Dome

Speed Dome
Alarm Output Channel Fixed Camera

Dome Camera

Total 1 record(s 101
Get Info Cancel
Figure 14-22

Step 3. Login to DSS Client, and open the speed dome video in the “Preview” interface. PTZ
operation shows on the left side, as in Figure 14-23.

Step 4.

Figure 14-23

Click IS in the left lower part, to unfold PTZ operation, as in Figure 14—-24.
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LineScan

Command

Piz Menu

Figure 14-24

Click to lock the current PTZ. Locked status shows as ﬂ

Control over PTZ varies depending on user level.

e When user of low level locks PTZ, user of high level can

unlock and enable the PTZ by clicking E

e When user of high level locks PTZ, user of low level can’t
unlock the PTZ, unless PTZ automatically unlock itself.

Users of the same level can unlock PTZ locked by each other.

[ ]
[ Note

Default time for automatically unlocking PTZ is 30s.

E] Control speed dome with mouse.

Set rotation direction of PTZ, eight directions are available in total:
Direction Key | up, down, left, right, upper left, upper right, lower left and lower
right.




3D Location and Partially Zoom In (for Speed Dome PTZ), to zoom
in or zoom out the selected area.

| Note

This function can be controlled with mouse only.

Step Size Adjust rotation speed of PTZ, to set the step size chosen from 1 to 8.

Zoom, to control zoom operation of speed dome.

Focus, to adjust focus.

- O Aperture, to adjust brightness.
m Set Preset Point and you can rotate camera toward the preset
point.

Set Cruise, so that the camera can cruise among different preset
points.

AR Note

This function requires no support from speed dome. To cruise,
speed dome only needs to support preset point.

Cruise Track is equivalent to a record process.

Aux functions | It supports auto rotation, wiper, light and infrared lamp.

Preset Point

By adding “preset point”, you can rotate the camera toward the preset position.
Steps to add preset point:

Step 1. Click direction key of the PTZ to rotate the camera to the needed place.
Step 2. Click [:

Step 3. Place mouse over 1 and click K

Step 4. Input preset point SN, and click .

Adding preset point completed.

To the right of , click [: then camera will be rotated to the related

position.

Cruise

Set “Cruise” to enable camera to cruise among different preset points.
[l Note

To enable Cruise, at least 2 preset points are required.

Steps to add Cruise:
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Step 1. Click .

Step 2. Place mouse over 1 and click E
A dialogue box with “New Cruise” pops up.

Step 3. Input “name”, and click “Operation” bar .

Step 4. Choose preset points from the dropdown list on the left, as shown in Figure 14-25.

Mame: o

Operation

Cancel

Figure 14-25
Step 5. Click “OK”.
System prompts “Cruise Saved Successfully”.
Step 6. Click “OK”.

To start cruise, place mouse over 1 and click El then camera starts cruise among the preset

points of “Cruise 1”.

Cruise Track

Cruise Track is equivalent to a record process.

Step 1. Click .

Step 2. Place mouse over 1 and click , then operate 8 buttons of PTZ to set cruise track.
Step 3. Click to complete cruise track setup.

Step 4. Click E and the camera will rotate following the cruise track set.
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Linear Scan
Step 1. Click 000 ]

Step 2. Click PZT button, and rotate PTZ toward left to a position, then click ¢ to set left

boundary.

Step 3. Continue to rotate PTZ toward right to a position, and click - to set right boundary.

Step 4. Click E] to start linear scan, then PTZ will rotate back and forth within the two

boundaries.

14.6 Single Window with Multiple Splits
Live preview from Client supports Normal mode, 1+3 mode and 1+5 mode.

Right click to select “Screen Mode” in the live preview window, as in Figure 14-26.

377771

Figure 14-26
For example, to select 1+3 mode. See Figure 14-27.
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Figure 14-27

14.7 View

Step 1. In the “Preview” interface, double click a channel on the left side to open the video.

Step 2. Click E in the lower part, then a dialogue box of “Save The View” pops up, as in
Figure 14-28.

Save The View

View Mame :

View Group :

Cancel

Figure 14-28
Step 3. Input “View Name”, select “View Group”, and click “OK”.
Check the added view under View tab on the left, as in Figure 14-29.

23



=8 viewl

Figure 14-29

=l View
Tour »

MNew Direcrtory

Step 4. Right click View, as in
A dialogue box of “Create Folder” pops up, as in Figure 14-30.

Create Folder

Folder Title :

Figure 14-30
Step 5. Input “Folder Title” and click “OK”.
Step 6. Right click View to select Tour interval, for example, 10s.
Then for each view group, a Tour will be initiated at intervals of 10s, as in Figure 14-31.

, to select “New Directory”.
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v al View

=8 viewl

Figure 14-31

Step 7. Click ﬂ to stop Tour.

14.8 Favorite

-

Step 1. In the “Preview” interface, click ﬂ on the left, as in B3 root

MHew Direcrtory

Step 2. Right click Root as in B 4l 1o select “New Directory”.
A dialogue box of “Create Folder” pops up, as in Figure 14-32.

Create Folder

Folder Title :

Cancel

Figure 14-32
Step 3. Input “Folder Title” and click “OK”.
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Step 4. Under device tree, you can right click a channel to add it to the Favorite.
A dialogue box of “Add Favorite” pops up, as in Figure 14—-33.

Add Favourite

Add Location: | favouritel

Cancel

Figure 14-33
Step 5. Choose favorite, and click “OK”.
You can check the channel added under the favorite directory, as in Figure 14—-34.

-]
hd D root

v [ favouritel

Wt Channel(

Bt Channell

Figure 14-34
Step 6. Double click a channel to open the video.
Step 7. Right click Favorite name, to select Tour interval, for example, 10s.
Then Tour will be initiated at intervals of 10s for each channel under the favorite.

See Figure 14-35.
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Step 8.

Click ﬂ to stop Tour.

Figure 14-35
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15Panorama PTZ

15.1 Application Scene and Function

Panorama PTZ device has two types of combination:

1. 1 tracking speed dome+1 180° splicing camera.

2. 1tracking speed dome+2 180° splicing cameras.

This is mainly applied in wide-range area, with IVS rule the tracking speed dome can auto track
intrusion object, so manpower for monitoring could be reduced and the detection of intrusion is
more smart.

15.2 Add Device

Step 1. Login DSS Manager, enter device module, in Figure 15-1 click + Add {5 add.

[a[=[E] =
» Dss x
< C | ® &&= | 172.10.1.201/admin/login_login.action T ¥
]} DSS Fro Home Device ¥ + Hi, system +
+ Add & Refresh (3 Initialize Device # Change IP Q Device Network PackUp &
Init Status IP Address  # Type = Port MAC Address
initialized 172.10.1.118 NVR 37777 4¢:11:bF15:77:¢8
initialized 172101123 IPC 37123 90:02:a0:42:7c.07
initialized 172101138 EVS 37777 4¢11:b1.57.99:96
initialized 172101139 EVS 37777 4c:11°bf:57:99:93
T Delete B Reset Password
Encoder PCS

Device ID IP Address % Device Name = Type = Qrg Status = Offline Cause Operation

1000515 10.18.135.170 POS-1 POS Box root Offline

1000520 10.18.135.170 supermarket IPC root ® Online £

1000519 10.18.135.170 gete-speed DVR root ® Online -3

1000515 10.18.135.170 gate-ipc DVR root ® Online -3

1000006 172.10.3.66 172.10.366 IPC IFC ® Online o]

1000004 172.10.2.120 1LO0ATAPALOD0ST IPC IFC ® Online o

FE R IFOYAZO0D41 IPC IPC ® Oniine &

Figure 15-1
Step 2. Enter add device page, select encoder in device type, enter panorama PTZ IP address,
port, username and password. Select organization and server, click Add.
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Add All b 4

1. Login Information. “ 2.Device Information

Protocol: Dahua v

Manufacturer: Dahua v

Add Type: IF Address M

Device Category: Encoder M
IP Address. | =

Device Port: = 37777

User. | = admin

Fassword:
org: root r
Wideo Server: Center Server v

Center Server
172.101.50

10.18.135.170

Figure 15-2
Step 3. Click Add button, if the device can be connected, the system can auto get type and

channel info. See Figure 15-3. If not, you shall manually enter device type, input channel info,
and click OK.
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Add All x

2. Device Information. 1.Login Information“

Device Nama: | = SWZ| |

Type: Fanoramic ¥
Device SN:
Fole: Administrator, Operator

Yideo Channmel: = 3

Alam Input Chanmel: 7

Alarm Qutput Chanmel: 2

Back Continue to add “

Figure 15-3
Step 4. In device list, panorama PTZ is in Figure 15-4, you can see device online/offline status,
device type, organization and etc. If it is offline, you also can see reason it became offline.
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Encoder POS

Device ID IF Adaress ¢ Device Name  # Type * org Status Offline Cause Operation
1000515 10.18.135.170 POS-1 POS Box root Offiine

1000525 171.3.267 SWZ Panoramic root ® Online o

1000520 10.18.135.170 supermarket IPC root ® Online -3

1000519 10.18.135.170 gete-speed DVR root # Online &

1000518 10.18.135.170 gate-ipc DVR root ® Online -3

1000006 17210366 17210366 IPC IPC ® Online -3

1000004 172102120 1LODATIPALODDST IPC IPC ® Online o

Total 8 re - B Gompage

15.3 Client Application

15.3.1 Preview

Step 1. Login client, in live view module, select panorama PTZ device, double click or drag it to
preview window to open. Select any of the two IPC channels, right click master-slave mode,
there are 1+1 and 2+1 available. 1+1 means to open currently selected IPC channel and
tracking speed dome channel. 2+1 means to open 2 IPC channels and 1 tracking speed
dome channel. See Figure 15-5.

15.3.2 Auto Track

Step 1. Set device.
Firstly, login device WEB to set rule of IPC channel. Now it supports tripwire and intrusion.

Figure 15-4

IPRTZ Dome

Figure 15-5
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v Tomes I

Channel 1 v

Preset Preset! E]

No. Rule Name Rule Type gk
¥ 1 Rulet Cross Fence D[v| 1

Parameter Setup

Working Period

P72 DR o Direction A<->B E]
[v] Alarm Track
Track Time 30 Second (5~300)
Target Filter @ Max Size £ Tiracn m ™
O MinSlae i Record Delay | 30 Second (10~300)
[¥] Relay-out 2
Alarm Delay 10 Second (10~300)
[] Send Email
[~] Snapshot 2((3
[ Refiesn || save |

Figure 15-6
Step 2. DSS client application. Select one panorama PTZ device, right click, see Figure 15-7.In
menu, you can turn on and off auto tracking of panorama PTZ device. On device, please set
rule, and when an object enters the ruled area, there will be a green box, and the tracking
speed dome will auto rotates to position of the object and moves following it.

IPPTZ Dome

Figure 15-7
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16 E-Map

For normal use of electronic map function on the Client, you first need to select a map type in the
Manager, including raster map, Google and Google offline map, and then drag video devices and
alarm devices onto the map from the DSS Manager. E-Map supports alarm prompt, video view
and record playback.

11 Note

e Raster Map:

A picture on display, suitable for indoor scenarios. Place the camera in a fixed indoor position,
such as parking lot of planar character, and indoor scenario of passenger flow statistics or retail.
Server uses raster map by default.

e Google:

For online Google map, network permission is required to access to Client of Google map. Online
Google map can be zoomed in and out. It displays image of a city as a whole, as well as image of
certain position in the city.

e Google offline Map:

Google offline map is deployed on other servers. Accessing to map Client and servers where
offline map is deployed, you can use the offline map, which is of the same function as online map.

16.1 Flow

Zoom out
Alarm Flash
Visible zone
Initial angle

Measure distance
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Measure square
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16.2 Add Map

16.2.1 Google Online Map
Directly enter IP address of the DSS platform in IE address bar, to login to the DSS Manager.

Detailed steps to be followed:

Step 1. Click on the right side of the “Home” button.

All functional blocks will be displayed on the interface, as shown in Figure 16-1.
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3 Dss x \

[all=lE] =

& C | ® 172.10.1.177/admin/login_login.action

1:. DSS Pro Home NewTab x  +

| Business Configuration

™ ¥
. -— ]

N
Device User Organization
- i 9 ‘
puy
Video Wall Map Bind Resource

| system Maintenance

System Backup and Restore Log

javascript:openNewTabSelf(001007" Map', femap/admin.action’, 1)
e e T

Event

=
-

Target Management

Statistics

-

Storage

T %

Hi, system »

Vehicle Blacklist

Figure 16-1
Step 2. Click “Map”.
System displays map interface, as in Figure 16-2.

"3 DSS Home Map x  +
Map Relationship GIS Map
W Main Map I ), .
> | Google ‘
Google BN ¢
Raster Map

\u, /\‘/

Add Raster Map

Figure 16-2
Step 3. Click # from Google map above.

System pops up an interface to modify map, as in Figure 16-3.

Hi, system »
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Modify Map

—

'® Google ) Google Offline Map

Longitude: | = 120.178299258354
Latitude: = 30.1892863586331
Map Initial Zoom Level: | = 10
Map Spot Display Level: = 10
Min Map Display Level: =3

Max Map Display Level: = 21

Figure 16-3
Step 4. Choose Google online map, and configure map info, then click “OK”.

16.2.2 Google Offline Map

Detailed steps to be followed:

Step 1. Choose Google offline map from Figure 16-3, as shown in “Figure 16—4".
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Modify Map

S R

® Google Offline Map

Import Offline Map:

Longitude: = 120.178299258354
Latitude: | = 30.1892863586331
Map Initial Zoom Level: = 10
Map Spot Display Level: | = 10
Min Map Display Level: =3

Max Map Display Level: =21

Cancel

Figure 164

Step 2. Click “Import” to import offline map, configure map info, and click “OK”.

16.2.3 Raster Map

B
Step 1. Asin “Figure 16-2", click  AddResterMapjn the interface.
A dialogue box of “Add Main Map” pops up, as in Figure 16-5.
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Add Main Map b 4
Name: | =

Picture:

Preview:

Description:

Figure 16-5
Step 2. Input “Name”, choose Picture to be loaded up, and click “Submit”.
You can continue to add more raster maps.
Step 3. Click Google map or raster map added on the left, and a tab of adding hot zone shows

on the right, as in Figure 16—6.
13 DSS Home Map x + Hi , system v

Map Relationship Hot Zone The selected map is main map

S T T TTE TN T LTI TR U N T

N Main Map

» | Google_Offline

m uf

g park

Hot Zone Displayed main map includes hot zone

-+

Add Hot Zone

Figure 16-6
Step 4. Click “Add Hot Zone”, and configure map info.
Hot zone in the main map above is added.

37



16.2.4 Channel Display

When adding Google online/offline map and raster map completed, click any map to drag
channels on the left to the map, as in Figure 16—7.

]: D SS Home

Map x +

(Back = Display ~ 4 Move Device . Select Y Pane n Clear il Add Hot Zone " Toaol

4 iy Video Device
» & wyHDVR

4 & moni37777

0¥ Channelo
C¥ Channelt
= Channel2
= Channel3
» & monid37778
» & moni37779
» & keshiyu
4 i Alarm Input

B8 WyHDVR

» & moni37777

» &8 moni37778

» & moni37779

Figure 16-7

Device Display

Filter to display video device and alarm input channel.

Move Device

Click to move device position on the map.

Click

Click to select device.

Border Select

Select device via border selection.

Clear Screen

Clear border selection mark on the screen.

Add Hot Zone

Click “Add Hot Zone” to select area on the map and add it as
hot zone. You can also add sub-level hot zone when entering
this hot zone. Click Hot Zone on the map of Client, System will

automatically link the map to area of the hot zone.

Tool

Including distance measurement, area measurement, mark and

reset.

e Distance Measurement: to measure the actual distance
between two points on the map.

e Area Measurement: to measure actual area of a region on
the map.
Mark: to mark on the map.

e Reset: to restore map to the default initial state.
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To modify hot zone info, click hot zone. Double click hot zone to jump to the hot zone map. You
can drag channel onto the hot zone map.

16.3 Map Use

16.3.1 Preview Window

Detailed steps to be followed:

Step 1. In the “Preview” interface, click I RLERSVERY | nder the device tree on the left.

System displays map and hot zone map added from Manager.

Step 2. Double click map to show maps and added devices in the video window.
On the map, you can play live video, play back record, cancel alarm, etc..

Step 3. Select one channel and click to play live video in the video window.

This is shown in Figure 16-8.
O L o

Channelo

Device No.: 1000007

| Device Operation

e @ r

@ Channel0

P BB h

Figure 16-8

16.3.2 Alarm flashes on the Map

16.3.2.1 Configure Alarm Scheme on the Manager
Detailed steps to be followed:

Step 1. Login to DSS Manager

Step 2. Click on the right side of the “Home” button.
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All functional blocks will be displayed on the interface, as shown in Figure 16-9.

]E DSS Home New Tag x  +

Hi, system ~

L]

[
() g #
7]

- 0s®
Device Account QOrganization Event
r— —N% —
- - L9
P N
Storage Video Wall Map System
B
=
Backup and Restore Logs Statistics
Figure 16-9
Step 3. Click “Event”.
System displays event management interface.
Step 4. Click “Add”.
A dialogue box of “Add Alarm Scheme” pops up, as in Figure 16-10.
Add Alarm Scheme x
1. Select Alarm Stream (AlanmSourcey 2.Link Cameras  3.Link Action ' 4.Video Wall | 5.Email 6.Event Attribute
Alarm Type Disk Full - Alarm Source Alarm Type # Cperation ]
4 i root
B3 wyHDVR
B3 moni37iiy
B3 moni37rve o
B3 moni377ve

The remaining 5 steps

Total 0 recordis) 111

Figure 16-10
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Step 5. Select alarm type from the dropdown list of “Alarm Type” on the left, and check devices

in device tree below. See Figure 16-11.

m Note

Make sure to drag onto map the channel triggering alarm.

Add Alarm Scheme x
1. Select Alarm Stream (lAlagmSourcey 2 Link Cameras  3.Link Action  4.Video Wall | 5.Email | 6.Event Attribute
Alarm Type Disk Full - Alarm Source Alarm Type = Cperation o
Search moni377iy Disk Full

4 [m] 55 root
B3 wyHDVR
B3 moni37iiv
B3 moni37iTe

B3 moni377Te

Total 1 record(s) 111

The remaining 5 steps Cancel

Figure 16-11
Step 6. Click “Link Cameras—".
Steps 2 to 5 are optional. For more details.
Step 7. To step 6, system displays “Alarm Info” interface.
Step 8. Input “Name”, and choose “Time Template” and “Priority”, as in Figure 16-12.

Add Alarm Scheme x
6. Alarm Info 1.Alarm Source ' 2.Link Cameras = 3.Link Action = 4.Video Wall 5.Emailm
Mame: = 1111
Time Template: All-Period Template v
Priority: High v

The remaining 0 steps Back m Cancel

Figure 16-12
Step 9. Click “Finish”.
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16.3.2.2 Activate Alarm Flash from the Client
Step 1. Login to DSS Client.

Step 2. Click B on the upper right corner to open the “Local Config” interface.

Step 3. Choose “Alarm Input” tab, check “Map Flashes When Alarm Occurred” on the right, and

select “Alarm Type” that triggers flash, as in Figure 16-13.

Alarm Input

Alarm Type

Sound Path

-
Display Alarm Link Vid n Alarm Occurred

Open Video Method Pop Up Displa

Default = Cancel

Figure 16-13
Step 4. Click “Save”.
16.3.2.3 Client Triggers Alarm

Step 1. Click to the right of “Preview”, and choose “Map”.

System displays “Map” interface, as in Figure 16—14. You can enter Google map or raster map.
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) DSS Pro

GIS Map

Raster Map

S UL LR L

Figure 16-14
Step 2. Take raster map as example. Double click on the raster map below.
Step 3. When alarm is triggered, the alarm channel will flash on the map, as in Figure 16-15.
1> DSS e

< Back

Figure 16-15
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16.3.3 Channel Filtration

In the E-Map interface, click “Display” and check video device or alarm input channel, then the
selected channels will be displayed on the map, as in Figure 16-16.

o X & @

4 Visible Range  J¢ Initial Angle  [% Pane

W Clear @ Tool

TONGXIANG WANGDIANZHEN
VA
< 119:94759,130.628723
o 7 20 7

i video

DEQING
ET T w
i alarm 7 i 1r YUYUEZHEN R HAINING
it NN
— =3 | sos ] <
G625 . TONGYUANZH
Tk S101 5209
s13) EB vumanc foce] 501 DINGQIADZHEN
m ANGQ
A e Channell m & JANG
(3
s15) g

i

need @ Channeld !
e angzhou iy

o Ca
moni3T779_1 [INGHEEHEN .

XIAOSHAN T A
o {6104 IR 5o |
Wenvan 692

:
FUYANG PUZ,
- A0
{s23]
FAN i 25 Shaoxing S
o gy 2
! A ANHUIS 8
LANTINGZHEN | oHéngzhou
sz [ TH
ANK :
[51] : (524 ZHEJIANG
PINGSS
[s31] <I
Fuzhou N
e

Figure 16-16
Click channel on the map to show Asset No., Name, Manufacture and Channel No., as in Figure
16-17.

Channell

Asset No.: 1000
MName: Channell
Manufacturer: Dahua
Channel No. : 2

Operation

Figure 16-17
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® Click to play channel video.
® Click to play back record.

® Click g to cancel alarm.

16.3.4 Initial Angel Adjustment

Zoom in map and click “Initial Angel” above to adjust the angel according to the actual installation

position of device with visible range, as in Figure 16-18.

m Note

To use the visible range function, speed dome with visible range must be added.

Livel E-Map P o LB
Y Display 4 Visible Range | Initial Angle [k Pane g Clear ¥ Tool
120.20505, 20.08085
i video
i alarm
@ fin]
WOL
£3
H."'.}.
Hangzhou
IN, Ecological Gardery
Figure 16-18

Step 1. Again click “Initial Angel” to disable the button.
Step 2. Click “Visible Range”.
You can check visible range of device with visible range on the map, as in Figure 16-19.
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Live 1 E-Map o O @

Y Display 4 Visible Range  |¢ Initial Angle [k Pane §§ Clear ¥ Tool

120.20238, 20.09199

i video

i alarm

@ [ain]

Figure 16-19
Step 3. Open live video of the device in the “Preview” interface, and click the direction key of the
PTZ, visible range of corresponding device will change accordingly; for the same reason,
rotate the visible range of device on the map, the live video of the device in the preview
window will also change accordingly.

Step 4. Click PTZ , visible range of corresponding device on the map will also be

shortened or elongated.
Step 5. Click “Visible Range” again to disable the button.
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17Record Service

System can search and play back records from the device storage or center storage, which
enables you to search, play back and download records of different channels, different times and
different types from the Client. If there exists record, system displays different colors in date

selection region.

® Device Storage: Record to be stored in front-end SD card, or disks like DVR or NVR. Storage

plan is configured on the device automatically.

® Center Storage: Record to be stored in network storage server or DSS disks. For detailed
configuration, see Storage config in System Introduction. To play back the record, you need
to configure the record plan first, then system will store the record in network storage server

within the set time period.

17.1 Flow

Login Web Manager Add encoder

Format disk

Login DSS Control Client

Open Playback Add Record Plan

Select Channel Select search time

Select storage path

Double click to show playback Timeline shows Record info

Variety record applications

Quick play/Slow play/Single Frame/Pause/Record Tag/Local Record/Capture pic

17.2 Configure Storage Plan

17.2.1 Storage Config

Detailed steps to be followed:

47



Step 1. Login to DSS Manager

Step 2. Click on the right side of the “Home” button.

All functional blocks will be displayed on the interface, as shown in Figure 17-1.

1:. DSS Pro Home NewTab x  +

| Business Configuration

o 9 282 a

L
Device User Organization Event
o r T
=== 9 -
puy -
Video Wall Map Bind Resource Target Management

| system Maintenance

System Backup and Restore Log Statistics

o

javascript:openNewTabSelf(001005" Storage', /ad: gePlan/normalSteragePlan_initaction’ 0);

o Ejl=lal 2]
/ 13 pss x N
& C | ® 172.10.1.177/admin/login_login.action T %

Hi , system

Storage

Vehicle Blacklist

Figure 17-1
Step 3. Click “Storage Config” tab.
Disk list is empty before you add net disk for the first time, as in Figure 17-2.

Record Plan m Local Disk

%] Makeup Record Plan + Add & Format

Group Quota IF Volume Name Capacity(GB) Free Capacity(GB) Disk Type Disk status

Figure 17-2

Step 4. Click + Add , input IP address, and click “ to add net disk
Figure 17-3.

Operation

,asin
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Add Net disk x

IP Address | = 172.10.1.138

Figure 17-3
Step 5. Check disk list and format.

Kk & Format

As in Figure 17—4, check disk info, and clic to format selected disk, or click ¥ o

the right of the disk, to format the disk.

[ Record Plan Lu:a\D\sK
Makeup Record Plan + Add
<2 Group Quota P Volume Name Capacity(GB) Free Capacity(GB) Disk Type Disk status. Operation
17210.1.138 wangy 300.00 0 Apnormal E b3
Figure 17-4

Step 6. Select Disk Type, as in Figure 17-5, and click “ to perform formatting

operation.
m Note
Current version only supports video format.
Format >
Disk Type Picture ¥
Picture
Wideo

Figure 17-5
Step 7. Confirm Formatting.
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In a warning box as in Figure 17—6, click “ to confirm formatting.

Warning x

Are you sure to format the selected net
disk?

Figure 17-6
Step 8. Check disk formatting result.
Disk status is Normal, and Disk type is Video, with correct capacity and free capacity, as in
Figure 17-7.

E!  Record Plan Local Disk
Makeup Record Plan + Add & Format
9 Group Quota P Volume Name Capaity(GB} Free Capacity(GB) Disk Type Disk status. Operation
| 172.10.1.138 wangy 30000 209.97 Video Normal
Figure 17-7

17.2.2 Record Plan Setup

Detailed steps to be followed:

Step 1. Click “Record Plan”, and then click ¥ 439 to add record plan, as in Figure 17-8.

& Record Plan & Add i Delete

Makeup Record Plan Plan Name Time Template Pasition Enable Operation
< Group Quota

I storage Config

Figure 17-8

Step 2. Check video channels to be stored, input “Plan Name”, “Record Stream”, select “Time

Template” and “Position”, as in Figure 17-9, and click “ to create plan.
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Add Record Plan x

The Available Video Channels Record Plan Setup

v v root
Plan Name: | « wytest
b (= T

b [m 37778 Record Stream: Wain Stream v
b [m arrTe | .
Time Template: | ajl-period Template v
b v 172101202
Fosition:  stare on Server v

Remark: | 0413

Enable

Figure 17-9
N Note
Record stream includes main stream, sub stream and third stream.
Time template can be chosen from default templates, or templates created by user.
Position can be server or encoder.
Step 3. Check record plan status, as in Figure 17-10.

+ Add T Delete
Plan Name Time Template Paosition Enable OCperation
wytest All-Period Template EN

Figure 17-10

17.2.3 Enable/disable Record Plan

Click EEI0 | to the right of the record plan, to enable or disable the record plan, as in Figure
17-11.

+ Add o Delete
wytest All-Period Template Store on Server Start
Figure 17-11
17.2.4 Modify Record Plan
Click , to the right of record plan, to modify the record plan. The interface to modify plan is the

same as the interface to add plan.
This is shown in Figure 17-12.
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+ Add T Delete
Plan Name Time Template Paosition Enable Operation

wytest All-Period Template Store on Server Start D

Figure 17-12

17.2.5 Delete Record Plan

Step 1. Click ® tothe right of record plan, to delete the record plan, as in Figure 17-13.

+ Add M@ Delste
Plan Name Time Template Position Enable Operation
wytest All-Period Template Store on Server Start ED D

Figure 17-13
Step 2. Confirm whether to delete the record plan in warning box as Figure 17-14 To delete,

click “

Warning x

Are you sure to delete?

Figure 17-14

17.2.6 Add Time Template

Step 1. When adding record plan, select “New Time Template” from the dropdown list of Time

Template, as in Figure 17-15.

52



Record Plan Setup

Flan Name:

Record Stream:

Time Template:

Pasition:

Remark:

Main Stream

All-Period Template

All-Period Template
Business Day Template

Weekend Template

&= MNew Time template

Enable

Figure 17-15
Step 2. In the dialogue box of “New Time Template”, input “Template Name”, and then draw time
period with mouse directly, as in Figure 17-16.

Add Record Plan

|Temp\ate Name: |= friday ‘l Copy:

Thu

= N A

Sat

Sun

Figure 17-16
Step 3. To draw time periods of multiple days, click check buttons in Figure 17-17.

Cancel
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Add Record Plan

Template Name. | =

Copy: -

| Mon

| Tue

o] Thu

= gat

6 7 8 9 10 n 12 13 14 15 16 17 18 19

20 21 22 23 24

“ Cancel
Figure 17-17
Step 4. Click , then set specific periods in the pop-up of “Period Setup”, as in Figure 17-18.
Period Setup X
Period1  08:53:39 - 09:53:39 SR TR ¢
Period2  10:53:39 - 15:00:00 SR TR ¢
Period3  18:30:00 - 20:30:00 SR TR ¢
Al
Mon Tue Wed Thu Fri Sat Sun

Figure 17-18

Step 5. Set time and click “ to see result in the following image.
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i (N L]

= (N N
T ([ I
F ([ I
sat
sun
[ oc g
Figure 17-19

Step 6. You can select the newly created time template in the dropdown list of the time template
when adding plan, as in Figure 17-20.

Time Template: friday v

All-Period Template
Position:
Business Day Template
Weekend Template
friday F X

& New Time template

Remark:

Figure 17-20

m Note

No editing or deleting is allowed to the default time template of the system.

17.2.7 Add Bakeup Record Plan

System supports record makeup to the device record of the previous day, and a cross-day
execution time of the makeup record plan is allowed, with makeup record condition of the time, or
WIFI.

(L Note

“Condition” could be time, or WIFI. For time condition, record makeup will be initiated
automatically by following the set time; for WIFI condition, record makeup will be initiated
automatically when device connects to the WIFI.

17.2.7.1  Condition Being Time
Detailed steps to be followed:

Step 1. Click “Makeup Record Plan” tab, as in Figure 17-21.
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Record Plan + Add i Delete

B Makeup Record Plan Plan Name Makeup Record Length Condition Operation

Group Quota

EH  storage config

Figure 17-21

Step 2. Click ¥ A99 {0 add makeup record plan.
A dialogue box of “Add Makeup Record Plan” pops up, as in Figure 17-22.

Add Back Storage Plan x
The Available Video Channels Backup Plan Setup
l root
Plan Name: | .

4 o

R NewGroup1 Condition Time -

3 HDVR

4 simulator37777 m

» simulator37778 g 12 2 12 24

3 simulator37779

Makeup interval: | . h
3 fake
Figure 17-22

Step 3. Select video channel required for makeup record plan on the left, input “Plan Name”, and

Time

select from the dropdown list of the Condition, thus time is selected as the makeup

record condition. See Figure 17-23.

Candition: Time v

Time
WIFI
Figure 17-23
Step 4. In the interface as Figure 17-24, drag timeline to set time period of makeup record plan.

For example, set start time being 17:47 of the first day while end time being 08:30 of the
second morning.
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Add Makeup Record Plan x

The Available Video Channels Makeup record plan parameter
v i root

Plan Name: . wy
» B3 37777

» = 37778 Condition: Time v |

Next day
» Bl 37779

» [] B3 172101202 g o

o L - 24 12 24
Makeup Record Length: | . | | Please input record time batween
110 24 hour

Figure 17-24
Step 5. Set makeup record length within the range of 1 to 24 hour.

Makeup Record Length: | 2q| . Please input record time between

110 24 hour

Figure 17-25

Step 6. Click “ to save the plan.

17.2.7.2  Condition Being WIFI
Detailed steps to be followed:

Step 1. Click “Makeup Record Plan” tab, as in Figure 17-26.

[ Record Plan + Add i Delete

B Makeup Record Plan Plan Name Makeup Record Length Condition ‘Operation

< Group Quota

EH  storage config

Figure 17-26

Step 2. Click ¥ 4949 {0 add makeup record plan.
A dialogue box of “Add Makeup Record Plan” pops up, as in Figure 17-27.

57



Add Back Storage Plan x
The Available Video Channels Backup Plan Setup
4 i root
Plan Name: | .

v fa ]

R . NewGroupi Condition Time -

3 B3 HDVR

4 E= simulator37777 @

» E= simulator3777s o 12 2 12 24

3 B3 simulator37 779

Makeup interval: | . h
3 B3 fake
Figure 17-27

Step 3. Select video channel required for makeup record plan on the left, input “Plan Name”, and

WIFI . » .
select , from the dropdown list of the Condition, thus WIFI is selected as the makeup

record condition, as in Figure 17-28.

Condition: WIEI ¥

Time

WIFI
Figure 17-28

Step 4. Click “ to save the plan, as in Figure 17—-29.

When the device needing makeup record switches to WIFI, makeup record will be automatically
initiated.
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Add Makeup Record Plan x
The Available Video Channels Makeup record plan parameter
v |m root
Flan Name: | . 22

» O 77T

» 37778 Condition: WIFI v

» 37779

3 172.10.1.202

Figure 17-29

17.2.8 Group Quota

17.2.8.1  Function introduction

In single server units, group the disks and assign the storage path of video channels to specific
disk groups. The grouping and assigning method helps to achieve targeted storage, as well as
time storage via the ratio of disk capacity to channels.

17.2.8.2  Configuration Steps
Detailed steps to be followed:

Step 1. Click “Group Quota” tab.
System shows the online the status of the server, as in Figure 17-30.

IE DSS Home Siorage *  + Hi, system v

Record Plan + Add @ Delete
=] Makeup Record Plan Name Status Operation
4, Group Quota Centar Server ® Cnline

H Storage Config

Figure 17-30

Step 2. Click # to the right of the “Online” server.
A dialogue box of “Edit ISCSI” pops up, as in Figure 17-31.
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EditlISCSI x
1. Set Group. m 2.Allocate Channel
Not Allocated Group List

Disk Name Total Capacity(GB) Occupied Capacity... Group Name Total Capacity(GB) Contain
WiPhysicalDrive13 400 110
WiPhysicalDrive11 400 110
WiPhysicalDrive14 400 ag
WiPhysicalDrive12 400 a5
Figure 17-31

Step 3. Select the unallocated disks on the left, and click 2 , to add them to the group list on

the right.

Step 4. Click “Next” to allocate channels for disk group.

Step 5. Select channels from device list on the left, and click 2

on the right.
This is shown in Figure 17-32.

, to add them to the disk group
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2. Allocate Channel. 1.SelGroupM

Not Allocated Group List

v root ¥ [m Disk Group 1
v ipc CAM 17
v 172.10.36 IPC

CAM 17
hd Gleye
IFC
4 ipc-79
» 88 IFC
» nvr
» DVRES
> NWVR123123

4 172.10.1.119

Back “ Cancel

Edit Disk Group x

Figure 17-32
Step 6. Click “Finish”.

17.2.9 Preview Remote Record

Open video in the preview window of the Client, then you can start center record of the channel
from the right-click menu, provided that the center storage disk has been configured and the

channel is not configured with a central storage plan.
Detailed steps to be followed:

Step 1. Login to DSS Client.
Step 2. Open video in the live preview window.
Step 3. Right click in the window, and select “Start Remote Record”, as in Figure 17-33.
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> DSS "r

#3 77_ChannelO
" [
" [}

Figure 17-33
Step 4. Stop Remote Record.
Close video in the preview window, or right click “Stop Remote Record”.

17.3 Record Search
17.3.1 Procedures

17.3.2 Select Search Time

Detailed steps to be followed:

Step 1. Login to DSS Client.

Step 2. Click , to the right of “Preview”, and select “Record Playback”.

System displays “Record Playback” interface.

Step 3. Check channel to be searched, click E and select search time, as in Figure 17-34.
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2017-04-11 0z 28°3C

=1
™ @4 channell
@l channel2

@t cha

ONTUE WED THU FRI SAT

04/11 00:00-04/11
L e L AR

Record On Device
tecord On Device ) 3 0 ) 06:00 08:00 10:00

search

Figure 17-34
Blue point on the upper right corner of a date represents existing record on the date.
Step 4. Select dates with existing records, and click “Search”.

Green color appears on the time progress bar of the corresponding channel. If no record exists,

system prompts “No Record”.
Step 5. Double click any point of the green bar, to play back record, as in Figure 17-35.
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I') DSS Playback Ol L0 @

Device 2017-03-24 00:24:30

7o Q

v i root (28/29)
=3 NewGroup1 (8/4

B W channell

B channel2

Bt channel3

B¢ channel4

B channel5 channell

B channel6

B¢ channel7

B¢ channel3
simulator37777
simulator37777
simulator37777
simulator37777
simulator37778

simulator37778

03/2400:00-03/2423:5%  [F]
P

Record On Device = 2200 001080 02:00

search

gl » «=p

Figure 17-35
Step 6. Right click playback window and select “Playback on Wall”.
A “Choose Window” dialogue box pops up, then record on wall will be initiated after being
decoded by selected decoder.
Note
Currently, three types of decoder, namely, M60, M70 and NVD are supported by playback on wall.
This is shown in Figure 17-36.

Selectachannel

Step1:Choose Device Step2:Choose channel, Step3:Choose Window!
Q ChannelList WindaowlList

P
mn root

Figure 17-36




17.3.3 Select Storage Path

Record can be searched by storage path, for example, you can select “Records Stored on Server”
or “Records Stored in Video Recorder”.

This is shown in Figure 17-37.

Figure 17-37

17.4 Video playback

17.4.1 Video filter

Record Filter

All Record Filter

In “Record Playback” interface, right click time progress bar below, as in

and select “Record Filter”.

“Record Filter” box pops up.
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All Record Filter

Cancel

Figure 17-38
Record types include: Schedule Record, Alarm Record, Motion Detect, Video Loss and
Tampering.

Choose record types and click “OK”.

17.4.2 Record Control

For buttons at the bottom of record playback interface and the description, see Chart 17-1.

to lock record

to cut record

to download record

Synchronization of different playback windows

Backwards

Stop/pause playback

Single frame playback

=
"

xr

-

Fast/slow playback

iEEIIEEE

During playback, you can drag time progress bar to play
back record at the specific time

Chart 17-1 Playback Buttons Description

17.4.3 Lock Record
(O Note

You can only lock center records stored on the server and the part recorded half an hour ago.

Step 1. Click E at the bottom of the “Record Playback” interface, as in Figure 17-39.
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2017-04-11 02" 29°30

™ @4 channell

@l channel2

06:00 08:00 10:00 12:00

Fullscreen v

Figure 17-39

Step 2. Click the time progress bar to select lock start time, then drag mouse as in m
and click to select end time. A “Save Lock Record” box pops up, as in Figure 17-40.

Start Time :

End Time :

Reason :

Figure 17-40
Step 3. Input “Reason” and click “OK”.

17.4.4 Add Mark

You can mark records that interest you by “Add Mark” in order for a subsequent search and
location.

Steps to add record:
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Step 1. Click at the bottom of “Record Playback” interface.
“Add Mark” box pops up, as in Figure 17-41.

Add Marlk

Mame: Mark1

Desc: Device:HDVR
Channel:channell

Figure 17-41
Step 2. Input “Name” and “Desc”, then click “Make Tag”.
System prompts “Tag Creation Successful”.

17.5 Download Record

17.5.1 Record Search

Specific steps are same as those in “17.3 Record Search”.

17.5.2 Cut Record

Click m at the bottom of record playback interface, then on the green progress bar, as in 451!

F# B 5] HIE. , click to start cutting, and drag mouse as in I:I then click to end cutting. “Save

Download” box pops up, as in Figure 17-43.
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2017-04-11 02

™ @4 channell

@t channel2

04:00

Figure 17-42

Save Download

Start Time :

End Time :

File Format : dav

Figure 17-43

17.5.3 Timeline

Step 1. Click at the bottom of “Record Playback” interface.

System shows record download interface, as in Figure 17-44.

06:00 08:00 10:00

FullScreen

12:00
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Playback

TimeLine

Figure 17-44
Step 2. Select “TimeLine” tab.
Step 3. Select time period from timeline, then download box pops up, as in Figure 17-45.

Save the View

Start time:

End time:

Wideo file format:

Figure 17-45
Step 4. Click “Download”.
Download process shows below, as in Figure 17-46.
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TimeLine

B¢ chanr

@4 channel4

Bt ch
Bt channelé

B¢ chanr

Downloading

search

Figure 17-46

17.5.4 File list

Step 1. Click “File” tab.
System shows record files, as in Figure 17-47.

71



Playback x

TimeLine

Channel:  all

Mame Time range

Bt channel2
Bt channel3
B¢ channel4
Bl channel5

B¢ chan

&
&
&
&
&
&
&,
&

B¢ channel3

rd On Center

search

Figure 17-47

Step 2. Directly click in the “Operation” column, or check multiple files and click “Download

Selected Files”.
Download process shows directly at the bottom of the interface.

17.5.5 Label

Step 1. Click “Label” tab.
System display record files with labels, as in Figure 17-48.

72



TimeLine

Q Channel: &/l &, Download Selected Label

M Label

Figure 17-48

I
Step 2. Directly click in the “Operation” column, or check multiple files and click “Download

Selected Files”.
Download process shows directly at the bottom of the interface.

17.6 Download Management

17.6.1 Downloading

If there are record files in downloading process, download process shows under the
“Downloading” tab at the bottom of the interface, as in Figure 17-49.

Downloading

Figure 17-49

17.6.2 Completed

Files completing download shows under the “Downloaded” tab, as in Figure 17-50.
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Downloaded

Figure 17-50

Click E to jump to storage path of the record file.
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18Alarm

18.1 Intro to Flow

—
Login Web Manager Add Alarm Source Add Alarm scheme
=

Figure 18-1

Check alarm number on tool bar and open Alarm Tab

Submit advice Set Alarm name & level & work time

Login DSS Control Client

]

Select Alarm Source
Set Link Record info

Set Link Output info

Set Link Video Wall Plan

Set Link e-mail

il

18.2 Add Alarm Source

DSS platform supports to add alarm. You shall add alarm source on device. For different devices,
you shall set different alarm types. For example, the device is a NVR, the following is steps of

setup.

Step 1. Directly login web, or on DSS Manager, go to Device interface, click T nextto NVR

device.

Step 2. Open EVENT tab.
Step 3. Click VIDEO DETECTION. Video detection includes Motion Detect, Video Loss,
Tampering, Video Diagnose. For example, set Motion Detect, see Figure 18-2.

IMAGE
NETWORK

>
> VS
> FACE DETECTION

> ALARM OUTPUT
STORAGE

[”] Enable

Period
Anti-dither

Region

Record Channel
Delay
[C] Alarm Out
Latch
[7] PTZ Activation
7] Tour
Snapshot

[T] Show Message

Motion Detect I Video Loss I Tampering I Video Diagnose

1 -

Setup

s(0-600)

ImI

Setup

Setup
10 s(10~300)

(2] 2]l (e] (o] () e)

10 s(0~300)

Setup

Setup

Setup

[T] SendEmail [] Alarm Upload [7] Buzzer [T] Message [ Log

SYSTEM Copy H 0K H Refresh
CLUSTER SERVICE

Figure 18-2
Parameter Note
Enable Enable.
Period Set monitoring period.
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Parameter Note

Anti-dither Set anti-dither period.
Region Set monitoring region.
Record Record channel.
Channel

Delay Set alarm delay time.
Alarm Out Select alarm output.

PTZ Activation | PTZ activation.

Tour Select alarm video exit.

Snapshot Set snapshot channel.

Show Send Email: send email when alarm occurs.

Message Alarm Upload: report alarm to DSS platform. Here you shall check,

otherwise the platform will not receive alarm.
Buzzer: prompt alarm.

Message: send message of alarm.

Log: log created when alarm occurs.

Chart 18-1

Step 4. Set parameter, click OK.

Step 5. According to alarm info you need, you can click FACE DETECTION, AUDIO DETECT,
ALARM and other tabs.
For example, to set Local Alarm in ALARM tab.

Step 1. Select ALARM>Local Alarm, see

IMAGE

NETWORK

EVENT

> VIDEO DETECTION
>

> Vs

> FACE DETECTION
>

> PASSENGER FLOW

> Heat Map

STORAGE
SYSTEM
CLUSTER SERVICE

Locatalarm | netaam  [iPc Extemal Alam]] 1PC Offine Alarm

[] Enable 1 - Alarm Name

Anti-dither 0 5(0-600) Type  NO [=]
"] Record Channel
Delay 10 5(10~300)
[0 Alarm Out 1/[2]l3][la][5]][s]l7]|8
Latch 0 5(0~300)
[C] PTZ Activation Setup
[ Tour Setup

"] Snapshot Setup

[C] Show Message [C] SendEmail [] Alarm Upload [] Buzzer [ ] Message [ | Log

| Copy H 0K H Refresh H Default |

Figure 18-3

Parameter

Note

Enable

Enable

Alarm Name Alarm name

Period Set alarm period.
Anti-dither Anti-dither

Type Type

Record Record channel.
Channel

Delay Set alarm delay time.
Alarm Out Select alarm output.

PTZ Activation | PTZ activation.
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Parameter

Note

prompt alarm.

otherwise the platform will not receive alarm.
Buzzer:
Message: send message of alarm.

Log: log created when alarm occurs.

Tour Select alarm video exit.

Snapshot Set snapshot channel.

Show Send Email: send email when alarm occurs.

Message Alarm Upload: report alarm to DSS platform. Here you shall check,

Chart 18-2

Step 2. Set parameter, click OK.

18.3 Add Alarm Device

For example, too add ARC5805C-C.
Step 1. Login PC of this platform, ping ARC5808C-C to connect the platform.

Step 2. Login DSS Manager.

Step 3. Click Device, see Figure 18-4.

I) DSS Home Device *  +
& Add & Refresh
IP Address  + Type +
17210130 DVR
17210134 NVR
172.10.1.40 Unknown
17210162 NVD
& Add T Delete
Encoder  Decoder
Encode IP Address ¢ Device Name 4 Type * Org
1000010 172103.102 MDVR102 MDVR root
1000005 172101123 172101123 DVR root
1000002 172.10.366 172.10.366 Smart IPC ipe IPC112abetih
1000035 10.33.10.27 10.33.10.27 DVR root
1000033 10.33.10.135 moniqi-ns IFC root
Figure 18-4

Step 4. Click ¥ Add
Step 5.

Status ¢

Offline

offine

Offline

® Online

® Online

Hi, system ~

® Device Network

Port

37777

37734

37777

7T

Offline Cause

Main connection failed.

MMain connection failed.

Main connection failed.

In Device Category, select Alarm Host, enter device IP, see Figure 18-5.

Pack Up &

Operation

e



Add All x

1. Login Information. m 2.Device Information
Protocol: Dahua M
Manufacturer: Dahua M
Add Type: IP Address M
Deavice Category: Alarm Host v

IP Address: | = 10.15.23.102

Device Port: | = 37777

User: | = admin

Password: | s
org: roat v
Video Server: Center Server v
m Cancel
Figure 18-5

Step 6. Set protocol, manufacturer, add type, organization and etc. Click Add, see Figure 18-6.

Add All X

2. Device Information. 1.Login Information m

Device Name: | =
Davice SN:
Role: Administratar,Operator
Alarm Input Channel:

Alarm Cutput Channel:

Back Continue to add “

Figure 18-6

Step 7. Click OK.
Because platform server and alarm device have time interaction, so new device show
OFFLINE status, you can click other tab and return to Device tab, or refresh Device interface,
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the device will become ONLINE.

18.4 Create Alarm Scheme
Step 1. Login DSS Manager.

Step 2. Click next to Home. See Figure 18-7.

Device

Video Wall

| system Maintenance

System

| Business Configuration

javascript:openNewTabSelf{ 001004" Event, /admin/falarmPlan_initaction’0);
e o ] T T T

ﬁ L]

— Al
- e

User Organization
| 9 |
/ \

Map Bind Resource

o

Backup and Restore Log

Event

=
-

Target Management

Statistics

-

Storage

[af=]a] =
» Dss x WO
& C | ® 172.10.1.177/admin/login_login.action T %
1:. DSS Pro Home New Tab x  + Hi , system ~

Vehicle Blacklist

Step 3. Click Event, see Figure 18-8.

¥ Dss

& Add T Delete

Name

Home

alarm scheme1

Event ¥ +
Plan Type
All-Period Template Motion Detect

Figure 18-8

Step 4. Click Add, see Figure 18-9.

Figure 18-7

Scheme Status

Hi , system »

Operation
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Add Alarm Scheme x
1. Select Alarm Stream (AlanmSourcey 2.Link Cameras  3.Link Action ' 4.Video Wall | 5.Email 6.Event Attribute

Alarm Type Disk Full - Alarm Source Alarm Type # Operation ]
4 i root

B3 wyHDVR

B3 moni37iiy

B3 moni37rve o

B3 moni377ve

Total 0 recordis) 111
The remaining 5 steps Cancel
Figure 18-9

Step 5. On the left, select alarm type in alarm type dropdown list, and check device in device tree
below, see Figure 18-10.

Add Alarm Scheme x
1. Select Alarm Stream (lAlagmSourcey 2 Link Cameras  3.Link Action  4.Video Wall | 5.Email | 6.Event Attribute
Alarm Type Disk Full - Alarm Source Alarm Type = Operation o
Search moni377iy Disk Full

4 [m] 55 root
B3 wyHDVR

B3 moni37iiv

B3 moni37iTe
B3 moni377Te
Total 1 record(s) 111
The remaining 5 steps Cancel

Figure 18-10

Note:

Alarm type includes:

® Device: disk full, disk failure, device offline.

® Video channel: video loss, motion detect, tampering, channel offline.
® Alarm input channel: external alarm.

80



® System: high temperature alarm, Raid degrade, server auto shift, server manual shift, server
status change, host spare and etc.

® Alarm controller: alarm controller alarm, fire alarm, zone invalid, low battery, city grid outage.

® Thermal image: thermal image flame point alarm, hot point abnormal alarm.

Step 6. Click link camera.

Step 7. On the left, check video channel. On the right, check position, record stream, enter
record time, prerecord time. Determine to check “Snapshot a picture of camera when alarm is
triggered” and “Open camera video on client when alarm is triggered”. See Figure 18-11.

Note:

If you want to set prerecord, then you must select device with device record.

Add Alarm Scheme x
2. SelectLink Camera 1.Alarm Sourcem 3.Link Action ' 4.Video Wall ' 5.Email ' 6.Event Attribute

O Select Camera

Fosition: Store on Server v
4 = root Record Stream: | Main Stream v
3 wyHDVR
Record Time: 5
3 moni377iT
4[5 mMoniaTTTe Prerecord Time: 5
Channeld
Channel1 Snapshot a picture of camera when alarm is triggered
Channel2 Open camera video on clientwhen alarm is triggered
Channel3
3 moni377ve
The remaining 4 steps Back Cancel

Figure 18-11
Step 8. Click Link Action.
Step 9. Check alarm output channel, set duration. Click PTZ tab on the left, check speed domw
device, and preset position on the right, see Figure 18-12.
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Add Alarm Scheme x

3. Select Alarm Action 1.Alarm Source 2.LinkCameras“zl.\fideowml 5.Email ' 6.Event Attribute
Alarm Output FTZ Output Duration Operation ]
Search moni3v7Te_1 Always v

4 [m] 55 root

3 B3 wyHDVR
3 B3 moni37iiy
3 B3 moni37778

4 4 B3 moni377Te

L3 moni37779_1

Total 1 record(s) 111

The remaining 3 steps Back Video Wall =+ Cancel

Figure 18-12
Step 10. Click Video Wall.
Step 11. Create video wall.
Step 1. Click add video wall.
Step 2. Enter video wall name, select window layout, see Figure 18-13.



Add Video Wall x

1.Video Wall “ Select decode channel

Basic Info

Screenl
Wideo Wall Scheme Name:
= Wall11

Screen2
Remark:

m &8 EE (6 [

Select Channal. + Cancel

Figure 18-13
Step 3. Click Select Channel.

Step 4. In device tree, select decoder you want to bind, and drag it to corresponding video
wall. See Figure 18-14.
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Add Video Wall

2. Select decode channel

Device Tree

a0 root
4 %y D404DH
2 0404DH_1
2y 0404DH_2
B 0404DH_3 W

B 0404DH_4 o

Show Screen |D: @G Back

Cancel

Figure 18-14
Step 5. Click Done, see Figure 18-15.

84



EditVideo Wall Alarm Window Setup x

Video Wall:  Wall11 v Duration: = 30 = (30-3600)s

Figure 18-15
Step 6. Click Save.
Step 12. In video wall interface, check device on the left and channels are shown on the right.
Select corresponding video wall and window, see Figure 18-16.

Add Alarm Scheme x
4. SetLink Video Wall 1.Alarm Source | 2.Link Cameras  3.Link Action dMidegMally 5.Email = 6.Event Attribute
Search Camera Type Video Wall Window Operation o
(o]
4 =) root Channeld Wall11 v Window1 v
B3 wyHDVR
Channel1 Wall11 v Window2 v
B3 moni37iiy
B= moni37778 Channel2 Wall11 v Window3 r
E= moni377Te Channel3 Wall11 v Windowd v
3 B3 keshiyu
Total 4 record(s) 111
The remaining 2 steps New Video Wall Window Back Cancel
Figure 18-16

Step 13. Click Email, the system shows Set Email to Receive Alarm Info interface, see Figure
18-17. Check user to receive email.
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Add Alarm Scheme x

5. Set Email to Receive Alarm Info 1.Alarm Source ' 2.Link Cameras ' 3.Link Action ' 4.Video Wall “ 6.Event Attribute
\Usermnamea Email
wytest wang_ying1@dahuatech.com

The remaining 1 steps Back Ewvent Attribute - Cancel

Figure 18-17
Step 14. Click Event Attribute.
Step 15. Enter name, select time template, priority, see Figure 18-18.

The remaining 0 steps Back “ Cancel

Add Alarm Scheme x
6. Alarm Info 1.Alarm Source  2.Link Cameras  3.Link Action = 4.Video Wall ' 5.Email u
Name: = 1111
Time Template: All-Period Template v
Priarity: High v

Figure 18-18
Note:
You can select current time template, or add time template, see Ch 9.1.2.
Step 16. Click Done. In alarm scheme interface, click ON, see Figure 18-19.
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]: DSS Home Event x  + Hi, system v

& Add T Delete
Name Plan Type Priority Scheme Status Operation
1111 All-Period Template Motion Detect Enable & %

Figure 18-19
18.5 Alarm Link Video Preview

Function note: When an alarm occurs, open user linked video channel in preview window or
pop-up window on Client.
Step 1. Login DSS Manager.

Step 2. Click next to Home. See Figure 18-20.

]: DSS Home New Tag x + Hi, system v

o n
= f‘.fﬂ“
L]

Device Account QOrganization Event

2 s 7

Storage Video Wall Map System

R —
—
Backup and Restore Logs Statistics
Figure 18-20
Step 3. Click Event, see Figure 18-21.
]: DSS Home Event x  + Hi, system »
+ Add T Delete
Name Plan Type Priarity Scheme Status Operation
alarm scheme1 All-Period Template Motion Detect Enable ED
Figure 18-21

Step 4. Click Add, see Figure 18-22.
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Add Alarm Scheme x
1. Select Alarm Stream (AlanmSourcey 2.Link Cameras  3.Link Action ' 4.Video Wall | 5.Email 6.Event Attribute

Alarm Type Disk Full - Alarm Source Alarm Type # Cperation ]
4 i root

B3 wyHDVR

B3 moni37iiy

B3 moni37rve o

B3 moni377ve

Total 0 recordis) 111
The remaining 5 steps Cancel
Figure 18-22

Step 5. Select alarm type from alarm type dropdown list, and check device in device tree, see
Figure 18-23.

Add Alarm Scheme x
1. Select Alarm Stream (lAlagmSourcey 2 Link Cameras  3.Link Action  4.Video Wall | 5.Email | 6.Event Attribute
Alarm Type Disk Full - Alarm Source Alarm Type = Cperation o
Search moni377iy Disk Full

4 [m] 55 root
B3 wyHDVR

B3 moni37iiv

B3 moni37iTe
B3 moni377Te
Total 1 record(s) 111
The remaining 5 steps Cancel

Figure 18-23
Note:
Alarm type includes:
® Device: disk full, disk failure, device offline.
® Video channel: video loss, motion detection, video tampering, channel offline.
® Alarm input channel: external alarm.
® System: high temperature alarm, Raid degrade, server auto shift, server manual shift, server
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status change, host to spare, spare to host, spare failure, spare failure recovery.
® Alarm controller: alarm controller alarm, fire alarm, zone invalid, low battery, city grid offline.
® Thermal image: thermal image fire alarm, thermal image point abnormal alarm.

Step 6. Click Link Cameras.

Step 7. Check channel to preview when an alarm occurs.

Step 8. Check to enable link video.

Edit Alarm Scheme

2. SelectLink Camera T.Alarm Source [ ZLBKCAMAIARY 3.Link Action ' 4.Video Wall | 5.Emall | 6.Event Attribute

© Select Camera () Link alarm source only

v |m] B399 37777
CH Cchanneld
CH Channel1
CH Channel2
CH Channel3
CH channel4
CH channels
CH Channel§
CH Channel?

The remaining 4 steps

Position: Store on Server v

Record Stream: Main Stream v
Record Time: 20 s
Prerecord Time: s

Snapshot a picture of camera when alarm is triggered

Open camera video on clientwhan alarm is friggered

Back Link Action =+ Cancel

Step 9. Complete alarm scheme config.
Step 10. Login client.

Step 11. Open local setup and select open video method, and open preview in window and

pop-up window.

Figure 18-24
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Alarm Input

AlarmType  Vid

Sound Path sound\sound_enlwid

,g. Alarm Input Alarm Type

Default 5 Cancel

Figure 18-25
Step 12. If you select to open in preview interface, then right client to set it as alarm window, see
Figure 18-26.

Figure 18-26
Step 13. Effect of alarm link video. See Figure 18-27 and Figure 18-28.
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1% DSS Pro

Alarm Link Video

18.6 Alarm Sound

Login DSS client.

Pause Refresh

Figure 18-28

click B at the upper-right corner, see Figure 18-29.

Management

91



Alarm

M Send OutAlarm Sound When Alarm Qccurred

Alarm Type

Sound Path MSoundisound_en'wide

vhen Alarm Occurred

Alarm Type

OpenVideoMethod @& PoplUp

Figure 18-29
Parameter Note
Play Send out alarm sound when alarm occurred.
Loop Loop alarm sound when alarm occurs.
Alarm Type Select alarm type and set corresponding alarm sound.
Sound Path Upload sound file, click Play to test.
Map Flash When alarm is triggered, flash occurs at corresponding

position on map.

Alarm Type Select alarm type corresponds to map flash.

Display Video When alarm is triggered, auto open linked video.

Open Video Method Preview video in pop-up or in preview interface.
Chart 18-3

18.7 View Alarm

Step 1. Click E at the upper-right corner of DSS client, the system jumps to event center

interface, or click next to live, see Figure 18-30.
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» B3 keshiyu

Total: 247records |H

DNNNNNNNNNNNNNNNNNNNN

Figure 18-30

Step 2. Click E in operation column, in a window pops up at the lower right corner, see Figure

18-31.

Prompt

B Alarm Confirm Success.

Figure 18-31
Step 3. In Claimant column, claim user, see Figure 18-32.

3 DSS Pro Event Center

117-04-14 17-10;

Figure 18-32
Note:
For those claimed alarms, other users cannot process those alarms.

18.8 Process Alarm
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Double click alarm, below the interface shows alarm video, time, type, source, priority and etc.
See Figure 18-33.

S DSS PR

e
Heh
Hah
vah
Hih
gt
e
eh
Hah
g
vigh

Figure 18-33
Select method to process alarm: processed, ignore, forward to other user, send email and etc.
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19Email Server
19.1 Scene

When you set alarm link on manager and process alarm on client, you can set to send email to

user, so you must set email server first.

19.2 Email Server Config

Step 1. Click next to Home, see Figure 19-1.

| Business Configuration

]
[ ® °8e

Device User Organization
== 9
puy
Video Wall Map Bind Resource

| system Maintenance

System Backup and Restore Log

o

javascript:openNewTabSelf(001008" System’, /admin//config_list.action’'0);
e et e T

Event

=
-

Target Management

Statistics

A [all=lE] =
» Dss x WO N

& C | ® 172.10.1.177/admin/login_login.action T %
1:. DSS Pro Home New Tab x  + Hi , system ~

-

Storage

Vehicle Blacklist

Figure 19-1

Step 2. Select mail server setup, check Enable tg enable email server, see Figure 19-2.

&y Message Storage Time Setup

Mail Server Setup

Enable

SMTP Server Type: userDefined v

S Interval Setup
E FTP Setup

Interval Setup

Port =25
. Mail Server Setup

PASSWORL: = seeresssssssesssssssesnassasssnssnssasnasnassnasns
Active Directory Setup
TestRecipient | xoo@oct.com

HTTPS configuration

Figure 19-2

SMTP Server:

Encryption Type:

Sender Mail Address:

= 127001

TLS Encrypt

* KX @K COM

Mail Test

Step 3. In SMTP server type dropdown list, select server type, see Figure 19-3.
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LserDefined r

yahoo
amail
hotmail
userDefined
Figure 19-3
Step 4. Set emalil info, see Figure 19-4.
Mail Server Setup
Enable
SMTP Server Type: userDefined v SMTP Server: = 127.0.0.1
Port: = 25 Encryption Type: | TLS Encrypt v
Password: | = Sender Mail Address: | = xoo@rx.com
Test Recipient: O ER.Com Mail Test
Figure 19-4
Step 5. Click Mail Test to test if server is valid. If test is successful, you will see a prompt and
test account will receive a test email.
[— ' « | alarm mail test

yu_xinxin@it.com

' 2017/4/11 (A=) 14:35
@ Test Successful.

This is an alarm test mail, please do not replay!

Figure 19-5

Step 6. After test is successful, click m to save config info.

19.3 User Email Config

You can set email address when you create user or add email address when you edit existing user.
Here makes adding user as an example:
Step 1. Login Manager, enter user management module, click User tab.
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i: DSS Home Account x  + Hi, system ~

Role =+ Add T Delete
Is Is Offline System User
sC Administrator, Operatoroexv,12.. Cfline System User
tt tt Offline System User
test test Offline System User
it Administrator, Operator, o Offline System User

Figure 19-6

Step 2. Click + Add see Add User box. Here please set username, login password, confirm

password, expiry, email address, PTZ control permission and etc. Check role below, to see
device right of corresponding role on the right. See Figure 19-7.

Add User x
Basic Info
Username: | = jerry Password Expiry: 2017-07-29
Fassword: = sessessae Email Address: jerry@dahuatech.com
Confirm: | = ssssesass PTZ Control Permission: |= &
MAC Address: Remark:
Role Device Permissions Control Permissions
Rolename ¥ All Permissions
¥ Control Permissions
Administrator v root
» lunxun Record
Operator
4 alarm Record Lock
» 122 Record Tag
> 123 PTZ
> 123 Audio Talk
Y 177 ¥  Menu Permissions
Figure 19-7
Step 3. Select existing user, click # button to add email address, see Figure 19-8 and Figure
19-9.
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Role

Edit User

Basic Info

Username:

Fassword:

Confirm:

MAC Address:

+ Add T Delete

Username

ey

wytest

test

sysiem

& aSaEEasSEESatEEassLEasLIESsLEES

& aSaEEasSEESatEEassLEasLIESsLEES

Role Status User Type
Operator Offine Basic User
Administrator, Operator Offine Basic User
Administrator Cffiine Basic User
Administrator ® Cniine Basic User
Figure 19-8
Password Expiry:
Email Address: | |
PFTZ Control Permission: | = &

Remark:

Figure 19-9

Operation
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20Video Wall
20.1 General Video Wall Flow

start »» W

Login Web Manager Add encoder
(Decoder/Matrix/Screen)

Create Video Wall Set combination screen
(alternative)

Drag video channel to Run Auto Apply Save task (Alternative)
i Video Wall Plan

e Select a task to decode to video

wall in task list (Alternative)

Create Video Wall Plan
(Alternative)

Run Task (Alternative)

20.2 Alarm Video Wall Flow

start »» %

Add Alarm scheme Select Alarm Source Select Video Wall

Set Alarm window

Trigger Alarm Adjust Channel display Select decode channel
window (Alternative)

Confirm the performance of Video Wall

20.3 Add Decoding Device

Step 1. Login DSS Manager.
Step 2. Select Device, see
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¥ DSSs

+ Add

Step 3.

Home Device ¥+

Hi , system »

& Refresh ® Device Network
IP Address  + Type = Port
172.10.1.30 DVR Tt
172.10.1.31 DVR 7777
172.10.1.32 NVR Tt
172.10.1.34 NVR 37734

T Delete

Encode IP/Domain & Video Server Device Name 3 Type # Org Status & Offine Cause

1000003 172.10.1.202 Center Server 172.10.1.202 DVR root # Online

1000002 172.10.1.201 Center Server 37779 EVS oot ® Online

1000001 172.10.1.201 Center Server 3rrs EVS root # Online

1000000 172.10.1.201 Center Server 37777 EVS oot ® Online

Figure 20-1
Click Decoder tab below, click Add. See Figure 20-2.
Add Decoder b4

1. Login Information.

Protocol:

Manufacturer:

Add Type:

Device Categary:

IP Address:

Device Port:

User:

Password:

G

=

q:

Video Server:

m 2.Device Information

Dahua

Dahua

IP Address

Encoder

= 37777

= admin

root

Center Server

Cancel

Figure 20-2

PackUp &

Operation
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Step 4. Enter IP address, click Add, see Figure 20-3.

Add Decoder x

2. Device Information. 1.Login Information m

Device Mame: | =
Type: DVR B
Device SN:
Video Channel: | = 1
Alarm Input Channel:

Alarm Qutput Channel:

Back Continue to add “

Figure 20-3
Step 5. Enter device name, video channel and etc., select device type, click OK.

20.4 Create Video Wall

Step 1. In DSS Manager, click next to Home, see Figure 20-4.
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/ 13 Dss

x

Video Wall

System

\§

Home

| Business Configuration

Device

| system Maintenance

& C | ® 172.10.1.177/admin/login_login.action

> DSS "™

New Tab x  +

o

Backup and Restore

javascriptiopenNewTabSelf{001008" Video Wall /admin//videowall_init.action’, 0);
- T r——— T —r =

w¥a

7.
i

Organization

Bind Resource

Target Management

Statistics

Hi , system

Storage

Vehicle Blacklist

T ™ ™ e

Figure 20-4

Step 2. Click Video Wall, see Figure 20-5.

Y DSS

Home

Video Wall x  +

Step 3. Click Add Video Wall, see

Video Wall

Add Video Wall

Figure 20-5

Hi, system

102



Add New Video Wall x

1.Video Wall “ Select decode channel

Basic Info

Wideo Wall Scheme Name:

Remark:

mm &8 EE (6]

Select Channal —+ Cancel

Figure 20-6
Step 4. Enter video wall name, select window layout, see Figure 20-7.
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Add Video Wall x

1.Video Wall “ Select decode channel

Basic Info

Screenl
Wideo Wall Scheme Name:
= Wall11

Screen2
Remark:

m &8 EE (6 [

Select Channal. + Cancel

Figure 20-7
Step 5. Click Select Channel.
Step 6. In device tree, select decoder to bind, and drag it to corresponding video wall. See
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Add Video Wall

2. Select decode channel

Device Tree

a0 root
4 %y D404DH
2 0404DH_1
2y 0404DH_2
B 0404DH_3 W

B 0404DH_4 o

Show Screen |D: @G Back

Cancel

Figure 20-8
Step 7. Click Done.

20.5 Execution of TV Wall
Step 1. Login DSS Client.

Step 2. Click next to Live, select TV Wall. See
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Auto Apply E__I:]
Figure 20-9
Step 3. Select TV wall, and drag channel on the left info TV wall window, see Figure 20-10.

TV Wall

*

- -
¥ m root(3/5)

Binding 1 video sources. Binding 1 video sources.
" L] -Z;I’:;ir:r: l
@4 Channel2

@4 Channel3

Binding 1 video sources. Binding 1 video sources.

? Details

= window Channel

1 11 Channel0

Figure 20-10




No. Interface Note
1 TV Wall Plan Select TV wall in dropdown list.
2 Save Task Save video wall task, and select saved task in
dropdown list.
3 TV Wall Plan .
o : add timer plan.
[ ) .: add tour plan.
[ : screen split.
° E: custom screen split.
5 Advanced
) : clear screen.
an
) : enable/disable tour plan.
® E: lock window.
() .: add frame.
° E: display.
o =8 : screen on/off.
6 Video Wall

: open, when you finish task

setuo, it auto outputs task video to wall.

o @: click to output to video wall.
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Channel List

Click

need channel.

Show screen, window, channel binding info.

® Click u, preview in Preview below, to view if you

® Click , , to adjust sequence.

® Click E to delete added window signal source.

Chart 20-1

Step 4. Click E System pops up Save box.

Step 5. Enter task name, click OK.

20.6 Create Video Wall Plan

20.6.1 Timer Plan

Step 1. In TV Wall interface, click .

Step 2. Select .

Step 3. Enter plan name, select video task and set start time and end time, see Figure 20-11.

Schedule Plan-wall11

Plan Name plani

Task: task2

Tazk Mame

task2

M Enable Remaining Time .

Step 4. Click Save.

Start Time:

Start Time

000000

End Time:

End Time

59

Figure 20-11

Operation

e
[ ]

Cancel

If you select Enable remaining time plan, and set task, then it will shot other task during
period out of this planned period.
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20.6.2 Tour Plan

Step 1. Click , and select .

Step 2. Enter plan name, select video task, and set stay time, see Figure 20-12.
Tour Plan-Wall11

Plan Mame plani

Task: | task2 = Stay Time 30 min

Task Mame Stay Time(min) Operation

task2 0 + ¥ i

Figure 20-12
Step 3. Click Save.

20.7 Execution of TV Wall

After you successfully add plan, see Figure 20-13.

TV Wwall Plan-wall11

planl

Figure 20-13

Click - open button, to execute plan.

Cancel
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TWwWall Plan: Plan-plani

Or you can select plan from dropdown list

execute.
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211TC

21.1 Business Flow

Login DSS Manager Add ANPR device

Login DSS Client

Enter road monitoring module

road monitoring I
vehicle pass record I
vehicle pattern

armrecord

Enter violation module violation search

21.2 Add ANPR Device

Step 1. Login DSS Manager, enter device module, in Figure 21-1 click ¥ Add
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lall=[a@] & ]
 ss *x N\
< C | ® F=# | 172.10.1.201/admin/login_login.action ?
i: DSS rre Home Device % System + Hi, system »
& Add £ Refresh (@ Initialize Device # Change IP @ Device Network PackUp
Init Status IP Address + Type ¢ Port MAC Address
initialized 172101104 Unknown 37777 4G BFOBEE0A
iniialized 172.10.1.419 MR Ererd eATDLASTT e
iniialized 172401123 Unknown 3712 8002 28421607
iniialized 172401138 Unknown ETeced el BeDEeebl
+ Add i Dekete £ Reset Password
Encader
Device ID 1P Address Device Name  + Type ¢ org Status ¢ Cffline Cause Operation
1000511 172.10.1.201 g VR oot Offine Main connection failed.
1000015 024152 PTZ Dome Smart PG oot Offine Main eonnection failed.
1000008 17210368 17210368 IPC IPC ® Onine o
1000004 172102120 4LDDATIPALODDST PC IPC ® Onine &
1000003 172102227 1J01CFOYAZD0041 IPC IPC ® Onine o

Figure 21-1

Step 2. Enter Add Device interface, in device type select “ANPR Device”, fill in ANPR device IP,
port, username and password. Select device organization, video server, and picture server.
Be careful, ANPR device has one more option as picture server. Please select according to
actual deployment,See Figure 21-2.
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Add b 4

1. Login Information. m 2.Device Information

Praotocol: Diahua v

Manufacturer: Dahua ¥

Add Type: IF Address ¥

Device Category: AMNPR Device v
IP Address: | =

Device Port: = 37777

User. | = admin

Fassword:
org: root T
Video Server: Center Server T
Ficture Server: Center Server T
m Cancel
Figure 21-2

Step 3. InFigure 21-3, enter ANPR device name, select corresponding device type, device
model, organization, enter device SN and channel number, click OK. Device model includes:
Dahua intelligent analytics box, Dahual ITC, and Dahua speed measurement Device.
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Add x
2. Device Information. 1.Login Informati{m_

Device Mame: | =

Type: ANPR Device v

Device Model: Dahua Intelligent Analytics Box v

Dahua Intelligent Analytics Box

Deavice SM:
Dahua ITC

Aol Dahua speed measurement Device
ole: .

Video Channel: = 1

Back Continue to add “

Figure 21-3
Step 4. After you add, in device list you can see device status. See Figure 21-4.
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& Add  Delete P Reset Password

All Encoder  Decoder| ANPR Device | Malrix
Device ID IP/Domain Video Server Picture Server Device Name Type Org Status
1000036 12.13.34 56 Center Server Center Server test2 ANPR Device kakou Offline
1000055 10.33.10.44 Center Server Center Server 333 ANPR Device root ® Online
1000054 172.10.1.180 Center Server Center Server 1801itc ANPR Device kakou ® Online
1000027 172.10.1.98 Center Server Center Server kakou 98 ANPR Device kakou ® Online
Total 4 recordis’

Figure 21-4

21.3 Vehicle Blacklist

Offline Cause

Main cennection fail

Operation

Step 1. Login DSS Manager, open new tab, select Vehicle Blacklist module. See Figure 21-5.

75 DSS Pro Home NewTab x +

o 2 s 0o
[ Y

Device User Organization Event

“‘6-‘ —

LY 2

Video Wall Map System Backup and Restore
E E : ]

Statistics Bind Resource Target Management Vehicle Blacklist

Figure 21-5

Step 2. Enter vehicle blacklist module, in Figure 21-6 click ¥ 489 to add blacklist info.

Hi, system v

&

Storage

Log
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1} DSS Fro

Home

Vehicle Blacklist x  +

Hi , system +

M Delete

Plate No.

AZ32T1

DLBEW39

SAKSS4

BES44WJ

TMO3NRD

ANVE07

ANVE06

AWVE05

ANVE04

AWVE03

AWVE02

ANVE01

AWVE00

AWVB39

AVVB85

Total 718

W Am

@ Disarm

Arm Type

Suspicious Vehicle

Check

Theft Vehicle

Over Speed Vehicle

Accident Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

Over Speed Vehicle

[+ Import [ Export

Start Time

2017-07-04 00:00:00

2017-07-04 00:00:00

2017-07-04 00:00:00

2017-07-04 00:00:00

2017-07-04 00:00:00

2017-04-30 00:01:25

2017-04-30 00:01:24

2017-04-30 00:01:23

2017-04-30 00:01:22

2017-04-30 00:01:21

2017-04-30 00:01:20

2017-04-30 00:01:19

2017-04-30 00:01:18

2017-04-30 00:01:17

2017-04-30 00:01:16

Select [ Export All

End Time

2017-07-22 17-:00:00

2017-07-14 17-:00:00

2017-07-13 17-:00:00

2017-07-14 17-:00:00

2017-07-05 17:00:00

2017-07-3100:01:25

2017-07-31 00:00:00

2017-05-30 00:01:23

2017-05-30 00:01:22

2017-05-30 00:01:21

2017-05-30 00:01:20

2017-05-30 00:01:1@

2017-05-30 00:01:18

2017-05-30 00:01:17

2017-05-30 00:01:16

Arm Status

Arming

Arming

Arming

Arming

Arming

Arming

Disarm

Expired

Expired

Expired

Expired

Expired

Expired

Expired

Expired

Armed Person

system

system

system

system

system

system

system

system

system

system

system

system

system

system

system

Go fo page

Operate

En # X

Figure 21-6

Step 3. Figure 21-7, enter plate no., start time, end time, vehicle type, plate color, vehicle brans
and arm type, click OK.
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Add

Plate No.: =
Start Time: =
End Time: =
“ehicle Type: Small Car v
Flate Color: Blue ¥
Vehicle Brand: Mazda ¥
Vehicle Caolor: Red ¥
Arm Type: Cver Speed Vehicle T

“ Cancel
Figure 21-7

Step 4. Arm type is in Figure 21-8.

Over Spead Vehicle
Thett Vehicle
Accident Vehicle
Suspicious Vehicle
Intercept Vehicle

Check

Track

High-risk “ehicle

Figure 21-8
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21.4 Road Monitoring Application

21.4.1 Default Display

Step 1. Login Client and open new tab, click “ANPR” module to enter road monitoring. See
Figure 21-9.

| —
{",

[~ ]

| —

Download ... Facerecogn...

©

-

Violation

Road live, search vehicle record, create track, vehicle blacklist alarm.

Figure 21-9
Step 2. In Figure 21-10, select tab and enter road monitoring application, it shows E-map in a
single window by default, you can manually switch number of window.

Harigzhou |8
L]

Figure 21-10
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21.4.2 Passed Vehicle Picture Browse

Step 1. In Figure 21-11 interface, click E button to select ANPR channel.

S DSS Pro

Figure 21-11

Step 2. View passed vehicle picture, see Figure 21-12. E means selected number of device.

click @ button to stop refresh. Double click picture to view details.

S DSS Pro

Figure 21-12

21.4.3 Video/Picture Preview

Step 1. Switch to four windows. Double click one ANPR channel of video on device tree. In the
opened video window, right click and you can switch to picture preview mode.
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1> DSS Pr°

Hangzhou [
nn

Figure 21-13

21.5 ANPR

Step 1. Enter ANPR module, see Figure 21-14. Select @ icon to enter ANPR app. First select

ANPR device and channel (multiple choice), and select criteria of search, including: period,
plate no., plate color, vehicle manufacturer, brand logo, vehicle color, vehicle speed and etc.

Click button to search.

Figure 21-14

Step 2. See Figure 21-15 for result. Click SIS button to export record,

click to view total records.
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S DSS Pro

Figure 21-15

Step 3. Click @ button to view record info of this record.

S DSS Pro

£ EX Channel 1

Figure 21-16

Step 4. Click @ button to search vehicle pattern, see Figure 21-17. It will auto search all

passed vehicle records of this vehicle. It will show all time on time axis, and you click vehicle
pattern on e-map which connects ANPR device where vehicle passed.
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1> DSS r©

Step 5. See Figure 21-18.

1> DSS Pr°

) e

21.6 Vehicle Pattern

NA232TI

NA232TI

NA232TI

NA232TI

NAZaZTI

NA23ZTI

NA232TI

NA232TI

NA232TI

NA232TI

NA232TI

NA232TI

NA232TI

Figure 21-17

NA232TI

NA232TI

NA232TI

NA23ZTI

NA232TI

NA232TI

NA232TI

NAZ32TI

© @Fengqing Ave

© EXixing Rd

© @yianghong Rd

© @ianghui Rd

© @Jianghong Rd

© @Changhe Rd

© @shidai Ave

© @Vianye Rd

© (Xincheng Rd

© (DChengye Rd

O (@Huoju Ave

© @Weiye Rd

© (@Dongxin Ave

Figure 21-18

Enter road monitoring module, see Figure 21-19. Select icon to enter vehicle pattern app,

select period, enter plate no., click button to search vehicle pattern. See Ch 21.5 step

4-5,
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Figure 21-19
21.7 Arm Record

Arm record is te record of vehicle on blacklist.

Step 1. Enter road monitoring module, See Figure 21-20,select E icon to enter passed

vehicle record app. First select ANPR device and channel (multiple choices), and select
search criteria, including: period, plate no., plate color, vehicle manufacturer, brand logo,

vehicle color, vehicle speed and etc. Click button to search.

1S DSS Pro ANPR a

Select Al

————— MLMB181 A EGK3356 ——— MLMB181 < — - EGK3356 ke — ¥ MLMB181
i ﬂ : j‘ EGK-34a8 If : §| , j‘ EGK332¢ If"
!‘.ﬁ‘ ﬂ R " l W eﬂ “‘"ﬂ. l J"? c
I_ S | EGK 3490 - ,.‘ Bf - e 54 el EGK-d490 If va

B . 3 & ] S )

B Sl Eok-sane EGK-3358 if 5‘ s | JIEREED
- MLM8181 PR EGK3356 . - MLMB8181 = = ——a EGK3356 oo EGK3356
Sl . |‘ : l ; : / S k-4l -
b M | NAHCEEL If ' T8l EGKdane §THY EGKgsan

Figure 21-20

21.8 Violation Search

Step 1. Log in DSS Client, open a new tab, click “Violation” module to enter violation search
application. See Figure 21-21.
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Violation details

Figure 21-21

Step 2. Enter Violation module, see Figure 21-22. Select start time and end time you want to
search, enter plate no. (optional), click button to start.

Figure 21-22
Step 3. Search result is in Figure 21-23. You can switch display in list and icon.
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> DSS r°
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Figure 21-23

Step 4. Click @ button to view record info of this record, see Figure 21-24.

> DSS Viotaton

B

Figure 21-24
Note:
® You must add record storage disk first, and set alarm link plan in Manager before you
playback record.
® Ensure that PC time zone and time match with server.

Step 5. Export search list. You can export selected result or all searched info. Click

& Export & Export All RN
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1S DSS Pro

MOINRD

Figure 21-25
Step 6. Successfully exported, and you can see prompt as bellow.

Prompt

o Export Traffic File Success!

CfUsers 11443 /Deslktopfww.xls

Figure 21-26
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22POS
22.1 POS Business Flow

Login DSS Manager Add POS Device

'Login Client =2 Set POS END

Browse POC Channel Video on Client Preview Module View Report

22.2 Add POS Device

Step 1. Log in DSS Manager, enter Device module, in Figure 22-1. Click ¥ A9 putton to

enter Add interface.

[afl=l=] =
 bss x \
< (¢} ‘(D Fe2# | 172.10.1.201/admin/login_login.action 7 ﬁl g
» DSS rre Home Device System + i, system v
7 ) y
# Add o Refresh (9 Infialize Device # Change IP ® Device Network PackUp &
Init Status IP Address + Type + Port MAG Address
initalized 172.10.1.104 Unknown Tl 4CA1BFOBEE0A
iniialized 172.40.1.119 R 377 AL C
iniialized 172401423 Unknown 37123 90.0229:421c:07
iniialized 172101138 Unknown kil el a0
* Add i Delete £ Reset Password Search
Al Encoder
Device ID P Address ¢ Device Name e org Status ¢ Offine Cause Operation
1000511 172.10.1.201 7777 VR oot Offine Main connection failed.
1000015 2024152 PTZ Dome Smart IPG oot ofmine Main connection failed
1000008 172.10366 172.10.366 IFC IPC * Onine -1
1000004 172102120 1LODATSPALODST IPC PC ® onine -]
1000003 172102227 1J01CFOVAZODD41 IPC IPC * Onine -3

Figure 22-1
Step 2. In Figure 22-2, device category is “POS”, enter IP address, port, username and
password of POS device, select device organization and server. Click EXEN to go to next
step.
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Add

1. Login Information.

_ 2.Device Information

Protocol: Dahua v
Manufacturer: Dahua ¥
Add Type: P Address A
Device Categorny: PCS h

P Address:

Device Paort:

ser:

Fassword:

Org:

Video Server:

1018135170

3yTIT

admin

root

Center Server

Figure 22-2

Step 3. In Figure 22-3, enter POS device name, select role, click OK.

Cancel
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Add All

2. Device Information.

1.Login Information _

Cavice Name: | = POS-1
Device SN:
Role: Administrator, Operator
Back Continue to add
Figure 22-3

Step 4. When you complete, in device list you can see device status as in Figure 22-4.
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3 pss

&«

S .
13 DSS **° Home

C | ® A== | 172.10.1.201/admin/login_login.ac

+ Add

= Add

All

X

3 Refresh (3 Initialize Device
Init Status
initialized
initialized
inttialized
intialized
i Delete £ Reset Password
Encoder
Device ID IP Address &
1000516 10.33.10.116
1000515 10.18.136.170

tion

Bind Resource

# Change IP

IP Address ¢

172.10.1.119

172.10.1.123

172101135

172101138

Video Server

Center Server

Center Server

New Tab aF

Type ¢

NVR

unknown

NVR

EVS

Device Name & Type &
1033.10.116 POS Box
POS-1 POS Box

3777

Tz

3T

T

® Device Network

Status ¢

MAC Address

4c:11:bE1577:c8

90:02:29:42:fc:07

3cef8c:08ec bl

4c:11:bf57:99:98

Operation

® Online

@ Online

B=]E] %
T

Hi, system +

PackUp &

Figure 22-4

22.3 Bind POS and Video Channel

One POS device can bind up to 16 video channels. After binding, you can show POS printing info
in corresponding video channel.
Step 1. Login DSS Manager, open new tab, in the figure select Bind Resource module. See

Figure 22-5.
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i» pss x W

< C |® F==£ | 172.10.1.201/admin/login_login.action % 7

i: DSS rro Home Device Bind Resource Hi, system ~

a g 0
- ﬁ"'b‘ﬂ [
Device User QOrganization Event Storage
- [ 9 | —
e~ L9 733
Video Wall Map System Backup and Restore Log

= =

Statistics Bind Resource Target Management Vehicle Blacklist

Figure 22-5

Step 2. Enter Bind Resource Module, and in Figure 22-6, select NMMMESIAEEL] tab, click

£+ Setind pytion to set binding.
].: DSS rro Home Device User Bind Resource *  + Hi, system

Z  Recognition Server 2 i Delete

1 EH POS Relation | Source Channel Name Source Channel Device Code Source Channel Device Name Operation

Figure 22-6
Step 3. In the figure, you can set binding, and select POS channel. Select video channel (max
16 channels), click OK to save.
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Edit Resource Binding

Source Channel

e

NVR

DWVR

Eight camer

ledz

WS-FACE

kakou

pos

POS-1

£ POS-1_0

[ =

10.33.10.115

Video Channel

DWVR

Eight camer

ledz

IWS-FACE

kakou

pos

> CH PTZ Dome

» @ Q8

3 BE= gate-ipc

> B3 gete-speed

supermarket

Figure 22-7

Step 4. In Figure 22-8, you can view created POS binding list, click to edit this rule. Click

to delete this rule.

]"; DSS Pr°

Home Device

User Bind Resource *  +

Hi, system ~

Z Recognition Server

& POS Relation

22.4 Set POS END

£ Sefting

T Delete

Source Channel Name

POS1_0

Source Channel Device Code

1000515

Source Channel Device Name ‘Operation

Figure 22-8

Step 1. In DSS Manager, enter system setup module, select B POSEND tab, set POS

END info, click Save button.
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13 DSS Fro Home Device System X + Hi, system v

Z  Time Interval Enable

Import SSL Certificate. Password
= FTP

Time Sync

Mail Server
POS END

Active Directory
POS End Sign = Thank you!

@ HTTPS

B POSEND

Figure 22-9

22.5 Client Demonstration

Log in DSS PRO Client, and in Live module, you can view video channel bound by POS devce

and POS transaction info.

Step 1. In Client Live module, it shows POS resource list. Double click or drag POS channel to
preview window to open video. When POS device has info printed, the window auto overlay
transaction info.

2000

4000

080

Figure 22-10

Step 2. In Figure 22-11, right click k= , set POS demonstration format.
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NO:01-1-1705250009 Cashier:888

Name Price Quantity

c1-dish1
10.00
c1-dish2
20.00
c1-dish4
40.00
c1-dish5
30.00

c1-dish6

H.264, 3072°2048, 13875kbps

Figure 22-11
Step 3. See Figure 22-12, you can drag black box on the left to set POS info demonstration
position, you can set other info: overlay mode (flip/scroll), font size (small/medium/large),
background and font color.

POS Style Setup

Overlap Pattern

Scroll

FontSize

Background Transparency

31

FontColor

o HENMN

Can move POS detail position by drags

Cancel

Figure 22-12

22.6 View Report

Step1. In Client click [ button, in Figure 22-13, click IMSMEE t0 enter Business
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Analysis module.

191000

-dish2
oy
20001 2000

Figure 22-13

Step 2. In the figure, click E to enter report mode. Then select search period (Y/M/D), and
click of corresponding button. On the right, select different tab to display, see Figure
22-14 and Figure 22-15.

n DSS o

Entering Rate

Figure 22-14
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Order Statst

Order Analysis

Figure 22-15
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23People Count
23.1 Flow

Login Web Manager

Preview video Edit Channel to open Business Intelligence function

Checkreal-time data Check heat map

Open Business Intelligence Tab

Login DSS Control Client Check Period Statistics Chart

23.2 Add Smart IPC

Before you can use people count, please add SmartIPC device on DSS Manager.
Step 1. Login DSS Manager.

Step 2. In Device Manager interface, click Add.

Step 3. Enter IP address, click Add.

Step 4. Enter device name, select Smart IPC for device type, see

Add All x

2. Device Information. 1.Login Information —

Device Mame: |+ 3.79

Type: SmartIFC v

Device SN:
Video Channel:
Alarm Input Channel: 1

Alarm Qutput Channel: 1

Back Continue to add “

Figure 23-1

Step 5. Click OK.
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Step 6. Click 4 next to complete Smart IPC device, see Figure 23-2.

Home Device x  + Hi, system
+ Add £ Refresh @ Device Network Pack Up
IP Address ¢ Type ¢ Port
172.10.1.30 DVR 7777
172.10.1.31 DVR kraand
& Add T Delete
Al Encoder Decoder VideoWall  Matrix Device
Encode IP Address Device Name # Type * org Status  + Offline Cause Operation
1000022 172.10.358 561PC IPC ® Online -3 x
1000020 17210363 PTZ63 IPC PTZ ® Online
1000017 172.10.3.57 IPC5T IPC Oonvit ® Oniine
1000015 172.10.1.129 HIK129 IPC Hik ® Online
1000013 17210371 IPCT1 Smart IPC IPC ® Oniine
1000012 17210379 Tokeliu Smart IPC IPC ® Online

Figure 23-2

23.3 People Count Statistics

Step 1. Login DSS Client. Click next to Preview, select people count. See Figure 23-3.

People counting, contain people counting and heatmap

Figure 23-3
Step 2. Enter People Counting, see Figure 23-4.
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1') DSS Business Intelligence
o) 7

=
un root

Figure 23-4

a
Step 3. Click E& on the left, and select device channel. Below select report type, statistical time,

click Search, see Figure 23-5.
1') DSS Live 1 Business Intelligence

Q  DayReport 2017-03-29
I'I_I'I root
People Enter and Exit
v B =379
B @ |PC172.10.3.7

B9 3.57

19
® Exit: 6
Enter:7

Number of Retention Retention

Day
2017-03-29

Search




Figure 23-5
You can view line chart or list.

23.4 View People Count in Preview

In Preview interface, you can view Smart IPC video, and people count is shown at the upper-left
corner, see Figure 23-6.

Figure 23-6
Entry/exit count is shown at the upper-left corner, see Figure 23-7.
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Figure 23-7

23.5 Heat Map

Step 1. Click . tab.

Step 2. Select channel to show heat map, and select time, click Search. See Figure 23-8.

Note:

The device sends heat map data to platform on a real-time basis. Starting when device is added
to platform, you can search heat map data uploaded. Unit of search is week (interval between
start time and end time cannot exceed 1 week).
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f\, DSS PRO eview 1 Business Intelligence

ChannekIPC172.10.3.57 2017+

IPC172.10.3 57

Figure 23-8

Click at the upper-right corner, you can export heat map in bmp format.
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24 Face Recognition

24.1 Business Flow

Login DSS Manager Device module

Bind video channel to IVS server Enter bind resource module

enter target manager module add user property

login client add user photo and info

face recognition module

face detection, picture search, info search, armrecord

24.2 Add IVS Server

DSS Professional V7.01 only supports IVS-7500 model of server for input.

Step 1. Log in DSS Manager, enter device management module, in Figure 24-1, click ¥ Add

to add IVS server.
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» bss x

< C | ® F== | 172.10.1.201/admin/login_login.ac

]: DSS rro Home Device * Hi, system

4= Add &4 Refresh (% Initialize Device # Change IP @ Device Network PackUp &
Init Status IP Address  + Type = Port MAC Address
initialized 172.10.1.119 NVR 37T 40 11DE15TT.CE
initialized 172101123 IPC 37123 90:02:a842:7c:07
initialized 172101138 EVS T 4¢:11.b1.57:99.98
initialized 172101139 EVS 37T 4¢11.b157:99:98

T Delete B Reset Password

Al Encoder POS

Device ID IP Address ¢ Device Name ¢ Type ¢ Crg Status ¢ Cffline Cause ‘Gperation

1000515 10.18.135.170 POS-1 POS Box root Cffline

1000520 10.18.135.170 supermarket IPC raot ® Online o3

1000519 10.18.135.170 gete-speed DVR root ® Online o3

1000518 10.18.135.170 gate-ipc DVR root # Online -1

1000006 172.10.3.66 172.10.3.66 IPC IPC ® Online o

1000004 172.102.120 1LO0A79PALODDST IPC IPC ® Online o3
SFOYAZODOH IPC IPC # Online -3

javascriptvoid(0);

Figure 24-1
Step 2. In the figure, add device and select type to be “Intelligent Device”.
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Add All

1. Login Information.

m Z2.Device Information

Protocol: Dahua v
Manufacturer: Cahusa ¥
Add Type: IP Address ¥
Device Categorny: Encoder ¥
Encoder
P Address:
Decoder
) Video Wall
Device Paort:
Alarm Host
User: Intelligent Device
I atrix
Password: | ANPR Device
FOS
org:
Fadar Device
Video Server: Center Server ¥

Figure 24-2

Cancel

Step 3. In the figure, enter IVS-7500 IP address, port, username and password. Select device
organization and server, click X button to enter device info input interface.
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Add All x

1. Login Information. “ 2.Device Information

Protocol: Dahua v
Manufacturer: Dahua M
Add Type: IF Address M
Device Category: Intelligent Device v

IP Address: = 172.10.1.232

Device Part: | = 37777

User: | = admin

Fassword:
org: root v
Video Server: Center Server ¥
Figure 24-3

Step 4. In Figure 24-4, enter device name, select role for the device, click OK.
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Add All X

2. Device Information. 1.Login Information “

Device Name: | = IVS-7500] ‘

Type: VS-7500 ¥
Device SN:
Rale: Administrator, Operator

Back Continue to add | OK |

Figure 24-4
Step 5. VS device is in Figure 24-5.
& Add i Delete B Reset Password
All Encoder Decoder ANPR Device Intelligent Device
Device ID IP/Domain & Video Server Device Name & Type Org Status Offline Cause Operation
1000032 172101232 Center Server NS-T500 VS-7500 root ® Cniine
Figure 24-5

24.3 Bind Video Channel

Step 1. Log in DSS Manager, click to open new tab, in the figure select “Bind Resource” to
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enter bind resource module.

| Business Configuration

o - 240 B 5

L)

Device User Organization Event Storage
- ‘ 9 ‘ L) o —
pag - =
Video Wall Map Bind Resource Target Management Wehicle Blacklist

| system Maintenance

System Backup and Restore Log Statistics

e

Figure 24-6

Step 2. Enter setting interface, click % Seting in this interface to set binding. See Figure 24-7.

P — Sl =]
/ 1 Dss %\
&« C | ® 172.10.1.247/admin/login_login.action L g
]: DSS Fro Home Bind Resource ®  + Hi, system +
= POS Relation Source Device Name Source Device Code Operation

Figure 24-7
Step 3. In the figure, select IVS-7500 server and video channel to bind, click OK.
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Edit Recognition Server

Source Channel Video Channel
- root v root
i VS-T500 » dev_piz
WS-7500_1 » 111

» devaTiTy

v 153dvr

Channel0

» ANPR130

Figure 24-8

24.4 User Resource Management

There are two ways to create user info. If user picture and info exist, you can import user info as
administrator. If user picture does not exist, you can add info of user snapshot by camera into user

database.

24.4.1 User Type Management

Step 1. Login DSS Manager, click to open new tab, see the figure and select “Target

Management” to enter user resource management module.
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| Business Configuration

Device

Video Wall

| System Maintenance

N

System

Backup and Restore

Step 2. Before you add user
f# User Property Sefup  pytton to enter setup interface.

& Add T Delete [ Export

Select All

User Pro...

User Pro...

User Pro...

Total 2 record(s)

IVS Device: ivs

: asdfsf

asdf

: Female

. 0

Unknowin

Unknowin

info,

Age:

User Pro...

Age:

User Pro...

Age:

User Pro...

: test
: asdf
T Male

: mack
;321
T Male

ﬁ;ﬂ
v¥e

Organization

Bind Resource

Figure 24-9

please create user

0

Unknown

0

Unknown

Figure 24-10

Step 3. In the figure click * 44| to enter add interface.

—_—

Age:

User Pro.

Age:

User Pro.

Age:

User Pro.

v

Event

Target Management

Statistics

type.

: dfg

T Male

0

Unknown

: 123qwe
. 654
T Male

0

Unknown

’

Storage

=

Vehicle Blacklist

In the

User Pro...

User Pro...

Go to page

click

;. asfsafd
: asdf

. Female
05

. Unknown

: gmz
2321
T Male
0

Unknown

2 321;
T Male
0

Unknown
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User Property Config

& Add O Delete

User Property Name Cperation

zhangsan

lisi

Total 2 record(s). n

Figure 24-11
Step 4. In add interface, enter user property name, click OK.

Step 5. Click button to enter edit interface for existing user, click button to delete this

type.
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User Property Config x

o Add o Delete

User Property Name Operation

Student

zhangsan

lisi

Figure 24-12

24.4.2 Add User-Manager

Step1. Log in DSS Manager, click to open new tab, and in the figure select “Target

Management”, to enter user resource management module.
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¥ DSS *°

Device

Video Wall

Statistics

Home

C | ® &= | 172.10.1.247/admin/login_login.action

Device

User

9

Map

Bind Resource

javascriptiopenNewTabSelf(001013, Target Management' /admin//ta...

New Tab x 4+

Organization

System

Target Management

Event

por N

Backup and Restore

Vehicle Blacklist

Storage

T Delete [ Export

Select All

Name:
ID:
Gender:
Age:

User Pro.

Name:
ID:
Gender:
Age:

User Pro.

Age:

User Pro.

Total 20 record(s

IVS Device:  ivs

rea2yy.
wre

Male

lisi

dfg
44
Male
0

Unknown

: 123qwe
. 654
T Male

0

Unknown

v

Name:
ID:
Gender:

Age:

User Pro.

Name:
ID:
Gender:

Age:

User Pro.

Name:

Gender:

Age:

User Pro.

Figure 24-13

Step 2. Enter target management interface, see figure below, click 2 Add putton to enter add
user interface. See Figure 24-14.

£ User Property Setup

rewt Name:
gfdg :a ﬁ ID:
Male 4 Gender:
0 &' Age:
lisi ‘\ = q User Pro
asfsafd Name
asdf ID:
Female Gender:
0 Age:
Unknown User Pro...
gmz Name:
;321 ID:
Male Gender:
0 Age:
Unknown User Pro.

Figure 24-14

JK1
1234

: Female

0

zhangsan

: asdfsf
: asdf

Female
0

Unknown

;123
T Male

0

Unknown

2]

\ e
-

oY

[ JEIE

Name: bad man
ID: 12
Gender: Male

Age: 0

User Pro...  Unknown

Name: test
ID:  asdf

Gender: Male

Age: 0

User Pro... Unknown

Name:
ID: 321
Gender:
Age: 0

User Pro... Unknown

Go to page ‘ 1 ‘ ‘E‘
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Step 3. Enter add user interface, see figure below, click ksssstbata button to upload user

image, and fill in user name, ID, select gender and DOB. Click OK.

Edit User Info x
B BasicInfo
2 3
Name: . ID: .
' . 4 Gender @ male O Female 5 DOCB:
6 User Property: | jig v
:

Figure 24-15
Note:
Requirement of user image:
® Frontimage.
® Width <1000px, height<<1000px.
® Image format in jpg.

24.4.3 Add User Info-Client

Step 1. Log in DSS Client, click face recognition module, see Figure 24-16.
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Facerecognition

Figure 24-16
Step 2. Open corresponding IVS channel video, and detected user image will be shown below.
See Figure 24-17, user with a red box exists in user database.

]E DSS PRO Face Recognition Live V O 2o @

2 Q

u

fogQgQQgQyy

Figure 24-17

Step 3. Double click image in scroll bar, enter corresponding info, click EEEESE button to add
user into user database.
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Sk

DOB: 2017-07-21
Gender:

User Property:

Register Cancel

Figure 24-18

24.5 Client Application

24.5.1 Face Recognition

Step 1. Log in DSS Client and open new tab, click “Face Recognition” module to enter ANPR
application, see Figure 24-19.

Facerecognition




Figure 24-19

[
Step 2. Enter face recognition module, select to enter face recognition application, double

click to open or drag IVS channel to video window. In scroll bar, it will show face image
detected, see Figure 24-20. A red box means successful pairing with user database.

S DSS R0

Figure 24-20

Step 3. In scroll bar, click lll button to pause picture refresh, click ﬂ button to restore

refresh.

Figure 24-21
Step 4. Place mouse on image with red box, you can see similarity, see Figure 24-22.

Figure 24-22
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Step 5. Double click red box to see detail of snapshot, see Figure 24-23.

SnapshotChannel: ivs_1

Snapshot Time: 2017-07-24 15:00:08

Figure 24-23
Step 6. Double click image without red box, fill in user info, see Figure 24-24. Click “Register”
button to add the user into user database.

2017-07-24

Gender:

User Property:

Register Cancel




Figure 24-24

24.5.2 Snapshot Search

Step 1. Enter face recognition module, select E icon to enter snapshot search app. First

f (N} |:|||:| ad

select IVS device and channel (multiple choices), and then click k== button to

upload user snapshot you want to search. In read face snapshot, select face you want to
search, drag your selected similarity and select period for search, click .

% DSS Fro Face Recognition

Match User (Tocal 0 recordl

o
=1
=3
(=1
(=1
[=1
=1
[=1
=1

Figure 24-25
Step 2. See Figure 24-26, in Match User it shows matched record from user database. In
Snapshot Record, you can see all matched records detected in the IVS channel.

™ DSS PrO

]
g Qg wQggQQQgyQ g

Figure 24-26
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Step 3. In Snapshot Record, select picture, click button to view user pattern.

™ DSS PrO

o
o
=1
o
=1
=1

Figure 24-27
Step 4. See user pattern, See Figure 24-28

Figure 24-28

24.5.3 Info Search

Step 1. Enter face recognition module, select @ mark to enter snapshot search app, see

Figure 24-29 and select IVS device and channel (select one only), and select search period,

user type, name, ID, gender and etc. Click button to search.
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% DSS e Face Recognition

Figure 24-29

Step 2. Search result is in Figure 24-30. Match User shows match result by user type, name, ID,
gender and etc. Recognition Record shows result of comparison between IVS channel
snapshot record and user database.

D » I Face Recognition

Gy Match User

Figure 24-30
Step 3. Double click any one result in Recognition Record and you can see details of this
recognition, as well as detailed scene of user, see Figure 24-31.
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Details

Channel: ivs_1

Time: 2017-07-24 18:50:49

Name: Devin

Gender: Male

User Property: Unknown

Figure 24-31
24.5.4 Arm Record

Arm record shows all detection records of existing user in user database by an IVS channel.
Step 1. Enter face recognition module, see Figure 24-32. Select icon to enter picture search

app, select period to search, click button.

Figure 24-32

Step 2. See Figure 24-33, click EE=3 putton to search total record quantity.
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¥ DSS 7o Face Recognition

Figure 24-33
Step 3. Double click any one record to view details, see Figure 24-34, click or

button to view previous or next record.

S DSS P Face Recognition

Figure 24-34
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25Smart Track

DSS Client supports smart track which links fisheye speed dome to general speed dome to better
control each monitoring point.

Note:

Before operating smart track, you must go to Device manager to add fisheye device (after device

is added, click f, and select fisheye and general speed dome. See Ch 7.2.

25.1 Flow

Login Web Manager

Add fisheye device

Add Speed Dome

Login DSS Control Client

Open Fisheye Linkage Tab

Add Fisheye Task

Check video in Preview Tab

Figure 25-1
25.2 Add Monitor Task

Step 1. Click . next to Preview, select smart track.

Step 2. Click . See Figure 25-2.
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1‘4 DSS PRO Preview 1 Smart Track

3. Create calibration paints. 4. 5ave

Figure 25-2
Step 3. Set monitor point name, select fisheye name and speed dome name, see Figure 25-3.

S DSS Pro

Figure 25-3

Step 4. Click , on the right move to select one point. On general speed dome on the

left, click E]to rotate speed dome to find this point. Adjust PTZ to move to center position

(green cross in window), see Figure 25-4.
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» DSS "™

146 PTZ Domes

Figure 25-4
Note:
® Select 3-8 mark points on fisheye speed dome.

® \When you find mark point on the left side of general speed dome, click E] to zoom out PTZ.

® Click to 3D position, and when you click a certain point on the left side of speed dome, it

will auto move to the center.

Step 5. Click to marked point.

Step 6. Follow Step 4. -5 to add at least three mark which shall not be on a same straight line.
See

1S DSS Pro Preview1  [Smartirack
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Figure 25-5

Step 7. Click Save, see Figure 25-6.
].:; DSS PRO Preview 1 Smart Track

Fisheye and 5D

smarttrackl

_a_ = T

Figure 25-6

25.3 Execution of Fisheye Monitor Task
Step 1. Double click complete monitor task box, enter Preview interface, see Figure 25-7.

1> DSS Pr°

2017-04-12 22:60:66 Wed

Figure 25-7
Step 2. Click any point on the left of fisheye, general speed dome on the right will auto link to
corresponding position.

Step 3. Click E pop up Save the View box, see Figure 25-8.
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Save the View

View Mame :

View Group :

Cancel

Figure 25-8
Step 4. Enter view name, select group, and click OK.
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26 Radar Smart Track

26.1 Business Flow

Login Manager _ enter Device module

login Client add smart track device

enter Smart Track module add smart track plan

double click link plan view preview module

26.2 Add Radar

Step 1. Login Manager, enter Device module, in Figure 26-1 click ¥ A9 {0 enter Add

interface.
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# Change IP

IP Address  +

172.10.1.104

172101118

172101123

172101138

Device Name ¢

37T

PTZ Dome

172.10.2.66

1LODATIPALODDAT

i Dss x W
< C | ® F=# | 172.10.1.201/admin/login_login.action
i: DSS rre Home Device
+ Add o3 Refresh (9 Intialize Device
Init Status
initialized
initialized
initialized
initialized
T Delete P Reset Password
A Encoder
Device ID IF Address ¢
1000511 172.10.1.201
1000015 20.2.4152
1000006 172.10.3.66
1000004 172.10.2.120
1000003 172.10.2.227

1JO1CFOYAZO0041

Type ¢

Unknown

NVR

Unknown

Unknown

Type ¢

Smart IPC

T

37T

23

T

Slatus ¢

Offline

Offine

* Online

® Oniine

* Online

@ Device Network
MAC Address
4C:11:BF0B:66:0A
4c b5 TTed
90:02:29:42:76:07

3cef3c:06:echl

Offline Cause: Operation
Main connection failed.
Main connection failed

-1

-]

-1

Hi, system »

PackUp &

Step 2.

Figure 26-1

In Figure 26-2, device category shall be “Radar Device” and enter device IP, port,

username and password. Select device organization and server, click EGEN to go to next

step.
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Add All

1. Login Information. “ 2.Device Information

Protocol; Dahua ¥
Manufacturer: Dahua M
Add Type: IF Address M
Device Category: Radar Device v

IP Address: | = 10.11.5.194

Device Port: | = 8100

User. = admin

Fassword:
Org: root v
Video Server: Center Server v
Figure 26-2

Cancel

Step 3. In Figure 26-3, fill in radar device name, select device model (currently support B100 and

B300), fill in device SN, select device role and click OK.
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Add All b 4

2. Device Information. 1.Login Informatinn_

Device Mame: = Radar-B300

Type: B100 r

B100
Device SN:
B300
Fale: Administrator, Operator

Back Continue to add “

Figure 26-3

Step 4. Radar device is shown in Figure 26-4. Click to edit this radar device.
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& Add [ Delete B Reset Password Org root v Se
All Encoder ANPR Device  Intelligent Device Matrix Radar Device
Device ID IPDomain Device Name  # Type ¢ Org Status ¢ Offine Cause Operation
1000086 10.11.9.194 Radar-8300 B30D roat * Oniine
Total 1 record(s| n Gi Gi
Figure 26-4
Step 5. Click to edit this radar device, see Figure 26-5.
Edit device other x
Basic Info
Input Info
Virtual Channel
Protocaol: Dahua v Manufacturer: Dahua =
IP Address: | = 10.11.9.194 User: = admin
Device Port: | = 8100 Password:
Video Server: Center Server hd Org: root A
Device Details
Device Name: | = Radar-B300 Device SN:

Type: B300 -

Figure 26-5

26.3 Add Smart Track

Step 1. Login Manager, enter device module, in Figure 26-6 click + Add {5 enter Add

interface.
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3 pss x

< C | ® F=# | 172.10.1.201/admin/login_login.action ? ¥

i: DSS rro Home Device Syste Hi, system *

& Add &3 Refresh () Initialize Device # Change IP g Device Network PackUp a
Init Status IP Address ¢ Type * Port MAC Address
initialized 172.10.1.104 Unknown T 4C11:BF.0B:66.0A
initialized 172101118 NVR 37T 4c bR 15T7Ted
initialized 172101123 Unknown 23 90:02:29:42.fc:07
initialized 172101138 Unknown T 3cef3c:06:echl

T Delete B Reset Password
A Encoder
Device ID IP Address ¢ Device Name ¢ Type ¢ org Status ¢ Offline Cause: Operaticn
1000511 172.10.1.201 7777 DVR root Offine Main connection failed.
1000015 2024152 PTZ Dome Smart IPC root Offine: Main connection failed
1000006 172.10.3.66 172.10.3.66 IPC IFC ® Oniine -3
1000004 172102120 1LDOATOPALODOST IPC IPC ® Onine -3
1000003 172102227 1J01CFOYAZOO041 IPC IPC ® Oniine )

Figure 26-6
Step 2. In Figure 26-7, for device category select “Encoder”, enter smart track dome IP, port,
username and password. Select device organization and server, click EGEN to go to next
step.
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Add All x

1. Login Information. m 2.Device Information

Protacol: Dahua v
Manufacturer: Dahua v
Add Type: IF Address v
Device Category: Encoder ¥

IP Address: | = 10.11.2.123|

Device Port: | = 37777

User. | = admin

Fassword:
org: root ¥
Video Server: Center Server ¥
Figure 26-7

Step 3. In Figure 26-8 fill in smart track dome name. When network is unobstructed, the platform
will auto get device type and channel info. See the figure, select device role, click OK.
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Add All >

2. Device Information. 1.Login Informatiran_

Device Name: =

Type: Smart IPC v
Device SN:
Rale: Administrator, Operator

Video Channel:
Alam Input Channel: 7

Alarm Qutput Channel: 2

Back Continue to add “

Figure 26-8
Step 4. Smart track device is in Figure 26-9.
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+ Add T Delete B Reset Password Org root v

All Encoder  ANPR Device  Intelligent Device Matrix Radar Device

Device ID IP/Domain  # Video Server Device Name  + Type # Org Status Offline Cause Operation
1000042 103310144 Center Server dev37777 DVR root Offline Netwrok anomaly.

1000067 10119193 Center Server PTZ-RADAR Smart IPC root ® Online £

1000064 172.10.3.57 Center Server people count Smart IPC root & Online o3

1000048 1033.10.27 Center Server 10331027 EVS root ® Online o]

1000040 10.33.10 241 Center Server 103310 241 DVR root ® Online £

1000038 172101138 Center Server 172.10.1.138 EVS root & Online -3

Figure 26-9

26.4 Smart Track Plan Setup

Step 1. Login Client, open New tab to enter radar smart track module, see Figure 26-10.

deo Wal Download ...

Radar Smart Track Description

Figure 26-10

Step 2. Enter radar smart track module, see Figure 26-11 for initial status, click to add link plan.
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) DSS PrO Live View 1 Radar Cam Link

ELE kage

Figure 26-11
Step 3. Enter add interface, see Figure 26-12 prompt “No map data, please set the map on the
left first.” Because radar channel shall be dragged onto ma and if the system has not added
map, you shall login Manager and add map.

D DSS PrO Li 1 Radar Cam Link O 20 @

bacisSetting bacis Setting radarSetting relationGlobal

Figure 26-12
Step 4. Basic config. Set plan name, select map. Enter actual length and width of map’s
corresponding area. See Figure 26-13 and Figure 26-14. Click Next to enter radar config.
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1S DSS PrO LiveView1 || /RadarCam Link oM s~ ¢ @

bacis Setting bacis radar Setting relationGlobal

Figure 26-13

1S DSS PrO Live View 1 Radar Cam Link

bacisSetting

Figure 26-14
Step 5. Enter radar setup, see Figure 26-15, select corresponding radar channel and drag it to
actual installation position on map.
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‘r\, Dss PRO Live View 1 Radar Cam Link {+]

radarSetting

Figure 26-15
Step 6. In Figure 26-16 you can set radar device installation height. Manually rotate blue shadow
area to adjust radar device monitoring area as well as you can manually adjust angle value.
Click Next to enter smart track dome config.

‘r\, Dss PRO Live View 1 Radar Cam Link {+]

radarSetting

449.21875 509.765625

178.013031!

Figure 26-16
Step 7. Config dome. In Figure 26-17, click speed dome and select input box. In open device list,
double click channel you want to link.
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S DSS PrO veView1 [ RadarCamiink

relationGlobal

Figure 26-17

Step 8. In Figure 26-18, set speed dome installation height, XY axis data are auto gotten.

S DSS PrO LveView  [[/RadarCamLink

relationGlobal

IP PTZ Dome

Radar Smart Track Preview

29

4453125 521.484375

Figure 26-18
Step 9. Set calibration point. You shall link radar to monitoring position of the dome via one
calibration point. See Figure 19-9. How to set: in radar monitoring area, select one blue point
(detected moving object), then the blue point turns to yellow; rotate dome toward this moving
object, click OK to save.
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S DSS Pro

relationGlobal

1P PTZ Dome.

Figure 26-19

Step 10. Radar link plan view and modification. In Figure 26-20, click to edit this plan. Click

E to delete this plan.

]h‘; D S S PRO ive View 1 Radar Cam Link

Radar Camera Linkage

Demo

Figure 26-20

26.5 Application Display

Step 1. In smart track module, see Figure 26-21, double click plan list to open set link plan.
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ﬁ: DSS PRO ive View 1 Radar Cam Link

Radar Camera Linkage

Figure 26-21
Step 2. Open plan to it auto goes to live view module, see Figure 26-22, when moving object
appears in monitoring range of radar, dome will auto track this object. You can freely drag the
dome.

Figure 26-22
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27Backup and Restore

DSS Manager supports to back up config info and save backup to local PC, meantime it supports

to restore backup file.

Note:

Only “system” user can back up and restore which means only when a user login via “system”
account, he/she can back up and restore config.

27.1 System Backup

27.1.1 Intro to Function

To ensure user data security, DSS Professional system provides backup function of data. It
includes manual backup and auto backup.

27.1.2 Manual Backup

Step 1. Login DSS Manager.

Step 2. Click next to Home, select Backup and Restore, see Figure 27-1.

Device

Video Wall

| system Maintenance

System

User Organization

9 &

Map Bind Resource

o

Backup and Restore Log

[all=lE] =
» Dss x WO N
& C | ® 172.10.1.177/admin/login_login.action T o o
1:. DSS Pro Home New Tab x  + Hi , system ~
| Business Configuration
(o) w¥e
- s
b W

Event

=
-

Target Management

Statistics

Storage

Vehicle Blacklist

javascript:openNewTabSelf(001009" Backup and Restore’, /admin//backupRecover/backup_init.action’,0):
e et T r r v

Figure 27-1

o
Step 3. Select 0" Backup tab, enter backup interface, see Figure 27-2.
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13 DSS Home Backup and Restore x  + Hi, system v

Restore

' I

Manual Backup Automatic Backup

Figure 27-2

Step 4. Manually back up data by clicking — wweee |
Step 5. Backup result is shown, and you can see backup result at the lower-left corner in

explorer (as well as download content of explorer). Click to show it in folder. Default backup
path is C:\Users\"actual user name”\Downloads.

Restore

=l

Manual Backup Automatic Backup

E

Figure 27-3
Step 6. See Figure 27-4 pop up box, enter password to encrypt this backup file.
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Config backup file password

Encrypted password: | =

Figure 27-4
Step 7. In default path, see Figure 27-5.
|| backup_2017-04-12 (1).dblk 2017/4/12 1711 DBK =4 29 KB
|| backup_2017-04-12.dbk 2017/4/12 1707 DBK {4t 20 KB
Figure 27-5
27.1.3 Auto Backup
Step 1. Refer to Ch 18.1.2 Step 1.~3.
K>
Step 2. Auto back up, click  swwsaw , SEE FigUure 27-6.
Automatic Backup x
Backup Path: Automatica & sernve
Period: MNewver v
Figure 27-6

Step 3. Select backup period from dropdown list, you can select: never, by data, by week, by

month, see Figure 27-7.
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Automatic Backup x

Backup Path: Automatically backup to the server

i

Periad: Newver v
Newver
Day
Week

Manth

Figure 27-7
Step 4. Select backup period, and the pages show setup menu, you can set auto backup

execution time. After you set time, click “ to save config. The system auto back up

data by selected period and time to server.

Automatic Backup x

Backup Path: Automatically backup to the server
Period: Day v

Time: 18115

Figure 27-8
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(= =1

Automatic Backup

Figure 27-9
Step 5. On server, view auto backup file. Default backup path is server installation
directory-Servers-bak- db_backup, see Figure 27-10.

| | 172.5.1.207_d=s_Z01T0412_1. =ql 2017/4/12 15:15 SHL 3 221 KB
| | 172.5.1.207_d=ss_20170412_dnl_1. =ql 2017/4/12 15:15 SHL 3 42 KB
Figure 27-10

27.2 System Recovery

27.2.1 Intro to Function

When user database is abnormal, you can use the recovery function to recover data to the latest
backup so DSS system can quickly recovers thus minimize user loss.

Warning:

Before you restore system, you shall stop DSS operations done by other users. This function will
change data info, be careful!

27.2.2 Restore Local File

Local file restore is to restore manually backed up file to server.

o
Step 1. Select e tab, enter Restore interface, see Figure 27-11.

Backup

Restore

&

O O

Local Server
Figure 27-11
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O

M hoose
Step 2. Click e, Select local file to restore, click and select file. Click

“ to continue, see Figure 27-12.

Manual Restore 4

From: Cifakepathibackup_2017-04-12.dbk

Figure 27-12
Step 3. Enter admin password to restore, see Figure 27-13.

Manual Restore x

FPassword: | =

Encrypted password: | =

f=p=t=b L AR

Figure 27-13

Step 4. Now it is restoring data, you can see percentage of progress complete.
Step 5. When it successfully restores, system will reboot.
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27.2.3 Restore Server File

Select to restore backup file on server, however, you must have enabled auto backup function of
the system already, so the server has backed up file periodically.

o
Step 1. Select Sl s tab, see Figure 27-14.

Backup

& &
J xJ
; '
Local Server
Figure 27-14
Y
S
Step 2. Click Server , in pop-up list, click and select file to restore, see Figure 27-15.
Server Recover X
SN Time File Size Operation
2 2017-04-12 9.75KB
1 2017-04-13 4 24KB
Total 2 record(s) i/1
Figure 27-15

Step 3. Enter admin password, click “ to execute, see Figure 27-16.

Server Recover

Fassword: =

Figure 27-16
Step 4. When it successfully restores, you will see a prompt and system will reboot.
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28Log

28.1 Intro to Function

The system supports to search Manager config log, Client config log and system log. You can
filter search type of search, select period and keyword. You also can export log (in PDF format).
The following takes Manager config log as an example.

28.2 Intro to Operation
Step 1. Login DSS Manager.

Step 2. Click next to Home.
Step 3. Select log module, see

Manual Restore x

FPassword: | =

Encrypted password: | =

Figure 28-1

Step 4. Select log type, event type, search time. See Figure 28-2.
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Log Type  WManager Config Log v EventType: Al v Period: 2017-04-12 - 2017-04-12 [ Export
Manager Config Log Al
Client Setup Log Useman o EEE ®
System Log Paramater Config
201 rva-12 234505 ystem ILogin 10.33.10.14
Device
;
2017-04-12 23:45:05 system  C1OANIZANON Structure ILogin 2 3 4 5 &6 T &8 17240313
Role 9 w0 G 12 13 14 15
2017-04-12 23:44:53 system  Event ILogin o : 10331014
Storage o o
2017-04-12 234132 L ILogin 10.18.135.170
Video Wall
2017-04-12 23:41:28 system ILogin =2 10.33.10207
Backup and Restore
2017-04-12 23:38:47 system Login Exit 1033715
2017-04-12 23:39:47 system Login Login 10.33.7.15
2017-08-12 23:38:37 system Login By 10.33.10.14
2017-04-12 23:37:20 system Login B 10331027
2017-04-12 23:32:16 system Login Login 10.33.1065
2017-04-12 23:19:02 system Login B 10.33.10.158
2017-04-12 23:17:54 system Login i 10.33.10.177
2017-04-12 23:10:24 system Login =2 10.33.10.14
2017-04-12 22:50:03 system Login Login 1033715

Total 250 record

E‘ Goto page

Figure 28-2
Step 5. Result of log search is shown below, and total number of search is shown at the
lower-left corner. See Figure 28-3.

| Log Type:  Manager Cenfig Log v EventType: Device v Period]| 2017-04-11 - 2017-04-12 |

[# Export

Time Username Event Type Event Contents P
2017-04-12 18:11:10 system Device Add 28 172.10.4.111 17210313
2017-04-12 18:10:44 system Device Add i85 1 172.10.4.62 17210313
2017-04-12 18:10:01 system Device Add 8% 172102323 17210313
2017-04-12 18:09°58 system Device Add E 11721048 17210313
2017-04-12 18:09:53 system Device Add 1B 1721046 17210313
2017-04-12 18:09:49 system Device Add izEE 17210388 17210313
2017-04-12 18:09:46 system Device AddIBE 1 172.10.3.84 17210313
2017-04-12 18.00:41 system Device Add 2% 17210374 17210343
2017-04-12 18:09:37 system Device Add 8% 1 172.10.3.70 17210313
2017-04-12 18.09:33 system Device Add 8% 172.10.3.66 17210313
2017-04-12 18:09:29 system Device Add 125 17210364 17210313
2017-04-12 18:08:25 system Device Add 1B 172.10.2.227 17210313
2017-04-12 18:09:21 system Device Add iR 172102223 17210313
2017-04-12 18:09:17 system Device Add i1 172.10.2.208 17210313

[ [5][5] 7] [}]  coweme

Figure 28-3

Export

. [+ . .
Step 6. Click to export log info, see Figure 28-4.
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Log Type

Time

2017-04-12 18:11:10

2017-04-12 18:10:44

2017-04-12 18:10:01

2017-04-12 18:09:58

2017-04-12 18:09:53

2017-04-12 18:09:49

2017-04-12 16:09:46

2017-04-12 18:09:41

2017-04-12 18:09:37

2017-04-12 18:09:33

2017-04-12 18:09:29

2017-04-12 18:09:25

2017-04-12 18:09:21

2017-04-12 18:09:17

Manager Gonfig Log

Event Type:

Username

system

system

system

system

system

system

system

system

system

system

system

system

system

system

Device

v Period: 2017-04-11 - 20170412

EventType
Device
Device
Device
Device
Device
Device
Device
Device
Device
Device
Device
Device
Device

Device

Figure 28-4

view in Explorer download bar, see Figure 28-5.

Backup_2017-04.

abk ~

Misnagsr Cenng Lo

Figure 28-5

Ad1E 17210314
Ada ® 172103
@ 210 .10
Add 2R 7210354 0
ram T2 103
Asa@m - 172102223 o
A @B 172102208 mn

5] (s . Gopage [1

CIEI I EEE

Event Contents

Add &% 172,104,111

Add i35 : 172.10.4.62

Add 88 172.10.23.23

Add 28 172.104.8

Add 28 172.1046

Add 128 1 172.10.3.88

Add i85 : 172.10.3.84

Add iR 17210374

Add 788 1 172.10.3.70

Add 128 : 172.10.3.66

Add 128 1 172.10.3 64

Add 88 172.10.2.227

Add 88 :172.10.2.223

Add ¥ : 172.10.2.208

Step 8. Open compression pack, log (PDF) is shown in Figure 28-6.

17210313

17210313

172.10.3.13

17210313

172.10.3.13

17210313

17210313

17210313

17210313

172.10.3.13

17210313

172.10.3.13

17210313

17210313

Gotopags | 1

| [eo]

Step 7. View export log result, and it shows current log pack at the lower-left corner, you also can
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& Downloads  #
Documents
=] Pictures -
admin
bin
i Local Disk (C)
fosEtE 201704

¢@& OneDrive

[ This PC

[ Desktap
Documents
- Downloads
b Music

[&] Pictures

B Videos

% Local Disk (C:)

= DS5-Linux (D:)

= New Volume (E3)
v

Titem  1item selected 13.6 KB

Compressed Folder Tools

Share View Extract
g » Log
~  Name
s Quick access
Log1
B Desktop~ # c

Compressed size

Size

v O

14KB

Search Log
Ratio

13%

Date modified

2017/4/26 5:56

Step 9. View log final result.

Figure 28-6
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29 Statistics

DSS Manager supports to search system operation and maintenance statistics function and

understand system operation on time.

29.1 Overview

Step 1. Click next to Home, see Figure 29-1.

Device

Video Wall
| system Maintenance

System

| Business Configuration

o

Backup and Restore

javascript:openNewTabSelf( 001011, Statistics', /admin//maintenance/sum...
e o r T T T

[ ]
N LN

Organization

Bind Resource

[all=lE] =
» Dss x WO N
& C | ® 172.10.1.177/admin/login_login.action T o o
1:. DSS Pro Home New Tab x  + Hi , system ~

Event

=
-

Target Management

Statistics

-

Storage

Vehicle Blacklist

Figure 29-1

Step 2. Select Statistics, see Figure 29-2.
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Home Statistics ¥  + Hi, system +

Running State Status Information
® Online © Offiine
+ 10.0mes
/ v 1.7 wes
CPU(50%) Storage(0%) Bandwidth Service Device User
Device Health Report
Event Information Source Information
2017-4 v

® Processed © Total

Quantity Quantity

01 03 0 07 09 11 13 15 17 18 21 23 25 27 29 Encoder Channel Alarm Channel

Figure 29-2

29.2 Running State

View CPU, storage, bandwidth and etc. Click Running State or icon below to go to detail page,
see Figure 29-3.

Running State L}
CPU(91%) Distributed Server
Storage(0%) Details

A

Bandwidth

® Down @ Up
Mbps

14:7:03 14:7:08 14:7:13 14:7:18 14:7:23 14:7:28 14:7:33 14:7:38 14:7:43 14:7:48

Figure 29-3
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29.3 Status Info

View server, device, user online/offline status statistics and click Status Info or icon below to go to

detail page.

29.3.1 Server State

Click I in Server State interface, see Figure 29-4.

Statistics »

4t

Hi, system ~

server State

Device Status
User State

Device Health Report

4

Center Unit

29.3.2 Device Status

Step 1. Click Device Status tab, see Figure 29-5.

Y DSs Home  [[SHBiGICEIR

Name

MTS(2001)

ARS(8001)

ADS(16001)

PCPS(8001)

§5(1001)

MGW(103001)

VMS(6002)

DMS(4001)

4e

Name

Center Server

IP Address.

127001

Service Type

MTS(Medium Transfer Service)

ARS(Active Register Service)

ADS(Alarm Dispatch Service)

PCPS

S5(Storage Service)

MGW

VIS

DMS(Device Management Service)

Figure 29-4

Server Status

Status

® Online

@ Online

® Online

@ Online

® Online

@ Online

® Online

@ Online

0

Encode

master

Hi , system +

Server State Device Status

User State Encode

Device Health Report 1000003
1000002
1000001
1000000

Status

® Online

® Online

® Online

® Online

GEERILEY History

Device Name
172.10.1.202
37779
37778

37777

Figure 29-5
Step 2. Click Export, to export real-time device status PDF format, see Figure 29-6.
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1000000 ® Online arm roat 172101200

Figure 29-6

Step 3. Open export file, see Figure 29-7.

| = Compressed Folder Tools  Log - a x
Home Share View Extract [7]
™ |4 » Log ) Search Log el
(o) Mame - Type Compressed size Password ... Size Ratic Date modified

3¢ Quick access
[ Desktop
3 Downloads

/] Documents

@ Logl PDF File 12KB MNo 14KB 13%

=] Pictures
admin
bin
i Local Disk (C)
fosEtE 201704
¢@& OneDrive

[ This PC
[ Desktop
[ Documents
- Downloads

J Music

| Pictures

B Videos
% Local Disk (C:)
= DS5-Linux (D:)

= New Volume (E3)
_ W

Titem 1 item selected 13.6 KB =
Figure 29-7

Step 4. Click History tab in device status interface to view device historical status, see Figure

29-8.
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Server State Device Status Rea\'ﬂme r,

Device Status |Permd 2017-04-01 - 2017-04-07 Org: | root v [# Export

User State Time Status Device Name Org Name IP/Domain
Device Health Report 2017-04-08 11:51:45 ® Online 172.10.1.202 raot 172.10.1.202
2017-04-08 11:51:45 # Cnline 37779 root 172.10.1.201
2017-04-08 11:51:45 ® Cnline 37778 root 172.10.1.201
2017-04-08 11:51:44 ® Cnline 37777 raot 172.10.1.201
2017-04-08 11:51:17 ® Cnline 172.10.1.202 root 172.10.1.202
2017-04-08 11:51:17 ® Online 37779 raot 172.10.1.201
2017-04-08 11:51:17 # Cnline 37778 root 172.10.1.201
2017-04-08 11:51:16 ® Cnline 37777 root 172.10.1.201
2017-04-07 01:23:22 ® Cnline 172.10.1.202 raot 172.10.1.202
2017-04-07 01:19:19 Cffline 172.10.1.202 root 172.10.1.202
2017-04-07 01:18:16 Gffline 172.10.4.202 root 172.10.1.202
2017-04-06 11:46:04 ® Cnline 172.10.1.202 raot 172.10.1.202
2017-04-06 11:42:36 offiing 172.10.1.202 root 172.10.1.202
2017-04-06 11:42:33 Gffline 172.10.1.202 raot 172.10.1.202

Figure 29-8
Click user state, device health report tab to view corresponding details, which are skipped here.

29.4 Event Information

View statistics and processed alarm of alarm event by month, see Figure 29-9.

Event Information
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Figure 29-9

29.5 Source Info
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View encoding channel and alarm channel statistics, click Source Info or icon below, go to detail

page, see Figure 29-10.

l: DSS Home Statistics *  +

Hi, system ~
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Alarm Org root
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wyHDVR_3

wyHDVR_4
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wyHDVR_6

Device
wyHDVR
wyHDVR
wyHDVR
wyHDVR
wyHDVR

wyHDVR

Figure 29-10

Click Alarm tab to view alarm channel detail.
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30Sync Time

30.1 Device&Slave Server Sync Time

30.1.1 Function

Device sync time is to sync time on front-end device with platform server. DSS platform supports
devices of Dahua, Hikvision and ONVIF protocol. You can view platform server time: DSS

platform server installation time.

30.1.2 Principle

Both Dahua and Hikvision devices call related SDK interface to send command to device. Device
executes the command and sends feedback to DSS server. Device of ONVIF protocol connects to
device which receives sync time command sent from DSS server by calling ONVIF protocol

interface. Device executes command and sends feedback to DSS server.

30.1.3 Config

Step 1. Click next to Home, see Figure 30-1.

Video Wall Map

| system Maintenance

System Backup and Restore

o

javascript:openNewTabSelf(001008" System’, /admin//config_list.action’'0);
e o g e T

Bind Resource

[af=]a] =
» Dss X
& C | ® 172.10.1.177/admin/login_login.action T o o
S PRO ) :
1% DSS rre Home NewTab x  + Hi, system ~
| Business Configuration
L]
@ . o%e o
| g
- e
Device User Organization Event Storage
.=. \ | L) -
peg LY - =

Target Management

Statistics

Vehicle Blacklist

— — —

Figure 30-1

Step 2. Click Interval Setup tab, enable device time calibration, and set parameter, see Figure

30-2.
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@ Message Storage Time Setup

5 Time Sync
Time Interval
Enable
= FP
Start Time: | = Sync Interval: = 44 Hour | Immediately
. Time Sync
Mail Server
Active Directory
Mail Server
@ wrTPS
Enable
B PosEnd _
SMTP Server Type: | UserDefined v Sender Mail Address: |+ gin_juan@it com
SMTP Server: |+ 10.1.0.97 PASSWOMT,  + sessrssssissssimsssimsmssmss s
Port: = 25 Test Recipient: | gin_juan@it.com
Encryption Type: No encrypt v Mail Test

Start time can be selected in dropdown list, and you shall enter interval manually.

Step 3. Click mmediate...

Step 4. Click m to save.

30.2 Client Sync Time

to sync time now.

30.2.1 Function

Client sync time is to sync DSS Client time with platform server. After sync time is enabled on
Manager, sync time on Client is enabled as well, however, you must go to local config on Client to
accept this sync separately before sync time on Client.

View client time: PC time where the DSS Client is installed.

30.2.2 Config
Step 1. Referto Ch 18.1.3.

Step 2. Login in DSS Client, click E at the upper-right corner, open local config.

Step 3. Select General tab, enable net time, see Figure 30-3.
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Local Config

-[:I- General

English ¥ (Becomeactivated after restart)
Theme

Resolution

; Alarm Input

Default Split
TOETIITEE g ¥  When splitexceed thisvalue, opens...
Play Mode 2ala ity -

RT Playback Time v

Default Cancel

Figure 30-3
Step 4. Click Save.

. Immediate... . . o .
Step 5. On Manager, click button, then PC time where Client is installed will sync

with DSS server time.
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31FTP

31.1 Usage

Enable FTP function on DSS server, which is mainly used to upload alarm snapshot to DSS
platform. You can use DSS system self-carried FTP, or other FTP server you create.

31.2 Config

Step 1. Click next to Home.

Step 2. Select System tab, see Figure 31-1.

| system Maintenance

System

Backup and Restore

javascript:openNewTabSelf(001008" System’, /admin//config_list.action’'0);
e et e

Statistics

A [all=lE] =
[ Dss x N
& C | ® 172.10.1.177/admin/login_login.action T o o
1:. DSS Pro Home New Tab x  + Hi , system ~
| Business Configuration
ﬁ L
[ ]
- o¥s
[ =] L
Device User Organization Event Storage
.=. i 9 ‘ L) -
— - =
Video Wall Map Bind Resource Target Management Vehicle Blacklist

Figure 31-1

Step 3. Click FTP Setup tab, set FTP address and username, password.

See Figure 31-2.

€

Interval Setup

Multicast Setup

Message Storage Time Setup

FTP Setup

LAN Path

* fipi72.10.0.200

Note:

WAN Path

fp127.004/

Figure 31-2

Username: | = dss

Fassword: | sseees

Item with * sign is mandatory, and FTP standard format is: ftp://x.x.x.x/. System self-carried FTP
address is IP address of DSS server. Username and password are “dss” by default.
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ftp://x.x.x.x/

Step 4. Click m to save. See Figure 31-3.

Prompt x

| @ Save Successful.

Figure 31-3

31.3 Usage Display

Step 1. On PC desktop, click My Computer.
Step 2. In address field, enter FTP address you set, such as ftp://172.10.1.201/, press Enter.
See Figure 31-4.

() [ fioy/172101.201 Y
Figure 31-4
Step 3. After you press Enter, when the FTP is open, enter username and password. (default is
dss/dss)

Step 4. Click Login, enter FTP directory.
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32Version
32.1 Client Version

Click E at the upper-right corner of DSS Client, select About, to view version as in Figure 32-1.

About

F
]: Ds II?IEE?:I Client

Version
7.00.000.687290

Release Date

2017-04-11

Figure 32-1
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33Naming Rule Setup

Click B at the upper-right corner of DSS Client, open Local Config interface.

Click Snapshot and Record tab, you can set naming rule of snapshot and local record, see Figure
33-1.

Naming rule can be select from: channel name_time, channel no._time, time_channel and
time_channel name.

Local Config

£ General Snapshot

saveformat

Snapsh ePath

O Playback
Pic Mame Format channelMame_time
5} snapshot

capture interval 2 % (notlessthan 1s)

@ Record Continuous Amount 3 [2-10)

A Abrm

a ! rd Save Path

Record Name Format channelMame_time

max size of record 1024 (10-1500M)

Alarm Type

Default Cancel

Figure 33-1
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34Path Setup

Click B at the upper-right corner of DSS Client, open Local Config interface.
Click Snapshot and Record tab, you can view storage path of snapshot and local record, see

Figure 34-1.

Local Config

& General

Snapshot

save format

Pic Mame Format

capture interval

Continuous Amount

Record Mame Farmat

ecord

Alarm Type

(10-1500M)

Figure 34-1
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35Help

In homepage of DSS Manager, you can view user’s manual, mobile client manual and FAQ.

Add Device

Manually input device connection
parameter, to add the device to the

ﬁ

Nt

Add User

Add user, and authorize the user
with system permission.

Add Event

Add device or system events, and
configure the corresponding link

platform
Add Device

Overview
Status: Online
Device: 28
User: 3
Service: 8
HDD

actions.

Add User Configure Event
License
Offline Date:2017-04-20. Defails of license
8
Step 1: Export license request file.
10
0 Export trial request file
Step 2: Contact sales person for license
0GRG

Step 3: Import License File

Set Record Plan

Configure the record plan of
cameras.

Configure Record Plan

Help

User Manual

FAQ

E-Mail:dss_support@dahuatech.com
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36Shortcut

Shortcut of PC is in Chart 36-1.

Function Shortcut | Function Shortcut
Wnd Move up Up Snap Single Wnd P
Wnd Move down Down Snap pic Ctrl+P
Wnd Move Left Left Local Record Ctrl+R
Wnd Move Right Right PreSetl 1
Aperture- Insert PreSet2 2
Aperture+ Delete PreSet3 3
Focus- Home PreSet4 4
Focus+ End PreSet5 5
Wiper PgUp PreSet6 6
Light PgDn PreSet7 7
Open Single Wnd L PreSet8 8
Close Single Wnd L PreSet9 9
Open Full Screen Ctrl+F PreSet10 10
Close Full Screen ESC

Chart 36-1
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Appendix 1 Server Module

CMS Center Manage each service and provide 80 TCP
Management access interface.
Service
MQ Message Queue Responsible for message transfer 61616 TCP
Service between platforms
DMS Device Log in front end encoder, receive 9200 TCP
Management alarm, forward alarm, send time
Service command.
MTS Media Transmission | Get audio and video stream from the | 9100 TCP
Service front-end device, then distribute to
the SS, client, decoding device.
SS Storage Service Video storage , video query and 9320 TCP
video playback
VMS Video Matrix Log in the decoding device and Not a fixed TCP
Service send the wall task to the decoding value/no nedd
device. mapping to
WAN
MGW MediaGateway Send the address of the MTS to the | 9090 TCP
Service decoding device
ARS Auto Register Monitor and login auto-register 9500 TCP
Service device, get stream from the device
then send to MTS
PCPS ProxyList Login Hik and Onvif device, get 5060/14509 UDP/TCP
Control Proxy stream from the device then send to
Service MTS
ADS Alarm Dispatch According to the plan to send alarm | 9600 TCP
Service information to different objects
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Note:

This manual is for reference only. Slight difference may be found in the user interface.
All the designs and software here are subject to change without prior written notice.
All trademarks and registered trademarks are the properties of their respective
owners.

If there is any uncertainty or controversy, please refer to the final explanation of us.

Please visit our website or contact your local service engineer for more information.
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