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Welcome

Thank you for using our Smart Professional Surveillance System (SmartPSS)!
This user 6s manual is designed to be a reference t
Here you can find detailed operation information about SmartPSS.



1. Overview and Environment

1.1 Overview

SmartPSS is an abbreviation for Smart Professional Surveillance System.

The software is to manage small quantity security surveillance devices. It releases with the
device and does not support the products from other manufacturers. It has the following features:
View real-time video of several camera channels.

View the playback video files from various cameras.

Support multiple scheduled arms to realize auto PC guard.

Support e-map; you can clearly view and manage all device locations.

Video wall plan setup and can output video wall video at the same time.

Support extension applications, can send out alarm information to external programs.

B

B

1.2 Performance

System max supports 36-channel at CIF resolution.
Each storage server max supports to save 32-channel video

1.3 Environments

Item Requirements

oS Windows XP and higher.
CPU Intel core i3 or higher.
Display card Intel HD Graphics and higher.
Memory 2GB or higher.

Displayer 1024x768 or higher.

Resolution




2. Installation and Upgrade

2.1 Installation

Double click fiGeneral_Smart-PSS_Eng IS VX.XX.X.e x et@begin installation. See Figure
2-1.

B

Flease select a language:

g | English ~|

(84 . Cancel

Figure 2-1

Select installation language from the dropdown list and then click OK button to go to
Welcome interface. See Figure 2-2.

Welcome to use SmartPSS Operator Installation

Whally new, flexible realtime preview with abundant functions

--Shining new tool bar, various functions, cear interface
-Multiple customized window layouts suitable for more surveilance environments
--operation with view interfaces and groups
Playback interface based on user experiences
--Simple and reasonable search steps, fluent operation
--Exported record files support clip operation while viewing, natural and fluent operation
--Combination of various search modes, meets varous user experiences
Local storage, PC-MYR
--Total storage solutions, enhance product quality
--Easily to create a record plan, what you see is what you get
Mew tour settings, new alarm configuration, new...

--Quick and accurately create tour tasks based on the monitor
-Mew schere setting interface, orientation configuration, easy and clear to use the function

et . Cancel

Figure 2-2

Click next button, you can see an interface is shown as in Figure 2-3. Here you can view
End User License Agreement.



EMD-USER LICENSE AGREEMENT ("EULA") -

m

1. Preface

Please read the following Agreement carefully before instaling the Software.
This End User License Agreement ("EULA" or "Agreement”) is an agreement between you ("You" or "User™), and the Software
provider, and the provider ("Provider”) of approved services. By instaling, copying, downloading or otherwise using the Software
the User agrees to be bound by the terms of this Agreement. IF YOU DO NOT AGREE TO THE TERMS OF THIS EULA, YOU MAY
NOT USE THE SOFTWARE. Please immediately stop instaling, copying, or otherwise using the Software, plus delete any parts of
the Software that you have installed or stored.

2. Definitions

Software: In this Agreement "Software” means information processing program or supporting file composed of modules or
functional units, with supporting files of all or part of source code, object code and relevant images, photos, icons, video, sound
record, video record, music, text, code; plus descriptions, functions, features, contents, quality, tests, user manual, EULA and
other hardcopies or electronic version of documents or technical files ("Software Product” or "Software") relevant to the Software
of interest or Provider's products.

You: In this Agreement "You" means any individual or individual entity, corporate entity including company, enterprise,
organization or section that has obtained license to legally use of the Software.

Probationary Period: In this Agreement "probationary period” means the period before completion of user registration which
allows Users to evaluate the Software within its entity.

3. Software Permit AL

e e e L o L _ =

+ Refuse " Accept

Figure 2-3

Please check the Accept item and then click Next button to continue. System pops up
module installation dialogue box. See Figure 2-4.

Flease select the functions you want toinstall, Delete the modules yvou do not want
toinstall, Click [Mext] to continue.

Diescription

SrmartPSs is managernent software to
manage the embedded network
surveillance devices. It is suitable for
devices such as emmbedded DVER, MYER,
v PC-MWE netwaorlk camera, decoder, NWRG000, It
supports real-time preview, remote
playback and expart, T wall, E-rmap,
alarm message receive and activation,
remote device parameter setup and
efc.

W gmarthss

MNeed Spacei(unit as MB): 486

Figure 2-4

Check SmartPSS item and then click Next button, you can see there is an interface asking
you to specify installation path. See Figure 2-5.



Click [Install] to continue. Click [Browse] to install in different folders.

Destination Folder

Fa ™y

| - ,z'

an older version is detected under this path., To update and replace, please continue. If you want to change the
path, please remmove the old one first, Please note: Backup configuration fles before remaoving if vou need thern,

The free space of C is 36577ME The free space of E is 135032ME

The free space of D is 71392MB The free space of F is 126038MB

Back Install Cancel
A L - - =

Figure 2-5

After you select installation path click Next button, system begins installation. The interface
is shown as in Figure 2-6.

Wholly new, flexible realtime preview
with abundant functions

Shining new tool bar, various functions, clear interface

Multiple customized window layouts suitable for more surveillance environments
operation with view interfaces and groups

Figure 2-6

During the installation process, you can click Cancel button to exit. After installation, you can
see an interface is shown as below. See Figure 2-7.



SmartPSS

Install Success

[ Release note

[ Rur SmartPss

Firish

Figure 2-7

Click Finish button, you can complete the installation.

2.2 Un-installation

1) From Start -> All programs->SmartPSS, select Uninstall SmartPSS item. System pops up
the following dialogue box. See Figure 2-8.

Uninstall SmartPSS

It weill uninstall, if current applications are running now, please close it
before you uninstalll Otherwise, click [Mesxt] to uninstall.

Mest Cancel

Figure 2-8



2) Click Next button, you can see an interface shown as in Figure 2-9.
3) Check the box here to remove SmartPSS. You can check the box to remove PC-NVR too.
Click Uninstall button to remove.

Please chiooze the components that you want to uninstal,Delete the
modules you do not want to install.Click [Uninstal] to continue,

[v PC-MWR
v SrmartPss

Lininstal Cancel

Figure 2-9



3. Setting

Double click SmartPSS icon

, You can go to the login interface.

3.1 Login Interface

Login interface is shown as in Figure 3-2.

B

5

B

5

User name: Input the user account

Password: Please input corresponding password to log in.

OK: Click this button, system can verify the account and then enter the software homepage.
(First time login shows device interface.)

Cancel: Click this button to exit login interface.

Note:

If it is your first time to run the SmartPSS program, you need to set admin password, see
Figure 3-1.

( Set administrator password x .
Password || |
Confirm Password _
i:. OK ) Cancel )
B, - F
Figure 3-1

System initial username is fadming but initial password is set by user.

You can memory your password, so that when you can log in the next time, you do not need
to input user name and password. Please note this function is for your convenient only. Do
not enable this function in public PC.

SmartPSS

User Marme: “ ‘

. Rernermber Password

>

F "\_ _/' '\._
| Login )| Exit )
~ -4 ~ -4

Figure 3-2



3.2 Homepage

Click Login button, system begins verifying user name and password and then go to the
homepage. See Figure 3-3.

-
B}

L

BASIC
224 || ‘ag
. & A — Pt 2016-01-08 R
—_ \_J b o 5
] LIVEVIEW PLAYBACK ALARM LOG VIDEO TALK
User Name: admin
Login Time: 08:46 2016-01-08
ADVANCED
\- -J Y,
HE ; 7
VIDEO WALL E-MAP DISPLAY DATA REPORT
SETTINGS

© B & O

Su "

DEVICES DEVICE CFG ALARM CFG TOUR & TASK PC-MNVR VIDEO WALL ACCOUNT
Figure 3-3
Please refer to the following sheet for detailed information.

SN Parameter Function

1 Menu Here you can view main page icons and current open
function icon.

Click add button to add a function icon on the top pane.

2 Basic It includes live view, playback, alarm manager, log and video
intercom.

3 Extension It includes video wall, e-map, and display.

4 Settings It includes devices manager, signals manager, alarm setup,
tour and task, PC-NVR, video wall management, account,
general setup and etc.

5 SmartPSS basic | Itis to display current time, username, login time.

information
3.3 General




If it is your first time to login the SmartPSS, you need to set system parameter. It includes
network performance, log save time, login SmartPSS or not, picture and record saved path.
Please follow the steps listed below.

e
Click the B button; you can go to the general interface. See Figure 3-4.

3.3.1 Basic

It is to set capability, language, time and etc.

SmartPSS

Professional Surveillance System

&

HOME PAGE

-

File

Alarm

-]
"]
&
8

Warsion

MNetwaork Capability

Language

Time Format

Log Saved Time

Instant Playback Time

? - @

Set SmartP35 basic parameters such as log saved time, instant playback time, network capability and etec. Systerm needs to restart to activate language and
time setup

¥ (Activated after restart)

v

Sminutes

-

[C] Resume Liveiew Status

Auto login device (Activated after restart)

Auto login SmatPS5
.

(Activated after restart)
"] Syne Time (_ Sync how :u

¥ [Activated after restart)

Short Cut Real Display Full Screen v
Device User Name:
Device User Password _
(__ Default Save )
Figure 3-4
Please refer to the following sheet for detailed information.
Item Function
Log Saved | Here you can set log save time. System automatically overwrites old
Time files once it reaches the period you set here.
Instant . . . . .
It is to set instant playback time. If you set 5 minutes, then it plays
Playback . . . . ]
. video starting 5 minutes prior to current time.
Time
Network It is for you t o set net wor k functi
capability Al®M o 100100MO0 MO .
Resume
Previous System restores previous liveview status after it restarts.
State




Iltem

Function

Auto login
device

When program start up, auto login existing device or not. If you
select this parameter, then at next login, it auto logs in existing
device.

Auto login

Check the box here, you can login SmartPSS directly without

SmartPSS inputting user name and password.
Language Software language.
Check the box here to enable time synchronization function and
i then input synchronization time. SmartPSS can auto synchronize
Sync time time with the PC at the time you specified.

Click Sync now button to begin synchronization now.

Time Format

System time format. It includes 12H/24H.

Short Cut

Set preview window, record playback, alarm management, e-map
and etc.

Device User
Name

Set device login username.

Device User
Password

Set login password.

3.3.2 File Path
File configuration interface is shown as below. See Figure 3-5.
Here you can set snapshot picture and record file default save path.

Configuration file path: It is to import or export configuration file. If you change path to D disk, you

can export current software user information to D disk. If current software has installed at the D

disk, you can import user information to current software.

10



SmartPSS

Professional Surveillance System

GENERAL

& Basic
Set SmartPSS file path (such as snapshot. record, user configuration and etc.)
] File
& Alarm Snapshot Path ¥Smart Professional Surveillance System/SmartPSS/Capture (" Browse
Record Path 5)/Smart Professional Surveillance System/SmartPSS/Record (| Browse
E Version

Config Path iles (x86)/Smart Professional Surveillance System/SmartPSS " Browse (Activated after restart)

( Defat ) (  Sae

Figure 3-5

3.3.3 Alarm Prompt
It is to set alarm prompt audio. The interface is shown as below. See Figure 3-6.

Configure alarm type prompt. Click Save.

11



L A& 2?2 - B X

SmartPSS

u

o Basic

Set SmartPSS global alarm audio and trigger map alarm flash function or not

EH  Fie
Link Video Type v

A Alarm
[V] Open Audio [¥] Using TTS ["] Loop Play

8 Version Alarm Tone = Al

Alarm Type Video Loss

l:\F'rogram Files (x86)\Smart Professional Sumveillance System\SmanPSS.:i (  Browse ) ﬂ

E-map flashes [V] E-Map flashes when an alarm occurs

Default ) (  Sawe

Figure 3-6
Tips
You can click Default button to restore factory default setup.
User config file storage path is used to import and export user config file. If current user config

file storage path is modified to other path,
reeinstall, he can export previous all/l user ds

If he re-install the software and import previously exported user config info, after being saved,
original user config info will be successfully imported into current client.

3.3.4 Version
Click the version button; you can go to the following interface.
Here you can view software version information.

3.4 Account

Here you can add, modify or delete a user.
3.4.1 Addrole

1) Click g in the Settings pane, and then click role button, you can go to the following
interface. See Figure 3-7.

12
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Figure 3-7

2) Click Add button, the interface is shown as in Figure 3-8.

“

Role Name

o _

Channel Rights

Role Rights [N ERLEEGTE

e, (oCacl,

Figure 3-8

3) Please input a role name and check the corresponding role rights. You can input some
reference information if necessary.
4) Click Save button.

13



Tips
Select a role and then click Modify/Delete button to modify or delete a role.

3.4.2 Add user

1) Click in the Settings pane, and then click user button, you can go to the following
interface. See Figure 3-9.

1 admin admin admin user 7

Figure 3-9

2) Click Add button, you can see system pops up the following interface. See Figure 3-10.

“

User e (AdiRds)
Remares

Channel Rights

User Rights [_NeERTGTIRTTE

H

14



Figure 3-10

3) Select a role from the dropdown list, input user name, password and confirm password.
Input some description information if necessary. Select rights for the new user.

4) Click Save button to add a new user.

Please refer to the following sheet for detailed information.

Iltem Function

User name | Please input user name here.

Role You can select user role from the dropdown list. Or you can click Add
role button to add a new role.

Password | Please set user password.

Confirm Please input new password again.

password

User Here you can check the box to select corresponding rights for current
Rights user.

If the new user is a manager, system checks all rights by default.

5) Click Save button to add a new user.
Tips
Select a user name and then click Modify/Delete button to modify or delete a user.

3.5 Device Manager

Here you can add, modify and delete a device. You can also implement device channel group
function.

Auto Add

-
1) Click icon. System displays device manager interface.

2) Click Refresh, search device within the LAN. You also can enter device segment, and click
search to search devices within the same segment.

3) Check device, click Add as auto add device. You also can double click the device you want
to add. The added device will be shown in list below, where you can view device type,
channel and status. You can modify, logout and delete the device.

Note:
You can refresh remote channel bound by device.

Manually Add

You can refer to the steps listed below to add, modify or delete a device manually or
automatically.
()

p—
1) Click === icon in the settings pane, system goes to the device manager interface; you can

see an interface is shown as in Figure 3-11.

15



SmartPSS

Professional Surveillance System

anline Devices:0 Device Metwork Section:

1Al P A|Type Mac Port
( Refresh ( add
All Devices:3 anline:2
[~ ]all | Marme |Type IP/Damain Mame | Port | Channel Ma. State S ‘ Operation
I~ (=) 1015633 HvR 10.156.33 37777 24/1/16/6 I online YPAABOO3OWD0043 [ X
2 Q 10.15.6.83 SmartlPC 10.156.83 40008 1717171 2 online PFCAFZ012W 00021 / B x
[z [2) 1015684 OwR 1015 6 84 40002 0407070 B offlineilacked) S EX

LManual &dd _) L Delete ) Q Impart ) i Expaort _) L Status )

2)

Figure 3-11

corresponding information and then click Add button.

Manual Add

Input Infa

IP/Domain Name:
Part:

Group Name:
User Name:

Password:

Device Details
Device SN:
Type:
Yideo Input:
Wideo Output:
Alarrm Input:

Alarm Output:

Device Marng:

Register Made:

IFiDarmain

@a\re and Cominue) L:_ Add _) (_ Cancel _)

Click Manual Add button, the interface is shown as in Figure 3-12. Please input the

16



Figure 3-12

Please refer to the following sheet for detailed information.

3)

Iltem Function
Device name | Please input a device name here.
Register .
Mode By IP/domain and SN.
Device IP address or domain name.
IP/Domain Note:
name '
You can add device of IPV6 address.
Device SN.
SN Note:
For P2P device only.
Device IP port.
Port .
Itis 37777 by default.
Group Name | You can choose one group.
User name The user name you login the device.
Password The password you login the device.

Config device input info, and click on Get Info. System auto gets device info as in Figure 3-

13.
Device Details
Device Sh: | |
Type: | |
video Input: [
viteo Outoct. |
i~ Ty N n
-_\Saxre and CDF‘ITIHLIE/I (g Add J & Cancel J
Figure 3-13
Device SN Device SN. Read-only.
Type Device type.

17



Video input

Device video input channel amount. Click @ set device no., click
no. column, and may enter no.

Video output | Device video output channel amount.

Alarm input

Device alarm input channel amount.

Alarm output | Device alarm output channel amount.

Type

Device type.

4) Click Add. You can click Save and Continue to add next device. Added devices are shown

as in Figure 3-14.
Y L a? - 0O x
SmartPSS A a +
ioveoace T
Online Devices:1 Device Network Section: 10 .18 116 . 0 — FyURSSERNA L -Z:: Search ::ﬁl
(1 Al ‘\P A‘Type |Mac Port
T4 10.18.116.14 PC-NVR F0:92:1C:ED:E5:T4 37T

Refiesh ) (  Add

- ~
' Clear )
& /

All Devices:6 Online:3

(1 Al | MName A | Type IP/Domain Name ‘ Port |Channel MNo. | Status SN |0perat\on |
"84 [2) 10.18.116.117 SmartlPC 10.16.116.117 T 1/0/11 M advise change p... PFCAMZ025W0... / O[3 ¥ (&
2 (2] 10.18.116.147 IPC 10.18.116.147 3TiT 1/0/21 [T advise change p... 1BO142EPANDD... / O[3 X &
3 (=) 10.18.116.157 SmartlPC 10.18.116.157 3T 1101211 [0 advise change p... 1ADD4AFPAWOD.. / O [ X &

[ 4 () 10.18.116.35 SmartlPC 10.18.116.35 T 0/0/0/0 W Offine(Can not f... 1HO3TOEPAUOD... / O [€ X

5 [2) 10.18.116.49 SmartlPC 10.18.116.49 3T 0/0/11 W Offine(Can not f... YZCAGZ044W0... / &5 [€ X

[C]'6 (L) 1018116 50 IPC 10.18.116.50 77T 0/0/0/0 W Offine(Can not f._.  PZC4JX066WO00... / &5 [€ X

( ManualAdd ) ([ Delete

.:ﬁl 'Z:. Import .:] 'Zi. Export ./] -: Status :u

Figure 3-14

Click Status, to view operation status, disk status, external alarm, motion detect and etc. of each

device.

Click &:, you can modify password. See Figure 3-15.

18




Old Password

Figure 3-15

Tips
Select a device in the list, and then:
Click £l to modify, or click E] to delete it.

- n .
Click & to refresh device.

Click E to login the device manually.

Click E

to logout the device manually.

Click & to modify device password. Please be aware, only when a user login with default

password of fladmindaccount, system will inform a user to modify device password.

_( Export o .
Click @ button and then select save path to save current device list to .xml file.

5) Click Import to batch import local config in .xml format. Or you can import with Easy 4IP
account. See Figure 3-15.

19



Figure 3-16

If PC running SmartPSS is connected to NKB network keyboard, then in Figure 3-12

there will be an . icon.

1. Click . system pops up device no. setup box, see Figure 3-16.

Figure 3-17

20



2. Click list, you may edit/input no., see Figure 3-17.

F =
Device Mo. Setup »
No. | Channel Name Ho. E
1 Channel 1 2001
2 Channel 2 2002
3 Channel 3 3333
Figure 3-18

NKB keyboard can encode channel and control channel, as it can directly open
channel video by encoding. For more infor mat

3.6 Device CFG

After you added a new device, you can go to the signals manager interface to set parameters.

e

On the homepage, click
interface. See Figure 3-19.

® 8 0 @8 =

Mebwork Rernote Device Encode Image PTZ Control

Event
Q & =

video Detect Alarm Abnormality smart Config

Storage

@
=)

Record HDD

Maintenance

)e

G O

Account Maintenance WEB

Figure 3-19

3.6.1 General
3.6.1.1 Network

21



Here is for you to set network information such as TCP/IP, connection, PPPoE, DDNS, IP filter,
SMTP, Multicast, and alarm centre.

3.6.1.1.1 TCP/IP

Here you can set corresponding parameter when you are using TCP/IP connection. See Figure

3-20.

Metwork - 10.15.6.35

TCR/IP

Connect
PPPoE
DDMS

IP Filter
SMTP
Multicast

Alarm Centre

Maode

MAC Address

IP Yersion

IP &ddress

Subnet Mask

Default Gateway

Preferred DNS

Alternate DNS

@ static O DHep
90:02:A49:24:65:59

IPv4 v

10.15.0.1

=
I ApRly

<\
|
/

’ \
! Save
‘g /

’ \
| Cancel |
‘g J/

3.6.1.1.2 Connect

Figure 3-20

Here you can set max login account amount, TCP port, UDP port, HTTP port, RTSP port and etc.

See Figure 3-21.

22



Metwork - 10.15 6.35 X
TCRAR Mlax Connect 125 (1-20)
UDP Port 37776 {1025-65535)
PPPOE
DDNS
IP Filter
SMTP
Multicast
Alarm Centre
- — ~N )
‘.\_ Apply J '_\_ Save /I n\_ Cance /I

3.6.1.1.3 PPPoOE
PPPoOE interface is shown as below. See Figure 3-22.
Il nput APPPOE nameo and APPPOE passwordod you get

Click OK button, you need to restart to activate your configuration.
After rebooting, device will connect to internet automatically. The IP in the PPPOE is the device

dynamic value. You can access this IP to visit the device.
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Figure 3-22

3.6.1.1.4 DDNS

DDNS setup interface is shown as in Figure 3-23.

You need a PC of fixed IP in the internet and there is the DDNS software running in this PC. In
other words, this PC is a DNS (domain name server).

In network DDNS, please select DDNS type and highlight enable item. Then please input your
PPPoE name you get from you IPS and server IP (PC with DDNS). Click OK button and then
reboot system.

Click Ok button, system prompts for rebooting to get all setup activated.

After rebooting, open IE and input as below:

http' //(DDNS server IP)/(virtual directory name)/webtest.htm
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Figure 3-23
Please refer to the following sheet for detailed information.
Parameter Function
Server Type You can select DDNS protocol from the dropdown list and then
enable DDNS function.
Server IP DDNS server IP address.
Port DDNS server port.

Domain Name | Your self-defined domain name.

User Name The user name you input to log in the server.

Password The password you input to log in the server.

Update interval | Device sends out alive signal to the server regularly.

You can set interval value between the device and DDNS server
here.

3.6.1.1.5 IP Filter

IP filter interface is shown as in Figure 3-24. You can add IP in the following list.

After you enabled whitelist function, only the IP listed below can access current device.

If you enable blacklist function, the following listed IP addresses can not access current device.



IP Filter

Figure 3-24

3.6.1.1.6 SMTP (Email)
The SMTP interface is shown as in Figure 3-25. Here you can set email receiver, encryption
mode, send out interval and etc.

Figure 3-25
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Please refer to the following sheet for detailed information.

Parameter

Function

Enable

Please check the box here to enable email function.

SMTP Server

Input server address and then enable this function.

Port Default value is 25. You can modify it if necessary.

Anonymity For the server supports the anonymity function. You can auto
login anonymously. You do not need to input the user name’
password and the sender information.

User Name The user name of the sender email account.

Password The password of sender email account.

Sender Sender email address.

Encrypt mode

System supports SSL/NONE/TLS.

Subject

Input email subject here.

Attachment

System can send out the email of the snapshot picture once
you check the box here.

Receiver

Input receiver email address here. Max three addresses.

Interval

The send interval ranges from 0 to 3600 seconds. 0 means
there is no interval.

Please note system will not send out the email immediately
when the alarm occurs. When the alarm, motion detection or
the abnormity event activates the email, system sends out the
email according to the interval you specified here. This
function is very useful when there are too many emails
activated by the abnormity events, which may result in heavy
load for the email server.

Health mail

Please check the box here to enable this function.

Health mail
interval

This function allows the system to send out the test email to
check the connection is OK or not.

Please check the box to enable this function and then set the
corresponding interval.

System can send out the email regularly as you set here.

Test

The system will automatically sent out an email once to test
the connection is OK or not .Before the email test, please
save the email setup information.

3.6.1.1.7 Multicast
The multicast interface is shown as in Figure 3-26.

Multicast is a transmission mode of data packet. When there is multiple-host to receive the same

data packet, multiple-cast is the best option to reduce the broad width and the CPU load. The

source host can just send out one data to transit. This function also depends on the relationship

of the group member and group of the outer.
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Figure 3-26

3.6.1.1.8 Alarm Server
The alarm centre interface is shown as below. See Figure 3-27.

This interface is reserved for you to develop. System can upload alarm signal to the alarm centre

when local alarm occurs.

Before you use alarm centre, please set server IP, port and etc. When an alarm occurs, system

can send out data as the protocol defined, so the client-end can get the data.
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10.1.0.2

1

Figure 3-27
3.6.1.2 Remote

Here you can add remote device manually or automatically. See Figure 3-28.
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I IP Port Device Mame Protocol Type Device Type

[l 10.15.100.25 37777 10.15.100.25 Private IP Carnera

I:‘ 2 10157125 40000 10.15.7.125 Private DwR2116

I:‘ e 10.15.7.109 3TFIT 10.15.7.109 Private E4'35000

I:‘ 4 10.15.22.100 37777 10.15.22.100 Private MNWREDOD

75 10.15.5.3 37777 10.15.5.3 Private PC-MYR

s 0.0.0.0 37777 0.0.0.0 Private PC-MYR

I:‘ 7 10.15.6.142 37FIT 10.15.6.142 Private PC-MYR

I:‘ g 10.15.6.188 37777 10.15.6.188 Private PC-MYR

- N ~

g Search | \& Add | Type

| |Device Channel IP | Port | Device Mame Remote Channel | Protocol Type

[l 10.15.100.25 37777 10.15.100.25 1 Private

s 10.1.1.69 37777 90_02_a9_ 04_30 1 Private
- N o e N
& Delete | l‘l\hﬂanuaIAddl " Refresh | & Ok |

Figure 3-28

Click Search device button, system can list all the devices on the same IP section. Select a
device and then click Add button; you can add a remote device.

Click Manual add button, System pops up the following dialogue box. See Figure 3-29. Please
input the corresponding information and then click OK button to add a remote device.

Manual Add x

MNarme

|

IP &ddress

Protocol Type Private v

Remote Channel

Local Channel 1 v

If\: QK ) If\: Cancel )

Figure 3-29



3.6.1.3 Encode
3.6.1.3.1 Audio/Video

The interface is shown as below. See Figure 3-30. Here you can set audio/video bit stream.

Figure 3-30
Please refer to the following sheet for detailed information.
Parameter Function
Video setup Check the box here to enable extra stream video. This item is
enabled by default.
Stream type It includes main stream, motion stream and alarm stream. You

can select different encode frame rates form different recorded
events.

Encode mode

It is to set audio/video encode mode. Default setup is H.264.

Resolution System supports various resolutions, you can select from the
dropdown list.

FPS PAL 1 25f/s NTSC 1 30ffs.

Bit stream In VBR mode, it is the max value of the bit stream. In the CBR
mode, it is a fixed value.

Ref Stream According to selected encode mode, resolution, display bit
stream. (range)

Iframes Interval between key frames.
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